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Foreword

In 1996, Congress passed the Health Information Portability and Accountability Act. Part of this bill
included a requiremetnfor the development of privacy regulations to protect health care information. The
purposes of the Privacy Rule were to protect misuse of individual health information; to limit the sharing of
healthcare information to specific groups for specific pugggo give new rights to the patient as to how

and when his/her health care information is disclosed; and to give new rights to the patient to review and
correct what is written in their health care records. The initial set of Rules were completed irug660

the auspices of the Office of Civil Rights (OCR) within the Department of Health and Human Services (HHS)
led by Sec. Donna Shalala, and were entered into the Federal Register as law (RABDEO1

Privacy of communication between patient and thpist is a primary concern of clinical social workers, in

fact, of all clinicians. All major disciplines have sections in their codes of ethics that spell out the
responsibilities of the clinician to maintain the privacy of the treatment relationshifh sdme differences

in emphasis. Most states have regulations about the privacy of medical/mental health records, which vary
considerably. The Federal regulations that were phased in on April 14, 2003, were the first attempt at the
Federal level to constragrotection of medical/mental health records. This Manual will compare the
existing privacy standards as presented in the Clinical Social Work Association (formerly the Clinical Social
Work Federation) Code of Ethics, the new standards of the HealthaimseiPortability and Accountability

Act (“HI PAA") , and the changes in current standa
requirements.

This Manual will detail existing privacy standards according to HIPAA as of September 28n@@18
changes in current standard practices that maynkeded to comply with HIPAA requirements.
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The Clinical Social Work Association

The Clinical Social Worlsgociation (CSWA), the Voice of Clinical Social Work, is made up of individual
members from every state/jurisdiction and internationally and 15 affiliated state societies. The Association
works for improvement in the standards of the profession, the protecof clients, and the professional
development of its members. The Federation provides both clients and members with advocacy on mental
health issues before the Congress and regulatory bodies and assists the state societies with advocacy at
the state level. Association members, all of whom hold advanced degrees and have undergone thousands
of hours of supervised clinical internships before being licensed or certified, provide more than half of all
the mental health services delivered in the country.Btsard of Directors is made up of licensed clinical
social workers from around the country.

The Clinical Social Work Federation, now the Clinical S&oi Association (CSWA), strongly supported

the original Rule and objected to the revisions made in 2002. CSWA is a membership organization,
affiliated with 15 state societies, that works toward the provision of ethical mental health treatment by
clinical social workers through education, legislation, and advocacy. There are currently approximately
170,000200,000licensed clinical social workers in the United States who providé®@ of all mental

health treatment in the country (SAMHSA, 1999, CSWHR)2AGBSWA is working toward reinstatement of

the original provisions of the Rule providing stronger protections for the individual. CSWA also views the
current Rule as a floor for privacy standards, not a ceiling. Many states exceed HIPAA requirements in
same or all areas, as does the privacy Rule in the CSWA Code of Ethics (see Appendix 2).

This Manual representsttdts soci ati on’s view of how HIPAA standa
practice and, thus, goes beyond the requirements of the HIPAA Rule. The Manual indicates where
recommended practices herein exceed HIPAA standards. Though the ethical stansagdn this manual

meet most state laws whose privacy standards exceed those of HIPAA, we recommend everyone educate
themselves about their state privacy standards and how they compare to the standards used in this
manual and the HIPAA Rule.
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Goals of This Manual

The HIPAA Privacy and Security Standards are the main focus of this manual (for the histoiylBRhe
regulations and a brief summary of the regulations, see below) In general, privacy is about who has the
right to access and use personally identifiable health information. The Privacy and Security Standards
cover all individually identifiable healihn f or mat i on i n t he I[CavaeredEntitegf” wh at
those individuals and organizations that are covered by HIPAA regulations, regardless of whether or not
the information is or has been in electronic form.

The Privacy and Security Standards

Impose limitations on the use and disclosure of private health information;

Give new patient rights provisions including the right to access medical records and to know who else
has accessed them;

Restrict disclosures of health information to the minimunecessary for the intended purpose, except

for treatment purposes;

Provide recommendations for the management of PHI and ePHI;

Provide requirements for the tangible security of computers on which ePHlI is stored;

Impose new criminal and civil sanctions fimproper use or disclosure; and

Impose new requirements for access to records by researchers and others.

oo Do Po D Do D

Effective compliance requires certain implementation steps. They include:

Building initial awareness of HIPAA,
Comprehensive assessment of the indi d u a |
and procedures;

Developing and implementing an action plan with deadlines and timetables;

Developing a GAP Analysis, Risk Management Assessment and Risk Management Policies for PHI and
ePHI;

Developing new policies, processes, and procedures;

Breach notification;

Developing new internal communications; and

Training and enforcement where applicable.

S or organization’'s infor

Do Do Do P Do P Do D

This Manual follows these implementation steps and provides what we believe to be a prappeach

to compliance with the Privacy Standards. The recommendations made take into consideration both the
HIPAA Privacy Standards and clinical social work ethical standards for privacy, making them more rigorous
in some areas than HIPAA regulations alon
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Introduction

Privacy of communication between patient and therapist is a primary concern of clinical social workers, in
fact, of all mental health clinicians. All major disciplines have sections in their cbd#scs that spell out

the responsibilities of the clinician to maintain the privacy of the treatment relationship, with some
differences in emphasis. Most states have regulations about the privacy of medical/mental health records,
which vary considerdp (see summary below). The Federal regulations that were phased in starting April

14, 2003, were the first attempt at the Federal level to construct protection of medical/mental health
records. This Manual will compare the existing privacy standardseoC®WA Codes of Ethics, the new
Standards of the Health Insurance Portability and
standard practices that will be needed to comply with HIPAA requirements.

The CSWA Code of Ethics (see Appendite@)lg states the importance or patient information as follows:

G/ ftAYAOILE &a20AFt 62N]JSNAR KIZS | LINAYFNE 206f A3
former clients, whetherliving or deceased, and to maintain the confidentiality of materia bfas

been transmitted to them in any of their professional roles. Exceptions to this responsibility will
occur only when there are overriding legal or professional reasons and, whenever possible, with the
AYF2NYSR O2yaEPWA Gdde ofliiésS1990) A Sy (G dé

Additionally, the CSWA Code of Ethics showed some anticipation of the need to protect electronic
information as follows:

G¢KS RS@OSt2LIYSYyd 2F yS¢g (GSOKy2ft23ASa FT2N GKS 3
danger to the privacy of dividuals. Clinical social workers take special precautions to protect the
confidentiality of material stored or transmitted through computers, electronic mail, facsimile
machines, telephones, telephone answering machines, and all other electronic orteompu
technology. When using these technologies, disclosure of identifying information regarding the

Ot ASylioao aKz2dzZ R 0S5 (IbiddEA RSR 6KSYSOSNI LI2adAof Sos

In the past 510 years, information about patients, primarily for billing purposes, has incrgigsbeen

sent to insurers through the Internet. In addition, there has been an increase in the communication
between patient and therapist through email, sometimes as the primary method of therapeutic
communication. Most people who use the Internet to commicate believe their communications are
protected, except from “hackers” whose intrusions

This is not the case. Sending information through unprotected channels (including standard servers such as
aol.com, msn.com, etc.) on the Internet withousing encryption is like sending a postcard through the
mail. While there is no guarantee someone will reapost card, there is a much greater possibility of it
being read than a letter sent in a sealed envelope. The protection of electronically fteetsmata is
something every responsible clinician should be concerned about. To this degree, there is no conflict
between the HIPAA regulations and standard confidentiality practices. HIPAA regulations force us to face
the reality of electronic transmigmn and the ways that this information is vulnerable.

{CFM1070926.D0OC;5/99910.002222/} 1
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All medical and mental health providers who &evered Entitiebecause they have engaged in covered
transactions had to comply with the HIPAA Privacy and Security Standards as of 2003 or 200§h Althou
fines of up to $25,000 are possible, the government appears more concerned that providers understand
the requirements of the regulations and come into compliance with them.

Secretary Tommy Thompson, who became HHS Secretary in 2001, significargty thikeRules to weaken

t heir i mpact in two key areas, the requirement 0
information and the use of that information for marketing purposes. The original Rule required that
information be disclosed only ith the informed consent of the individual. The revised rule substitutes

“regulatory permission” for that of the consent o
Under the original Rul e, i ndi-ini drueaglasr dh andy It eheen sqail vee
care information, that is, that their information could not be used for marketing purposes without their

speci fic consent . The revboséed Bpteomowt lmatl ows, f o

specifically equest their health care information not be used for these purposes. This is at odds with the
CSWA Code of Ethics and is a problem CSWA is working to correct.

Since the passage of the HITECH Act of 2009 as part of the American Recovery and Reinvestment Ac
(ARRA) with the accompanyingiew Rules that went into effect on September, 2013, HIPAA has
become much stronger. Sections that were sketched out in the original Rule have been spelled out and
further developed including encryption, enforcement, auditils, health information technology
certification and use, and much more. We will likely continue to see changes in HIPAA rules over the next
four years as health care reforms affect the use of HIPAA. Medical homes will likely have HIPAA
considerations,as will mental health parity. The changes to health care delivery and how health care
records are shared are exciting and potentially will improve communication between patients and
providers, as well as between providers. CSWA is tracking all changesltto care and HIPAA to maintain

the highest level of privacy for mental health records.

2 {CFM1070926.D0OC;5/99910.002222/}
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Basic HIPAA Knowledge and Language

History and Summary of HIPAA Privacy and Security Regulations

HIPAA is the acronym for the Health Insurance Portability andufstability Act of 1996. In addition to

provisions related to the continuation and portability of health insurance coverage, thealkal
“Admini strative Simplification” prsaructuregoemingthef HI P,
privacy, secitity, and electronic transfer of health care information.

On December 28, 2000, the Department of Health and Human Services (HHS) issued the Privacy Standards
establishing federally mandated policies regarding how health information can be used andatisciew
individual rights, and new administrative requirements. The Privacy Standards were revised and amended
by HHS on May 31 and August 14, 2002. The Security Standards went into effect on May 23, 2005. A
complete copy of the final regulation text isalable atwww.hhs.gov/ocr/index.htmINew parts of the

Rule were implemented in 2009, 2010, and 2013.

It is important for all mental health clinicianmcluding LSCWe have a basic understanding dfet major
components of HIPAA's Administrative Simplificatio

Transaction and Code Set Standards

The HIPAA Transaction and Code Set Standards are rules that standardize the electronic exchatilge of hea
care information. They are based on electronic data interchange (EDI) standards, which allow electronic
exchange of information from computer to computer without human involvement. What is important for
mental health practitioners to know is that HIPA&t the Current Procedural Terminology (CPT) as the
standard for procedure codes and International Classification of Diseases, Ninth Revision, Clinical
Modification (ICB9-CM) as the standard for diagnoses. CPT codes are the ones most practitioners are
currently using. They are a five digit code that tells insurance companies whether you are providing
individual, group, family etc. counseling. The most common codes for LCSWSs are 90801 and 90806, which
are the diagnostic interview and for a-40 minute iividual psychotherapy interview, respectively. The

ICD was chosen over the Diagnostic and Statistical Manual, Fourth Edition-IVEE®Yl The
implementation of Tenth Revision of the ICD Codes-ll@Ds scheduled to take place in October of 2012.
Insurarce companies and governmemun health programs, e.g., Medicare and Medicaid, already comply
electronically with the transaction standards set forth in this part of HIPAA.

Protected Health Information (PHI and ePHI)

In order to fully understand the HIRAPrivacy and Security Standard€;SWaeed to start with an
understanding of protected health information, or PHI, and electronic protected health information, or
ePHI, as they are defined in the regulations. Generally stated, PHI is imdaithation that is identifiable

to a specific individual and that is maintained or transmitted b§overed Entityn any form, whether in

oral, paper, or electronic form. EPHI is any identifiable health care information sent electronically by a
Covered Entity

{CFM1070926.D0OC;5/99910.002222/} 3
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Aclar t |, bill for services, or even a hallway conver
a conversation involving PHI. Information is considered to be individually identifiable if it identifies the
individual or if there is a reasonablmsis to believe that the information can be used to identify the
individual. Thus, PHI can include demographic information such as name, address, and age.

The Difference Between Privacy and Security Standards

There has been confusion about the differenbetween privacy standards and security standards as
described by HIPAA. Privacy standards are about who has the right to disclose and use protected health
information, and when they can do so. This standard applies to all PHI communicateCioverad Etity

whether expressed orally, in writing on paper, or electronically transmitted. Security standards apply to the
security of paper records as well as electronically stored or transmitted information. In addition, electronic
records must be protectedfromor r upti on by viruses, theft by *“hacl
by sending ePHI on unsecured channels.

Compliance Deadlines for Clinicians @svered Entities

The deadline for compliance with the Privacy Standards was April 14, 2003edtind for compliance
with the Security Standards was May 23, 2005.

The Transaction and Code Set Standards compliance deadline was October 16, 2003.

The newHITECH Aatules for Business Associate Agreements, Breach Notifications, Notice of Privacy
Pradices, Fundraising, and Marketibgcame effectiven September 23, 2013.

Covered Entitiesinder HIPAA

The HIPAA regulations directly regulate only those who meet the definitiorCoivared Entityln general,

clinicians who engage in electronic billibgcome Covered Entitiesand fall within scope of the HIPAA
standards. If you do not bill electronically or otherwise transmit health information in connection with one

of the defined “covered transacti ons” he(rega@ationdoel ow)
The HIPAA rules are moving payers towards adopting EDI as the standard for billing and related
transactions. For example, as of October, 2003, Medicare will refuse to pay any claims that are not filed
electronically from all healthcare praers, except those with less than 20 employees. As of 2008, many
clinicians who continue to file paper claims have found them rejected by Medicare if they are not
completely “clean’, i . e. with no | ines outside th

Even if the HIPAA regulationsdoot directly apply, and you choose t
is important to consider the risks and drawbacks that could arise in a legal world based on HIPAA
standards. Probably the greatest risk is the indirect impact the Privacy andt$etandards could have

on health care providers. Even if you are not technicaljogered Entityyou will still be practicing in a

privacy environment with new legal parameters after April 23, 2003. The risk is that these Privacy
Standards will be apigld by courts (rightly or wrongly) as the standard of care for handling client
information. In other words, even if HIPAA does not technically apply, it may be difficult to justify actions

that are not consistent with the new federal standards is a comtfiddity complaint is filed against you as a

clinician.

4 {CFM1070926.D0OC;5/99910.002222/}
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Covered Transactions

A covered transaction is any computercomputer transmission of healthcare claims, payment and
remittance, benefit information, or health plan eligibility information. As altte care provider, if you
submit any bills (even for a single client) electronically to insurers, MCOs or any other party directly or
through a billing service, you areCovered EntityOther covered transactions include:

1. Health Care Claims request fa reimbursement by a provider to a health plan for health care
services.

2. Eligibility for Treatment—request for information by a provider to a health plan about eligibility,
coverage limits, and/or benefits in a health plan for a client or potential clien

3. Authorization for Treatment— request made to a health plan for authorization of mental health
treatment by a mental health provider.

4. Health Care Claims Statusrequest by a mental health provider to a health care plan for the
status of a health carelaim previously made.

Note that simply receiving funds transferred electronically through a bank account is not a covered
transaction. Also note that voice communications via telephone or transfers of information by fax do not
constitute electronic trapactions, but HHS has indicated that it considers PC based fax transmissions to be
electronic transactions under the rule. In addition, recent interpretations by HHS officials indicate that they
consider some automated key pad phone information systentsetcovered transactions. The basic guide

to this rule seems to be that if there is an electronic record of the information retained somewhere after it
is sent, it is a covered transaction. Since verbal interactions disappear after they are spoken, do recor
exists. Likewise, since no record exists after a paper fax is transmitted, it is not considered a covered
transaction.

Treatment, Payment and Health Care Operations (TPO)

The Privacy Standards generally prohibit the use and disclosure of PHI withoutahi vi dual ' s pr i
authorization. The most significant exception to this general rule is th@beered Entitynay use and

disclose PHI, without prior authorization, for purposedreaitment, payment, and health care operations.

The practical imjication of this exception is that for most purposes, a clinician will not need to obtain a
client’s written approval in order to deliver tr
practice.

It is important to note that each of these terms gatment, payment, and health care operations) has
detailed definitions under the Privacy Standards which are also included in the Frequently Asked Questions
at the end of this manual. Any other reason for disclosure of information (excluding certainsdreslo
permitted or required by law such as disclosures to child protection agencies) requires a separate
authorization signed by the patient. It is also important to note that each state has its own Privacy and
Security Laws which should be reviewed iniadd to HIPAA Privacy and Security Rules.

{CFM1070926.D0OC;5/99910.002222/} 5
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Uses and Disclosures of Protected Health Information (PHI and ePHI)

According to HIPAA standards, once a patient has acknowledged receipt of the Notice of Privacy Practices
form (see below), there is no need tomave the patient sign a separate form for the disclosure of
information for TPO purposes. HIPAA standards require an Authorization to be signed for the disclosure of
psychotherapy notes. However, we recommend best practices for clinicians include haatigrd sign

an Authorization for the release of any PHI or ePHI, electronically or on paper, including TPO information,
consultation for medical review, and any other purpose.

We also recommend any information that is sent out about the patient be désmli directly with the
patient prior to sending such information. State laws should also be considered as some states do require
an Authorization be signed before TPO information can be sent. @svared Entityunder HIPAA, you

must allow clients to requst that you restrict the use and disclosure of PHI and ePHI. However, HIPAA
regulations say you are not necessarily required to agree with the restriction. Under HIPAA, clients cannot
restrict disclosure for treatment, payment and health care operatiof®)I Furthermore, disclosures are

per

mitted for i nvol vement i n t he i ndi vi dual

requirements in HIPAA that generally goes against good psychotherapy practice. The ability to release
information without clent consent goes against most codes of ethics in virtually all mental health fields.

However, since HIPAA standards define the floor, you can set your own policies so that they are more

“ St

ringent?’” than the HI PAA st awrldpad (des belowW) ae marea mp | e

stringent and are consistent with most mental health codes of ethics. Another area where the HIPAA

“fl

oor” for privacy standards differs significant/

be disclosed to faity members or for public health activities. The only time PHI or ePHI should ever be
disclosed by a clinician without a written Authorization is if the patient represents a danger to himself or
herself or others and is unable to recognize this. A pat@rduld be notified verbally that the clinician
intends to contact CPS or Involuntary Treatment Assessment experts before doing so.

In order to be compliant with HIPAA standards for disclosure of PHI and ePHI, an Authorization Form must
contain the followng elements:

Do Do Do Po Po Po Do

A description of the information to be disclosed;

Who (individual or organization) is making the request;

Expiration date of the request;

A statement that the individual has the right to revoke the request;

A statement that information may bgubject to redisclosure by the receiving party;
Signhature and date; and

If signed by a representative, a description of their authority to make the disclosure.

{CFM1070926.D0OC;5/99910.002222/}
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Summary of ARRA/HITECH Law

The President signed the American Recovery and ReinvestmeltiA&:t1) on February 17, 2009, which
includes the HITECH (Health Information Technology for Economic and Clinical Health Act) on privacy rules
for the use of electronic health information. There are some important elements that affect clinical social
workers.

There was a last minute consideration of the removal of the pafpmychotherapist privilege, granted by

the Supreme Court (1996) in Jaffee v. Redmond. This would have been a terrible blow to the cornerstone

of our clinical work. Due to much work byental health associations, the bill instead has a protection of
privilege, stating that nothing in the Subtitle or
applicable to an individual with respect to the protected health informatiossafi c h i ndi vi dual
13421(c).

Additionally the bill includes the following protections of health care information:

A Patient notification of al |l di scl osures wi t h
information;

A Creation of an Health Inforation Technology Policy Commission charged, among other things,

with creating electronic records which wil/

other sensitive information) from the general record with greater privacy protection;

Encrypton of patient information when sent outside a health care network;

Audit trails to determine who has accessed health care information and for what purpose;

The right of the provider to determine what “n

(the Secretary may issue guidelines later); and

Optin requirements for sale of patient information, i.e., patients must consent in writing to the

sale of their health care information.

S

B Do Do R

Finally, there will be grant money available for providers who need fiah@assistance for building an
electronic health care record, though currently this funding is not available for LCSWs.

Security Standards

The final piece of the 1996 HIPAA Act was the Security Standards. The Security Standards were published
on April 21 2003. AllCovered Entitiesvere required to have Security Standards in place by April 21, 2005,
except for small businesses (under 50 employees) which had until April 21, 2006. All agencies are
responsible for educating employees on the HIPAA Secuatyd8tds and making sure they implement
HIPAA Security Standards.

The HIPAA Security Standards mandate safeguards for physical storage and maintenance, protection, and
access to individual health information in electronic form. The term ePHI is used veffieming to
protected health information covered by the Security Standards, as these standards apply only to
information in electronic form.

{CFM1070926.D0OC;5/99910.002222/} 7
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The Privacy and Security Standards together require the clinician to take reasonable precautions to
safeguard Priected Health Information (PHI) and electronic Protected Health Information in electronic or
paper form.

HIPAA Security Standards address the tangible security of health care information, whether stored on
computer or on disc, and how it is protected, @gosed to how the information is transmitted to others,

which was addressed in the Privacy Standards. These standards are less complex than the Privacy
Standards, but vary from the Privacy Standards in ways it is important for all those who have protected
health information (PHI) to understand. The HIPAA Security Standards apply to all mental health clinicians
who areCovered Entities

The implementation of the Security Standards has some of the same procedural requirements as the
implementation of the Avacy Standards. All clinicians who &evered Entitiesnust become aware of

what the Security Standards are and how they affect the way they manage the security of their records;

complete a comprehensive assessment of their current practices to probecsécurity of their records

(GAP Risk Analysis); develop policies which will incorporate the Security Standards into their security
practices; and develop a Risk Management Action Plan for implementing the Security Standards.

There is one key differencbetween HIPAA Security Standards and Privacy Standards. While Privacy
Standards were expanded to apply to oral and written communication of PHI as well as electronic
communication, Security Standards are specific to electronic communication. As with itrecyPr
Standards, however, the Security Standards applydeered Entitiesor anyone with PHI who has sent PHI

at least once electronically in a Covered Transaction. This is why when PHI is referenced in Security
Standar ds, i t i setoanathelstandards en’ Bpbly to electmniciraetaids.c a t

De-identification of PHI and ePHI

PHI and ePHI may be released whlemtt heednT or Mm&tisor
identification i nvol ves t h e erheaitho imfarrhatioo fdentifigble dsi d e n t
belonging to a specific person.

Here are the 19 items that must be igentified to release PHI and ePHI:

A. Names;
B. All geographic subdivisions smaller than a State, including street address, city, county, precinct, zip
code, and their equivalent geocodes, except for the initial three digits of a zip code if, according to

the current publicly available data from the Bureau of the Census:

A The geographic unit formed by combining all zip codes with the same three ingitd di
contains more than 20,000 people; and

A The initial three digits of a zip code for all such geographic units containing 20,000 or fewer
people is changed to 000.
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C. All elements of dates (except year) for dates directly related to an individual, inglidith date,
admission date, discharge date, date of death; and all ages over 89 and all elements of dates
(including year) indicative of such age, except that such ages and elements may be aggregated into
a single category of age 90 or older;

D. Telephonenumbers;

E. Fax numbers;

F. Electronic mail addresses;

G. Social security numbers;

H. Medical record numbers;

I. Health plan beneficiary numbers;

J. Account numbers;

K. Certificate/license numbers;

L. Vehicle identifiers and serial numbers, including license mplatdbers;

M. Device identifiers and serial numbers;

N. Web Universal Resource Locators (URLS);

O. Internet Protocol (IP) address numbers;

P. Biometric identifiers, including finger and voice prints;

Q. Full face photographic images and any comparable images; and

R. Any other unique identifying number, characteristic, or code except as permitted by paragraph (c)
of this section; and

S. The Covered Entity does not have actual knowledge that the information could be used alone or
in combination with other information tadentify an individual who is a subject of the information.

Email Systems

While there is no prohibition to the use of email systems in the Security Standards, there IS a requirement
that all ePHI sent electronically must be kept secure and protected froapproved access by others.
Since sending an email over open networks (gmail.com, comcast.net, etc.) is like sending a postcard
through the mail, use of major email servers without some form of data encryption is unlikely to meet
Security Standards.
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Ercryption

Encryption is a computer program that puts the original document in code that hides the wording and
meaning of the documentt is likely that encryption will become an electronic healthorecrequirement,
though it isnot at this time.Some inarers provide these programs to their providers. The burden of
protecting ePHI, however, rests with the providgvhen storing ElectronidMedical Records (EMRs) and
Electronic Health Records (EHRs)n t h e v i tbestupdctice’ should bed éngryptiofor the
protection of these records. Most clodshsed records are encrypted because of firevacydanges of
interoperable systems.

Safeguards for ePHI

Passwords and automatic logoffs are required to protect access to stored information. EncrypiBhilof

is not required by the HIPAA Security Rule, though it is a best practice for protecting electronic
communication of ePHI. Firewall and virus scans are required to protect the internal integrity of the ePHI
so that it cannot be stolen or changed. Backup all ePHI is necessary because if comgttred ePHI
should be corrupteddeleted, or otherwise losthe responsibility for maintaining access to the ePHI rests
with the provider. The only way to guarantee access is to have a backed up copye®fHlien a thumb

drive or in a clouebased backup system, e.g., Carbonite.com

Review of Security Procedures

All Covered Entitiesmust review their security procedures. The process of assessing your security
procedures is called a Risk Assessment. Theegsof documenting what you are doing to protect ePHI is

a called Risk Management Plan. In the Risk Analysis, any potential risk to maintaining the privacy and
integrity of ePHI is identified (see Security GAP Analysis form). In the documentation bR#&gement,

all steps taken to protect against risks to the privacy and integrity of ePHI are identified (see Security GAP
Analysis).

1. Are backup discs containing ePHI and printed copies of ePHI covered by the Security Standards?

Yes. Any form of electrmally generated, stored, or transmitted ePHI must have risks to the privacy
and integrity of the information assessed.

2. How many times does a provider need to send ePHI electronically as part of a covered transaction to
be considered &overed Entit® Wha forms of transmission are considered covered transactions?

If a provider sends ePHI electronically once as part of a covered transaction, the proviGerésel

Entity. Covered transactions include computer to computer transmissions; computerciaxpater or

paper fax transmissions, and key pad telephone transmissions. Covered transactions do not include
paper to paper faxes or voice mail transmissions.
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3. What happens if aCovered Entityloses ePHI through computer error or inadequate security
procedures?

The Covered Entitys responsible for the security of all ePHI and will be found in violation of HIPAA
Security Standards, if there is no documentation of Security Policies and Procedures, a Risk Analysis, and
Risk Management Plan.

4. Does a provideneed to guarantee the confidentiality of a paper to paper fax?

While the Security Standards do not specifically address this issue, the Privacy Standards do require that
all PHI be kept confidential. ThereforeCavered Entitghould ensure the privacf PHI sent on paper
to paper faxes.

5. What are the security risks &overed Entityshould consider in doing a Risk Analysis?

A Risk Analysis should include risks to the computer systems containing ePHI, and all PHI generated
in paper or electronic forfrom computer systems, which may be unintentional or intentional. The
risks considered include administrative, technical and physical risks to the confidentiality and
integrity of ePHI.

6. What are the security risks that are administrative risks?

These risk include violation of BAA agreements with f©@overed Entitiesviolation of agreements by
staff or partners to follow Risk Management practices, lack of training for staff, and lack of
documented Risk Management Practices.

7. What are required security proedures to guard against administrative security risks?

Required security procedures include chain of trust partner agreements; procedures to be followed for
data backup; data storage; testing of security system; shared access authorization and modlijficati
supervision of noauthorized personnel who have access to ePHI; BAA wi@oedired Entitiesho

have access to ePHI; installation of security hardware and software and testing of same; Risk Analysis
and Risk Management documentation; internal samttprocedures for anyone who violates Risk
Management practices; documentation of all violations of Risk Management practices and
consequences; training of all staff in use of computer passwords, virus scan programs, and automatic
logoffs; and terminatiorprocedures for personnel who no longer have access to ePHI to prevent any
further access to ePHI or changes to the integrity of ePHI (see GAP Analysis).

8. What are the security risks that are technical risks?
These risks include unauthorized access to cbenpgenerated ePHI (confidentiality), unauthorized

changes to ePHI (integrity), and ways to document unauthorized access to and changes to ePHI
(availability).
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10.

11.

12.

13.

14.

12

What are possible security procedures to guard against technical security risks?

Possible saurity procedures against technical security risks include audit controls (audit trails); user
and/or role identification (passwordsREQUIRED); automatic logoffs (REQUIRED); encryption, alarms,
documentation of all violations of Risk Management Practie@sergency access procedures to PHI,
and contextbased access to PHI.

What are security requirements for the physical safety of PHI?

wSIjdZANBYSyiGa AyOtdzRS |y |aaadaySR aSOdz2NAide W27F7F)
storage; PHI secure dissal procedures; disaster recovery program; emergency mode operations;
procedures authorizing physical access to work station or data storage areas; building security plan;

Gy St6Ry26¢ fS@Sta 2F tI L 0O0O0SaaT yR aeaidSy dSadar
Are there absolute requiements for how any Risk Management is implemented?

No, there are no absolute requirements, just areas of administrative, technical, and physical risk to ePHI
which must be addressed in some way and documented b@dkiered Entity

Isitpossibletobet OSNI A FASReE | a O2YLX ALYyl 6AGK I Lt!! {SOdz
No. There are no certifications available to certify compliance. Periodic internal evaluations and/or
evaluations by independent agencies expert in assessing security systems may be used to assess
compliance. However, no evaluation will prohibit HHS from finding violation(s) of compliance with
HIPAA Security Standards.

How will aCovered Entityknow if compliance with HIPAA Security Standards has been achieved?

There is no definite way to know atightime beyond making every effort to document that a Risk
Analysis has been completed, and Risk Management Plan has been put in place including all required
elements in the Security Standards.

Do the Security Standards apply to voice mail or video telefgencing?

Yes, because they are an electronic form of the health care record.
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Notice of Privacy Practices (NPP)

The privacy regulations of HIPAA allow you to disclose PHI for TPO without authorization, but require
written authorization for almost albther types of releases. However, best practices for clinical social
workers would be to have patients sign an Authorization form for any release of information, including
TPO. What follows is a summary of what HIPAA standards require, not what bestgwgdot CSWs would

be.

To insure that clients know their privacy rights, HIPAA requires that you provide clients a Notice of Privacy
Practices (NPP) at the time of the first session. You must maintain documentation that the client received
the NPP. We gjgest that you have clients sign two copies of the NPP and retain one in the client file and
give the other to the client.

Alternatively, you may choose to have clients sign a form stating that they received the NPP (see below). If

for some reason,youar unabl e to obtain a client’'s signatur e,
so and the reasons why you were unable to obtain the signature. The only time you are not required to
make a good faith effort to obtain receipt of the NPP is in emergenayrirent situations.

It is important that you reserve the right to change a privacy practice in your NPP. If you do not do this, you
are required to follow the practices stated in the NPP as long as it is in effect. By including this language in
the NPP, yo allow the flexibility to change your practices when applicable.

CHANGES TO NPP:
On September 23, 2013, the following chaadgo the NPP went into effect:

A Every NPP must contain a description of t he
authoriztion, including disclosures for psychotherapy notes, marketing, and sale of protected
health information.

A Every NPP must contain a statement that patients will be notified of a breach of unsecured
protected health information.

A If the LCSW may contact pentits for fundraising purposes, every NPP must contain a statement
that the LCSW may contact the patient to raise funds, and that patients have a right to opt out of
receiving such communications.

A Every NPP ost contain a statement that theCSW isnotrequr ed t o agree to a p.
to restrict disclosures dPHI,unless the patient requests a restriction tme use and disclosure of
PHIt o t he patient’s health plan, and the patien
services.

A All NPB must be updated by September 23, 2013 or as soon as possible after thisTdeenew
effective date for the NPP must be included.

A LCSWs must provide the revised NPP to new patients. LCSWSs should have the revised NPP
available for gisting patiemsint h e L d@fiseVdhdsorhis or her web site.
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The concept of “minimum necessary” is an i mportan
minimum necessary has meant that when you disclose information withoatugémorization to do so, you

must disclose only the “minimum necessary” infor mé
you must be careful to limit the information you disclose and not provide more information than is being

asked for. Aswenove toward “meaningful use,” the adoption
health records, “certified” health care records,

more restricted (see below).

The minimum necessary standard doest apply to disclosures of PHI to health care providers for
treatment purposes or to requests by a provider for information related to treatment. For example, the
disclosure of PHI from one clinician to another is not subject to the minimum necessalyersent.

However, the minimum necessary standard does apply to disclosures related to billing and collection of
payment for services provide@inally, mi ni mum necessary” does not appl)
a valid authorization to release infoation in addition to the TPO exception

Business Associase

As of September 23, 200Business Associateare directly regulated by HIPAA. As of February 10, 2010,
Business Associaeare liable for breaches of PHI and ePHI directly. Prior to this Basiness Associate
were only regulated indirectly through theovered EntityThis change means thBusiness Associaere
equally responsible for HIPAA violations w@bvered EntitiesNonethelessCovered Entities should still
ensure that they enteinto aBusiness Associafeggreementwith eachof their Business Associate

The HITECH ABuwlesrequire that such Business Associate Agreements contain new language, including
requirements for the Business Associates to comply with the HIPAA SecustybiReach notification
requirements, assurance that subcontractors of the Business Associate comply with HIPAA, and
requirement for the Business Associate to comply with the HIPAA requirements on the LCSW to the extent
that the Business Associate carr@g an obligation of the LCSW under HIPAA.

Although not required by HIPAA, it is advisable for LCSWs to also require each Business Associate to
indemnify LCSW3fomdamages resul ting f r ofalurettth e@mpBwith HIR&RAs s As s
ensure thatthe Business Associate has tlesponsibility to bear the costs bfeachnotice and mitigation,

and finallyprovidethe LCSW witlthe ability to recover any costs incurred by th€SWarising out of the

Business Associdtes f ai | uwithnHIPAMA. compl y

TheHIPAAPrivacyRulescontairs a two part definition oBusiness Associat€irst, aBBusiness Associaie a
person who performs a function or activity on behalf d€avered Entitynvolving the use or disclosure of
PHI including: claims processing @manistration; data analysis, processing or administration; utilization
review; quality assurance; billing; benefit management; practice managemeiptigieg; or any other
function or activity regulated by the Privacy Rule.

Second, the definition oBusness Associatencludes persons who provide legal, accounting, consulting,
data aggregation, management, administrative, accreditation or financial services tGahered Entity
where the provision of such services involves the disclosure of PHI.
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The ddinition of Business Associatxcludes employees, volunteers and other members of @loeered

Entty s wor kf or ce. The PrivexcdefStamdahds dafsai tsiperc i
A s s o cdisdosueg’of PHI or ePHI from Govered Entityo a health care provider when the purpose of

the disclosure is for treatment of an individual. FurtheCavered Entityvill not be considered 8usiness
Associateof another Covered Entityto the extent that both entities are engaged in an organizedlthea

care arrangement.

In commentary published with the Privacy Standards, the Department of Health and Human Services (HHS)
clarified that it will not require aCovered Entityto enter into aBusiness Associatégreement with a

person or organization thaacts merely as a conduit for PHI or ePHI, such as the US Postal Service; a
financial institution that engages in consumeonducted financial transactions by debit, credit or other
payment card, clears checks, initiates or processes electronic fundddranor conducts any other activity

that directly facilitates or effects the transfer of funds for compensation for health care; or private couriers
and their electronic equivalents. The determination of whether a particular person or entitBisiaes
Associateis more about the function or service provided than the title or profession of the person or
entity.

If the service or function does not involve the use or disclosure of PHI or ePHI, the person or entity is not a
Business Associat®isclosure of PHI or ePHI may be madeBuosiness Associateonly when a@usiness
Associate Agreemeris in place. HIPAA regulations also require that you take remedial action against any
Business Associateho does not live up to the agreement. HIPAA allows discof PHI or ePHI without

such an agreement betweelovered Entitiedor the specific purposes of treatment, payment, or
healthcare operations This means you cagenerally disclosePHIto a mental health consultant or
supervisor, health plan, insuranceompany or clearinghouse without needing Business Associate
Agreement (BAA)

Be sure to have those who you identify Bgsiness Associatesign theBusiness Associatggreementas
soon as you become@overed Entity

Administrative Requirements PrivacyOfficial, Complaints and Grievances

All Covered Entitiesnust designate aPrivacy Officialwho is responsible for the development and
implementation of HIPAA policies and procedures as well as a contact person or to receive complaints and
provide furtherinformation about theCovered Entity s pr i vacy practi ces.

For individual practitioners the choice of who to appoint is an easy one. In most cases, you must be the
privacy officer and contact person for your practice. In situations where you may benrala group
practice the choice becomes a little more difficult. Who you chose will depend on several things.

First, if you are in a small group practice that has no affiliation other than sharing office space, it is best if
each individual serve as his loer own privacy officer and contact person. This is especially true if each
person in the practice reports income under his or her own Social Security number or tax ID number.

{CFM1070926.DOC;5/99910.002222/} 15
© 2014 Clinical Social Work Association



Second, if you are a small group that has incorporated under one tax ID nuhd@eyou may choose to
appoint one person to be the privacy officer and contact person. That person will need to be responsible
for understanding HIPAA and making sure the group is in compliance. The designated employee must have
a working knowledge of ral familiarity with the regulations in order to properly analyze the HIPAA
compliance issues that your practice may face. Each person in the group may also act as their own privacy
officer. It is important to have appropriate safeguards to protect PHIedidl and reasonably safeguard it

from any intentional or unintentional disclosure or other use. Such practices as placing PHI in locking file
cabinets, limiting conversations to private locations, establishing security policies for ePHI, being aware of
how you answer the telephone, handle and transport files, fax and talk on cell phones are all things you
can do to limit the unintentional disclosure of PHI.

Furthermore, you should assure that if your computer contains ePHI that you use logins and passwords
gain access to it. Your computer should be in a secure location, as should your written records. Any person
who believes that you are not complying with HIPAA requirements may file a complaint with the Secretary
of HHS (see Appendix 7). If you have Eyges, you must have policies in place that detail sanctions for
those who do not comply with your privacy policies and procedures. Finally, you must establish a process
for both clients and employees to make complaints regarding policies and procedmasmay not
intimidate, threaten, coerce, discriminate or retaliate against any client or employee making a complaint.

You must develop and implement policies and procedures that are designed to comply with the
requirements of HIPAA. Furthermore, you musvise your policies and procedures when there are
changes in the law or when there are changes in your NPP. You are required to keep copies of all your
policies, even if they change, for at least six years from the date they are written or the dateéheyn

effect, whichever is later. This way, you can refer back to what your policies were at any given time should
there be a complaint filed against you. One of your policies must be that you cannot require a client to
waive his or her right to file 2omplaint as a condition of treatment.

The compliance date for all the above was April 14, 2003, if you wemvared Entityr have become one
since this date. If you are not @overed Entity the minute before you become one, i.e., send any
information electronically that is a covered transaction, you must be fully HIPAA compliant.

What is a Breach?

A “breach?” i s defined t o |oglasitign, ageess, eiseadr disclpsureé of e un
unsecuredprotected health information in a manner hpermitted under HIPAA unless the CE or BA, as
applicable, demonstrates that there is a low probability that the PHI has been compronfidedachis a

legal violation of HIPAA Rules, whether intentional or unintentional, though there is a range abfaob

harm. Breaches are erof the most serious violations that HIPAA enforces.

Breach Notification for Unsecured Protected Health Information

The rules for notifying patients of breaches of unsecured protected health information apply to HIPAA
CoveredEntities and their Business Assaociates and redhiese Covered Entitieand Business Associates

to provide notification to affected individuaendto the Secretary of HHS. In addition, thdesrequires
Covered Entitieso provide immediate notificatio to the media and to the Secretary of HHS of breaches of
more than 500 individuals.
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The general rule is that @overed Entityshall, following the discovery of a breach of unsecured protected
health information, notify each individual whose unsecuredtpcted health information has been, or is
reasonably believed by th€overed Entityo have been, accessed, acquired, used, or disclosed as a result
of such a breach.

Some Examples of Breachésee Appendix 3, p. 73)

Inappropriately accessing a healtare record of a client (electronically or paper record)

Sending unencrypted email with PHI to the wrong recipient

Losing a CD or flash drive with client information that is not encrypted

Faxing or mailing health care records to the wrong place or recipient

Sending mobile data that is not encryptedthe wrong recipiente.g., using smart phones

Sending one c¢client’s information to amngledher cl
with another record).

Do o o Do o I»

Breach Egeptions

A Any unintentionalacquistion, access, or use by PHI by a workforce member@d\gered Entityr
Business Associaié the release was made in good faith and does not result in further use or
disclosure e.g.,employee without authorization accidentally viewed PHI without auitetion

A Any inadvertent disclosure by person who is authorized to access PHI &oxered Entityor
Business Associat® another person authorized to access PHI at the same Covered Entity or
Business Associate, and the PHI is not further used opd&tin a manner prohibited by HIPAA

A A disclosure of protected health information whereCavered Entityor Business Associateas a
good faith belief that an unauthorized person to whom the disclosure was made would not
reasonably have been able to ritesuch information.

HH3OCRhashad over has had over 90,000 complaints of PHI or ePHI violation since 2003 with a steady

rise in the number of complaints over the years and the number of investigations by Office of Civil Rights.
There have been over 20 investigationsyh er e P HI or ePHI information w
without patient authorization when not released for TPO purpogesulting in enforcement through

financial penaltiesThis factillustratesthat PHI/ePHbreaches are becomingiore common and/or being

reported more fully.The lagest group ofCovered Entitiefound to be in violation of protecting PHI or ePHI

are private practitioners, a cautionary figure for LCS@é&e Appendix © Physical security of records
continues to bea major problem, as does the loss of PHI and ePHI.

What is Unsecured PHI?

“Unsecured PHI” is defined as *“ PHI t hat is not se
speci fied by the Secretary i n guidfanteethnmdlisgi‘e
met hodol ogi es” t hat render PHI unusabl e, unr eadat

Covered Entitieaind Business Associaighat implement these technologies and methodologies are not
required to provide notificationgn the event of a breach of such informatiethat is, the information is
not considered “unsecured” in such cases.
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Encryption (the use of an algorithmic process to transform data into a form in which there is a low
probability of assigning meaning withibuse of a confidential process or key) and destruction (shredding in
the case of paper, film or other hard copy media, and in the case of electronic media, cleared, purged or
destroyed consistent with National Institute of Standards and Technology (RiSBligation 80688, such

that the PHI cannot be retrieved) are the two technologies and methodologies for rendering PHI unusable,
unreadable, or indecipherable to unauthorized individuals.

Covered Entitiescan be in compliance with the Security Rulesl aot encrypt their electronic PHI.
However, if firewalls are breached and the information is not encryptie breach notification
requirement mustbe met. If firewalls are breached and the information is encryptedre may be no

need to follow the brach notification procedures if the information is propemgndered unusable.
Encryption keys are to be kept on separate devices from the data they encrypt. Redaction of paper records
is not an accepted alternative to secure pafsased PHI, only destruoti. However, redacted information

may meet the definition of dédentification and therefore a release of redacted informatioray not

require notification because it is no longer PHI.

What are the Penalties foPHI and ePHBreaclt?

DHHS and OCR in 2G4tablished four new tiers of penalties for PHI and ePHI as follows:

Category Each Violation ‘
Unknowing Violation of HIPAA $100-$50,000
Reasonable Cause to Know Violation $1,000-$50,000
Violation Result of Willful Neglect and was Lg $10,000—$50,000

Corrected

Violation Result of Willful Neglect and was |At least $50,000
Corrected

Maximum penalties for violatiaof the same HIPAA provisior$is5 million per year
How is a Breach Determined and Notification Necessary?
To determine if a impermissible use or disclosure of PHI constitutes a bre@olered Entitiesand

Business Associatenust analyze the following four factor@s explained in the HITECH final rut)
determine whether there is a low probability that the PHI has beenmomised
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(1) The nature and extent of theéPHI involved, including the types of identifiers and the
likelihood of reidentification.

To assess this factor, entities should consider the typeHiinvolved in the impermissible use or
disclosure, sucls whether the disclosure involved information that is of a more sensitive nature.
For example, with respect to clinical information, this may involve considering not only the nature
of the services or other information but also the amount of detailediciihinformation involved
(e.g., treatment plan, diagnosis, medication, medical history information, test results).

(2) The unauthorized person who used theHlor to whom the disclosure was made.

Entities should consider whether the unauthorized perseho received the information has
obligations to protect the privacy and security of the information. For exampleRHf is
impermissibly disclosed to another entity obligated to comply with HIPAA, there may be a lower
probability that thePHIhas been compromised since the recipient of the information is obligated

to protect the privacy and security of the information in a similar manner as the disclosing entity

(3) Whether the PHIwas actually acquired oviewed.

For example, if a laptop computevas $olen and later recovered and farensic analysis shows
that the PHIon the computer was never accessed, vieweat,quired, transérred, or otherwise
compromised, the entity couldietermine that the information was notctualy acquired by an
unauthorizedindividual even though the opportunitgxisied. In contrast, however, if aovered
entity mailed information to thewrong ndividual who opened thenvelope and called the entity
to saythat she received the information irrror, then, the unauthorized regpient viewed and
acquired the information.

(4) The extent to which the risk to thé®HIhas been mitigated

Covered entities and business associates should attempt to mitigate the risks RHilfi@lowing

any impermissible use or diselare, includingpbt ai ni ng t he recipient’s
the information will not be further used or disclosed (through a confidentiality agreement or
similar means) or will be destroyed, and should consider the exdadtefficacy of the mitigation
when ddermining the probability thathe PHI haveen compromised.

A Covered Entitymust retain extensive documentation of tHereachassessment and response to the
breach because, if it decides not to notify the patient, it bears the burden of demonstratinghtrat was
a low probability that the PHI was compromised.

Notification to Individuals

Covered Entitieare required to notify each individual whose unsecured protected health information has
been, or believed to have been, accessed, acquired, usedsdosed as a result of a breach.
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Timeline

Once a breach has been discovered, or reasonably should have been discov€mdred Entitynust
inform affected individuals without unreasonable delay and no later than 60 days from the date of the
discovey of the breach.

Content of Notification

The following information should be included in the notification to individuals whose unsecured PHI has
been released, and must be written in plain language:

A A brief description of what happened, including thetelaf the breach and the date of the
discovery of the breach, if known;

A A description of the types of unsecured protected health information that were involved in the
breach (such as name, social security number, date of birth, home address, accountrnumbe
diagnosis, disability code, or other types of information);

A Any steps individuals should take to protect themselves from potential harm resulting from the
breach;

A A brief description of what theCovered Entityinvolved is doing to investigate the brea to
mitigate harm to individuals, and to protect against any further breaches; and

A Contact procedures for individuals to ask questions or learn additional information, which shall
include a tolifree telephone number, an-mail address, Web site, or p@l address.

How to Notify Individuals

Notification to affected individuals must be in the following form:
A Written notification by firstclass mail to the individual (or in the case of minors, their parent or
guardian) at the last known address of tinélividual or, if the individual agrees, by electronic mail.

o The notification may be provided in one or more mailings as information is available.

- If you have oubf-date information for less than 10 individuals, you must still contact them
by an alternaitve method such as phone, or email and make every effort to find current
contact information.

- If you have oubf-date information for 10 or more individuals, you must develop
substitute methods of notice (such as postings on your website for at least ) da
conspicuous notice in major print or broadcast media, and a toll free number for further
information for at least 90 days) as soon as possible.

- Care should be taken to limit the information left on such things as answering machines
when using alterative forms of communication (minimum necessary).
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o If the Covered Entitknows the individual is deceased and has the address of the next of kin or
personal representative of the individual, ti@overed Entitynust provide written notification
by firstclass mail to either the next of kin or personal representative of the individual. The
notification may be provided in one or more mailings as information is available. You are not
required to contact next of kin if you do not have contact information.

o In any case deemed by th€overed Entityto require urgency because of possible imminent
misuse of unsecured protected health information, theovered Entitymay provide
information to individuals by telephone or other means, as appropriate, in addition to the
methods listed above.

o For a breach of unsecured protected health information involving more than 500 individuals, a
Covered Entityis required to notify prominent media outlets serving the area as soon as
possible and no later than 60 days.

Notification to the Secretary of Health and Human Services

Followingthe discovery of a breacl§overed Entitiesnust notify the Secretary of Health and Human
Services.

A For breaches involving 500 or more individuals, the Secretary must be notified immediately (no
later than 60 days).

A For breaches involving less than 500 individuals beered Entitynay maintain a log of breaches
and submit the log annually (calendar year) to the Secretary.

Notification by aBusiness Associate

Following the discovery of a breadi unsecured PHI, 8usiness Associatis required to notify the
Covered Entitpf the breach as soon as possible and no later than 60 days following the discovery, so that
the Covered Entitgan notify affected individuals. THusiness Associate to provide:
A The identification of the individual(s);
A Any other available information that theovered Entitys required to include in the notification to
the affected individuals.

Since September, 2013, complaints may be filed against Business Associatbs ljr€overed Entities or
others who believe PHI or ePHI breaches have occurred.
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Administrative Requirements

Covered Entitieare required to:

BoDe Do B Do oo

A

Comply with the law;

Show that all notifications were made as required or that a breach was not made;
Trainmembers of its workforce on the policies and procedures developed for this rule;
Provide a process for individuals to make complaints concernin@€twered Entity s pol i ci es

procedures;

Have and apply appropriate sanctions to members of its workfevbe fail to comply to the

policies and procedures;

Not intimidate, threaten, coerce, discriminate against, or take other retaliatory action against any
individual who files a complaint or exercises any other right under this rule;

Implement policies andmpcedures designed to comply with these standards;

Change its policies and procedures as necessary and appropriate to comply with changes in the

law;

Maintain documentation sufficient to meet its burden of proof under this rule.

Covered Entitiemay not:

A Require individuals to waive their rights as a condition of the provision of treatment.

Law Enforcement Delay

If a law enforcement official determines that a notification of a breach would impede a criminal
investigation or cause damage to national s@gthe Covered Entitypr Business Associaghall delay the
notification.

22

A If the statement is in writing and specifies the time for which the delay is requiredCtvered
Entityis required to follow the time delay written into the notice.

A If the statement is made orally, th€overed Entitghould document the statement, the identity of
the official and delay the notification for no longer than 30 days or until a written document is

obtained with a different withholding period.
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Preemption of Statd_aw

HIPAA regulations apply in every state. There are situations throughout the country where HIPAA conflicts
with certain aspects of state law. In those circumstances, state laws that are more stringent than HIPAA
regulations take precedence with certai@strictions. A state law is determined to be more stringent when

it:

Prohibits or restricts a use or disclosure that the regulation would permit;

Grants greater rights of access or amendment
Provides for a greater amount afformation to be disclosed to an individual upon request;

Requires more narrowly focused or limited consents or authorization;

Requires more detailed record keeping; or

Provides any other greater privacy protection.

D= Do Do o I

The restrictions to the general ruleahmore stringent state laws take precedence are when the Secretary
of HHS determines that the state law or regulation is:

To prevent fraud and abuse related to the provision of or payment for health care;

To ensure appropriate state regulation of insucanand health plans to the extent expressly
authorized by statute or regulation;

For state reporting on health care delivery or costs; or

For purposes of serving a compelling need related to public health, safety, or welfare, or if the
Secretary determinethat the intrusion into privacy is warranted when balanced against the need
to beserved

Do Po Do)

Compliance and Enforcement

Covered Entitieshould be prepared to provide accurate documentation of all HIPAA policies, forms, etc. in
case a client or anyone el§es a complaint with the Office of Civil Rights. These records will be necessary
to enable the OCR to determine whether or not you have complied with HIPAA reguldttiarcomplaint

is filed, your responsibility is to cooperateith the investigation n the review of your policies and
procedures. You must permit access by OCR representatives during regular business hours to your:

A Books,

A Facilities

A Records,

A Accounts and other sources of information, and
A PHI and ePHI.

This access is to determine if yate in compliance with HIPAA regulations. If OCR determines that you are
hiding or destroying information, you must permit access at any time without notice. If you have a
complaint filed against you and an audit is planned, you should notify your lagaseio
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Your Employees

Just as you are required to be aware of all HIPAA regulations, any staff you have, including office managers
and administrative staff, must know and abide by HIPAA regulations. HIPAA requires that you train your
staff members at th time of hiring or in preparation for HIPAA implementation and annually after that.
You must also have employees sign documentation of completion of initial and updated training. You
should keep records of attendance of all training and assure thatadilasie trained and updated.

Your employees should be familiar with the circumstances that allow for the Disclosure of PHI without
Authorization. Develop detailed policies outlining each of these uses and disclosures with elements
necessary for complianceSimilarly, your employees should have an understanding of the concept of

“mi ni mum necessary” when it comes to the disclosu
purposes, ensure that they do not have access to PHI or ePHI,thdrewhat is necessary to do their job.

Use passwords and logins to protect ePHI stored in computers. Think of examples where you can apply the
concept of minimum necessary. Ensure that your policies include procedures for dealing with infractions

and enforce thepolicies if infractions occur. Make sure staff are aware of the penalties for violations of
HIPAA regulations.

Just as you may not threaten a client for making a report, you also may not intimidate, threaten, coerce,
discriminate or retaliate against amployee for doing so. Encourage your staff to be on the lookout and
report noncompliance with HIPAA. All staff should be encouraged to understand the regulations and make
decisions based on that understanding. Employees can choose not to engage inianythast, in good

faith, believe to be illegal or contrary to HIPAA regulations. If you are investigated, employees cannot be
punished for cooperating with the investigation You must also have appropriate safeguards to protect PHI
from either intentional @ unintentional disclosure. Train your staff in the importance of confidentiality
practices when answering the telephone, handling files, faxing, talking in public places etc. Make sure that
computers are secured and password protected.

Train staff on theHIPAA implementation deadlines. Make sure they understand the disclosure rules both
before and after the April 14 deadline. If HHS audits you, assure that your staff is aware of their obligation
to cooperate with HHS by permitting access to informatiod arhibiting cooperation in all phases of the
investigation.

Patient Rights

The HIPAA Privacy Standards grant new federal rights to patients with respect to health information about

t hem. These include the right tob Privaey Pmdticeg, and théeh e a | t
opportunity to object or optout of certain types of communications including disclosures for marketing or
fundraising purposes. However, we recommend that PHI or ePHI only be released for TPO purposes. The
Privacy Standardslso provide individuals the right to access PHI or ePHI, the right to request amendments

to PHI or ePHI, and other rights. One of the things HIPAA attempts to do is make it easier for individuals to
access their PHI. As such, clients have the right fmecisand copy their PHI and ePHI, in whole or in part,

for as |l ong as you maintain the information. Ther
Notes” which we have addressed bel ow.
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Clients also have the right to have you amend their redordis long as you maintain the information. You
must accommodate reasonable requests by clients to receive information about their PHI or ePHI by
alternative means or at alternative locations. A client has the right to receive an accounting of disclosure
you or yourBusiness Associaenake of PHI or ePHI in the-gear period preceding the date on which the
accounting is requested. This begins on April 14, 2003, and is not retroactive before that date. There are,
however, a number of broad exceptiors the accounting requirement including the following disclosures:

to carry out treatment, payment or health care operations; 2) to the individual; and 3) pursuant to a valid
authorization as permitted by HIPAA. These exceptions are so broad that, dgnerapractice, the
clinician must only keep records of any disclosures made for -couiered purposes or public health
reasons.

Finally it is important to note that under HIPAA a client has the right to request that a clinician agree to
additional regrictions on uses and disclosures of information that go beyond what the Standards require.
Although a clinician is not required to agree to such restrictions, if a clinician does agree, he/she must
document and comply with that agreement. As noted earli@ccording to HIPAA standards a patient
cannot request the restriction of TPO information. Unless the patient is willing to forgo the use of
insurance for reimbursement, such information must be provided.

Authorization Forms

Authorization Forms are whatost clinical social workers have previously called Release of Information
forms. HIPAA standards do not require an Authorization Form be signed whenever PHI or ePHI is released,
but we recommend having the patient do so as part of best practices.

The HPAA standards require that specific information be included in the Authorization form. This includes

1) a definition of the information being disclosed; 2) identification of who will receive the information; 3)

the purpose of the disclosure; 3) an expiostidate; 4) the right to revoke; and 5) refusal to allow PHI to be

di sclosed. The Authorization form must also incl uc
the minimum information necessary principle, and the way that TPO is managed.

Medical Record

TheMedical Recoranustincludeall of the following informationas applicable:
Intake information;

Billing information;

Formal evaluations;

Notes of collateral contacts;

Records obtained from otheproviders;

Counseling sessions start artdgstimes;

The modalities and frequencies of treatment furnished;

Medication prescribed, if known; and

Any summary of diagnosis, functional status, treatment plan, symptoms, prognosis, and progress
to date.

Do Do Po Po Do Do Do o I
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Psychotherapy Notes

Psychotherapy Notes are egfically defined in the HIPAA Rules and there are additional protections for
them. The general rule is that a clinician may not use or disclose Psychotherapy Notes for some purposes,
including most treatment, payment and healthcare operations, unless dhei ent ' s aut hor i
obtained. Specific exceptions where an authorization is not required include use by the originator of the
notes for treatment, supervision and training purposes; uses for defense in a legal action; when needed to
avert an imminenthreat; and needed by a coroner/medical examiner.

While the clinician is not required to show the patient the Psychotherapy Notes, there is nothing in the
Rule that prohibits such a practice. If a clinical social worker wishes to have the protectiodedff
Psychotherapy Notes, Psychotherapy Notes must be
record.

If a clinical social worker decides to maintain separate Psychotherapy Notes, all of the excluded material
listed above would be maintainedinhe pri mary <c¢client file or “Medica
Notes would be kept elsewherdny summary of diagnosis, functional status, treatment plan, symptoms,
prognosis, and progress to datat a minimum, Psychotherapy Notes must be kept different part of

the client’s file. State | aw regarding ment al heal

We will now turn to the changes that will allow you to become fully HIPAA compliant, including assessment
of current privacy practices, new forms, and newgtiges which will be needed.
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Changes to HIPAA

[N.B.: Information in italics is commentary by the authors on how these changes to HIPAA affect LCSWs
currently, or possibly in the future. Not all these changes will affect LCSWs immediatélyG. and
RK.M.]

Sale of PHlI

The HITECH Act prohibits Covered Enttiesom sel | ing a patient’s PHI
exceptions to this rule, including: (1) public health activitiesg€2ain research purposes, [@Bgatment of
the individual; (4 sale, merger or consolidatioof a Covered iity; (5) services mnedered by a Business
Associate under a Business Associaggee@ment, (6)providing te individual with a copy of his or her PHI;
or (7)other reasons determined necesyaand appropriate ¥ the Secretary.

Marketing

Under HIPAA, a Covereditly must obtan a  p aatthoszation fer any use or disclosure thfe
pat i BH forthe purpose aharketing aproduct orservice to a patient Two exceptions to this rule
are if the communiation is:(1) afaceto-face communication made by a coed entity to an individual; or
(2) apromotional gift of nominal value provided by the covered entity.

The HITECH Act clarified additional e x:c(® pefili ons
remindersor other communications aboua drug or biologic that is currently being prescribed for the
individual( i f any remuneration is received, it must be
making the communication)(2) treatment of an individual by a health care provider, including case
management or care coordination for the individualirect or recommend alternative treatments,
therapies, health care providers, or settings of care to the individi®lto describe a healthelated

product or service that is provided by, or included in a plan of benefits of, the covered entity making the
communication;or (4) case management or care coordiimat, contacting of individualwith information

about treatmentalternatives, and rated functbns.

For LCSWs, these changes will have minimal direct meaning, as we ifageér,sell patient information
or market products to patientsThe greater likelihood is that aBusiness Associatmay sell patient
information, adding to themportance of our clarifying the responsibilities of aBysiness Associate
abide by HIPAA requirements and our own policies and procedures.

Fundraising

There has been significant concern among LSCWs about the new requirement that NPPs contain a secti
on fundraising. Thisequirement was createds a result of complaints being filed about medical records
used forthis purpose. This is a rare, if ever, practice by LCSWSs, but HIPAA covers the wlered
Entities many of whom, through foundatits orBusiness Associagengage in fundraising.
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The following PHI ePHI may be used for fundraising purposes with patient knowledge, if an LCSW decides
to engage irfundraising:

Demographic information

Dates of treatment

Department of treatment (hospéls)
Treating physician

Health insurance status

Outcome information

Do Do Po Po Po Do

LCSWs must give patients the right to opt out of
is to never release PHI or ePHI for fundraising purposes. Of course, this wowdnimunicated to
Business Associatevho would be bound by this policy.

Electronic Health Records

Currently, there are no requirements for LCSWs to maintain electronic Health Records (EHRs). However,
the possibility that LCSWs may need to develop ERB®inear future exists; therefore, we are including
information on this topic.

The major goal of EHRs is to prevent duplication of needed treatment and have all health records available
to all providers, including mental health clinicians, who are irgata given patient. For LCSWs, the
information which should be included in the EHR is what is included in the Medical Record.

Another major goal of EHRs is to give the providers a more comprehensive understanding of their patients;
they represent a monuental change in the way that health care providers communicate with each other.
Interoperable povider communication is moving from being a best practioehbecoming a requirement

for reimbursement. However, as noted above, LCSWSs are not required &tthiso include their records

in EHRs at this time.

Personal Health Records

There i s another major shift in the way that pati
that an individual patient controls, called Personal Health Rec&d&§). Examples of PHR systems include
Google Health and Microsoft Health Vault.

PHRs are intended to give the patient more information about their health care and more self
determination regarding the health care treatment(s) that he or she receives.s RdResent a
revolutionary change from the past, when doctors and other health care providers were considered
experts whose control of health care decisimaking was absolute. Now patients will be expected to have
more understanding of the health careetitment they need and more responsibility for the choices that
they make in collaboration with their doctor or clinician. This principle is not a major change for LCSWs
who have always seen patient sdiétermination, including selfietermination about paicipation in
mental health treatment, as a given.
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The implementation of Personal Health Records is voluntary at this point in time and will not be required,
though the principle is a fundamental part of HITECH changes. LCSWs are not required to neairtdsn
in PHRs at this time.

The HITECH Actincentivizing EHR Adoption

In order to accelerate the pace of EHR adoption, Congress passed the Health Information Technology for
Economic and Clinical Health (HITECH) Act in March, 2010, which wasthartAofierican Recovery and

Reinvest ment Act ( ARRA) . The HITECH Act contains
underwriting, for providers who adopt “certified
“meaningful wayngfalsasedl (sde” mMedowiv) .

Currently LCSWs and psychologists are not include

payments, but legislation is pending to make LCSWs and psychologists eligible providers. Federal bills
pending in House of Regsentatives and the Senate (H.R. 5040/S. 3709) would extend Medicare and
Medicaid incentive payments for the adoption and meaningful use of health information technology to the
currently ineligible behavioral health providers and facilities.

The Medicaidncentives are also spread out over a period of six years, but providers have until 2016 to
begin the meaningful use of an EHR system.

Al t hough |l icensed clinical soci al wor kers do not
incentives, CSW and other behavioral health groups are supporting legislation that would extend the
incentives to licensed clinical social workers and other mental health and substance abuse providers and
facilities. Beginning in 2015, Medicare reimbursementswill beuced for eligible providers who fail to
meaningfully use certified EHRSs, currently not applicable to LCSWs.

Certification

In order to receive Medicare or Medicaid incentive
EHR system. Under the @# of National Coordinator for Health Information Technology (ONC) criteria,

certain organizations will be designated by the ONC as Authorized Testing and Certification Bodies (ATCBS).
ATCBs are responsible for testing EHR systems to determine whethemtéet minimum functional
requirements. To date, ONC has designafied organizations as ATCBs, but more are soon to follow.
Providers should ensure that the EHR systems that they purchase from vendors have been properly
certified by an ATCBCurrently ICSWs are not required to use certified electronic health records, but this

may change in the future; knowledge of the use of electronic health records is considered a best practice.
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Meaningful Use

I n addition to the r equisysemse pravides fwill receivenMedicare andt i f i
Medicaid incentive payments only if they “meanin
meaningful use involves three different stages that providers have to comply with by certain deadlines;

only Stag 1 standards are currently in place. Each subsequent stage increases the requirements on
providers to ensure that the EHR system is fully integrated into business operations.

There are two primary ways that Mebanecntgifwes Usred i“sA
objectives for Stage 1. For example, to achieve compliance with Stage 1, providers will have to meet all
appropriate objectives that focus on improving quality, safety, efficiency, engaging patients and families in
healthcarej mpr ovi ng care coordination, and i mproving plL
need to be implemented to meet meaningful use standards. All Stage 1 and A la Carte objectives which
potentially apply to LCSWs are italicized below. Currdr@i$Ws are not required to use certified electronic

health records, but this may change in the future; knowledge of the use of EHRs is considered a best
practice.

Stage 1 objectives include the following:

Use computerized provider order entry (CPOEedication orders

Implement drugdrug and druepllergy interaction check

Maintain an upto-date problem list of current and active diagnoses

Generate and transmit permissible prescriptions electronically (eRx)

Maintain active medication list

Maintain active medication allergy list

Record patient demographics (sex, race, ethnicity, date of birth, gender, preferred language, and in
the case of hospitals, date and preliminary cause of death in the event of mortality)

Record vital signs and chart changes (heigteight, blood pressure, body mass index, growth
charts for children)

Record smoking status for patients 13 years of age or older

Report ambulatory clinical quality measures to CMS (Medicare) or states (Medicaid)

Implement one clinical decision suppoul@ and ability to track compliance with the rule

On request, provide patients with an electronic copy of their health information (including
diagnostic test results, problem list, medication list, medication allergies, and for hospitals,
discharge summargnd procedures)

For individual professionals , provide patients with clinical summaries for each office visit; for
hospitals, provide an electronic copy of hospital discharge instructions on request

Implement capability to electronically exchange key ictih information among providers and
patient-authorized entities

A Implement technical systems to protect privacy and security of patient data in the EHR

Do Do Do Do Do oo Do Do Do Do o

>
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“A |l a carte” objectives for Stage 1 (provider must

Implement drug formulary checks

Incorporate clinical laboratory test results into EHR as structured data

Generate lists of patients by specific conditions to use for quality improvement, reduction of
disparities, research, or outreach

Send reminders to pants per patient preference for preventive/folloup care

Provide patients with timely electronic access to their health information within 4 business days of
the information being available to the EP

Use EHR technology to identify patiespecific educatin resources and provide to the patient as
appropriate

Perform medical reconciliation between care settings

Provide summary of care record for patients referred or transitioned to another provider or setting
Submit electronic immunization data to immuniat registries or immunization information
systems

Submit electronic surveillance data to public health agencies

BoDeDe Do Podo Dol

o

In order for providers to receive incentives in 2012, they will have to achieve Stage 1 compliance by their
first and second payment years (and 2013).

To ensure that the monetary incentives of the HITECH Act are used in accordance with the HITECH
Incentives, Congress has delegated oversight authority to the following federal agencies: (1) the Office of
the National Coordinator (ONC), whihresponsible for drafting certification criteria to ensure that EHR
systems meet basic functionality requirements, dhe Centers for Medicare & Medicaid Services, which is
responsible for drafting guidelines that define what it means for a providértnoe ani ngf ul | 'y use
System.

Mental Health Records in EHRs/PHRs

The inclusion of mental health records in EHRs/PHRs may be a problematic issue for LCSWs. While CSWA
supports the inclusion of mental health information in records in which privacy been clearly
established, there are concerns about the ability of ONC, ATCB, and other governmental entities to
guarantee the privacy of mental health records in EHR systems within the HITECH Act timelines that now
exist, i.e., Stage 1 starting by Jany&§11 to receive the maximum incentive payments.

On the other hand, LCSWs who would like to purchase an EHR system may need the HITECH Act incentives
in order to afford the purchase. The ONC has designed the payments to cover the averggaffigtart

up cost for EHR Systems, which is $44,000. This would be a substantial burden for most LCSWs without the
HITECH Act incentiveBhe Murphy Bill includes funding for mental health EHR systems which could be
passed this year.
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HealthHomegMedical Homesand ACOg; Integrated Care

Another aspect of the use of EHRs is the creation of virtual or attihe aHotnmhe s, s omet i mes
“MedicalHo me s . ” T h e iomgoirggeomnmunicatiotthoough BEHRBetween all practitioners for

a given patient and t@rovide patients with access to all information about his or her medical conditions
through EHR/PHR technolodyunding for Health Homes is capitated, leading to choices about treatment
covered. The primary area where Health Homes are being implementethiat time is in Medicaid
programs.

Accountable Care Organizations (ACOs) are another kind of integrated care whichrdiffeHealth

Homes in having a profit and loss component built in, i.e., reimbursement rates are affected by the overall
profits ofthe ACO. ACOs are overseen by the ONC and must have at least 5000 enrollees. The role of EHRs
remain the same, i.e., to have a consolidated record for each patient available to all providers involved
with a patient and the patient.

The HITECH Act willy an important role in helping to facilitate the adoption of EHRSs that are essential to
medical homes. Again, there is cause for concern because the privacy of mental health information might
not be able to be guaranteed in all systems, and patientddchave access to their own records without
adequate explanation.

ICD10 Implementation

The Department of Health and Human Services (HHS) has mandated the replacement ofa@&MEibde
sets used to report health care diagnoses and procedures witll 0Ginde sets, effective Oct. 2014

ICD10 implementation will radically change the wdiagnosticcoding iscurrently done; the codaet will

grow from its current 17,000 codes to more than 141,000, and the format is new with sevenrraiptaic

codes instead of five numeric digits. These dramatic changes, and others, will require very significant
changes to the way that LCSWs identify diagnasties CSWA will have taaining onthe changes to
diagnostic codes later this year. Anyone who hasDis#5 will note that there are two codes for each
diagnostic category. The first is the {€@Bodes currently in use. The second is thelG@Rode that will
replace the code on October 1, 2014.
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Developing HIPAA Compliant Practices

There are seven ajor changes thaCovered Entitiesvill need to consider and/or implement thatay not
be part of your current standard practices to become compliant with HIPAA Privacy and Security Rules.
These include:

1. Developing a Notice of Privacy Practices explaitimgways PHI and ePHI are protected in
principal;

2. Devising “reasonabl e” ways of protecting infor
including conducting a Risk Assessment and Risk Management Plan (see Matrix below);

3. Appointing a privacyrad security officer (a sole practitioner is also the privacy and security officer)
and developing a document on Privacy Practices or how PHI is actually protected and/or disclosed
in practice based on the “minimum necessary” di

4. Dewloping Business Associat€ontracts which allows information to be shared byCavered
Entityand a norCovered Entity

5. Creating a HIPAdompliant Authorization Form for the disclosure of PHI and ePHI;

6. Keeping two sets of records should be consideram containing relevandisclosble PHI or ePHI
about a case, and the other being Psychotherapy Notes. In addition, you will want to conduct an
internal review of your current privacy and security practices. Many clinicians may be complying
with HIPAA regaltions in part but need to adjust their privacy and security procedures to fully
comply with HIPAA regulations. The GAP Internal Review and Risk Management Assessment will
be described below.

7. Having clear breach policies to notify patients if their PHBHI is disclosed without prior
approval or for TPO purposes by you or yBusiness Associate

Developing and Implementing a Notice of Privacy Practices (NPP)

The privacy requirements of HIPAA provide new patients with a Notice of Privacy Practiegsvihth
details the ways you protect PHI and under what conditions you will release information about them
without getting a signed Authorization form. A signed statement that the patient received the NPP must
be kept on file at your office. If you praodi in a state that requires a Disclosure Statement be given to
patients at the first meeting, you may want to incorporate NPP requirements into the Disclosure
Statement. Details of what must be included in the NPP can be found below.
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Business AssociasgContract

This document applies to relationships between a practitioner and aCGmrered Entitysuch as an
administrator, collection agency, accountant, secretary, etc. This document guarantees that there is
agreement by thdBusiness Associate conformto the Privacy Practices of the clinician.

Security Practices

It is prudent to take steps to protect al | paper
attempts” to protect all forms of PHat shmompt s1” bien ¢ [
having paper records in locked files; sending electronic information that is niokeaified (see above) on

a secure server such as WebMD, using a password computer only, checking for computer viruses every
few days, or getting an engption program such as PGP (which must be shared by anyone to whom you

send PHI information electronically). In addition, all records should be reviewed and stored offsite or
destroyed regularly. Finally, a Risk Management Assessment and Risk Managearenmhudt be

developed.

Summary of Changes to Clinical Practice

Clinicians who do not use insurance or send information electronically to billing services may feel that the
HIPAA Standards do not apply to them. However, these Standards are likely to b#uworde facto
standard for all/l ment al CevarkdtEntities | bni acoans Bewbeat ae
areas of HIPAA standards that differ from standard practice that all mental health clinicians may want to
consider:

1. Electronic Transiigsion of Patient Information- clinicians must be HIPAZompliant BEFORE any
patient information is sent electronically (by computer, computer fax, or telephone key pad), This
means that clinicians have created their own privacy Policies and Procedheds)Ntice of
Privacy Practices; theBusiness Associatdgreement; designate a Privacy Officer; 4) keep all
records, paper and electronic, secured, i.e., locked file cabinets and password and/or encrypted
computers; 5) develop Authorization and Revozatof Authorization Forms to allow release of
protected health information.

2. Disclosure Statements (NPPNotice of Privacy Practices} while a handful of states already
require a Disclosure Statement whiRPmakesthisaai | s t
requirement that includes specific information about when a clinician will or will not release
patient information.

3. Contracts withBusiness Associase(BAA- Business Associatdgreement)— while some prudent
clinicians may already have rdoacts with nonclinicians who have access to patient material
(PHI), the majority of clinicians do not. HIPAA standards will require altlimocians— “Business
Associate “who have access to PHI to have a contract with the clinician on how and tivegn
can release the PHI.

4. Psychotherapy Notes Protectioni f a c¢l i nician wishes to have th
Notes” section of HIPAA standards offers, a se
record that contains TPO (treatmgmayment and health care operations) information.
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5. Secure Faxes- to assure faxed material is going to a fax machine where privacy can be
mai nt ai ned, a clinician should ask the recipie
machine.

6. Privacy GAP Analysis for clinicians who wish to be HIPAA compliant (and all prudent clinicians
should work toward this goal), a Privacy GAP analysis of current privacy practices should be done
to assure all areas of compliance are being addressed.

7. Security Risk Assessment for clinicians who wish to be HIPAA compliant (and all prudent
clinicians should work toward this goal), a Security GAP analysis of current security practices
should be done to assure all areas of compliance are being addressed.

8. Risk Management Plan— development of a Security plan to make sure all HIPAA Security
Standards are in place.

9. Back up Mechanismsa | | ePHI must be *‘backed wup’ on a di
website.

10. Regular Changes to Passwordgomputer passwals must be changed regularly to comply with
HIPAA Security Standards.

The following material wiltake you through the internal review of your current privacy and security
practices and assess what does and does not conform to HIPAA requirements. Wenwitielp you
develop an Action Plan and Risk Management Assessment for how to implement the new practices and
procedures necessary to comply with HIPAA rules.
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Action Plan

Becoming HIPAA Compliant

In order tounderstand the larger picture of HIPAA we encourage you to go to the websites listed below
and become more familiar with the many facets of HIPAA. The list of websites is not an exhaustive list, but
will provide you with good accurate information about adipects of the regulation. Many questions may
also be answered by simply reading the regulations.

An indexed copy of the regulations is available on the compact disc included with some versions of this
manual or atttp://www.hhs.gov/ocr/hipaa.ln addition, other websites that carry tp-date information
about HIPAA includérttp://aspe.hhs.gov/admnsimp/http:// snip.wedi.org/;
http://www.hipaadvisory.com/;http://www.nchica.org/HIPAAResourcesggulations.htm.

The privacy and security regulations impose extensive and specific documentation requirements on
Covered EntitiesFor example, &overed Entitynust retain signed authorizations, copies of the notices of
privacy practices, and any agreements with patients restricting disclosure of PHI. In addition to meeting
these specific requirements, th€overed Btity should retain documentation to show that reasonable

steps were taken to meet generalized and scalable standards imposed by di®&#ed Entitieshould

also document staff training, adoption of policies and procedures, and other efforts to coritpliAlRPAA.

Two concepts that are important to understand are the ones of reasonableness and scalability. The federal
government understands that HIPAA standards cannot cover all the situations that may arise in a complex
health care system. Whatthey aski t hat vyou take “reasonabl e steps”
protected health information. Since reasonableness has yet to be defined due to the newness of the
regulation, we believe that if a clinician takes precautions and can provide a ra&iforahn action, no
sanctions will be taken against that clinician. Scalability means that large, complex health care
organizations will need to have large, complex policies and procedures to protect the massive amount of
protected health information theypossess. Likewise, small, individual practitioners with much less complex
practices need only basic policies and procedures in place to accommodate HIPAA standards. As such, we
have provided only those policies and procedures that we feel a small grasgdmpractitioner needs to

comply with HIPAA.

Appoint and Train a Privacy Officer

All Covered Entitiesmust designate a privacy official who is responsible for the development and
implementation of HIPAA policies and procedures as well as a contactnpergeceive complaints and
provide further information about th€overed Entity s pr i vacy practices.

Does this mean you must hire someone to serve as a privacy official? Nsoléqracticessmall offices,

the privacy official may be the office managar the clinician him/herself. The requirement is that
someone must be designated as the contact person with respect to HIPAA compliance. The designated
person should be trained in the requirements imposed by the Privacy Standards, and empowered to apply
and enforce such requirements in your practice.
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Conduct an Internal Assessment

Once a privacy officer has been designated and trained, the essential next step is to conduct an internal
assessment of existing policies, procedures, and practices fortoojjemnd handling medical records and

ot her pati ent information to determine where the
standards. The following questions need to be answered:

A What information is collected from clients?

A Where is it store@

A Who has access to it?

A What forms are currently used to obtain consent and authorization for necessary disclosures?
A With what third parties do you share protected health information?

Next the following questions must be asked and answered in order ttifgeisk areas and set priorities
for further action. The following checklist may assist with your internal assessment efforts:

A How are paper records containing PHI maintained?
Location:
Security mechanisms:

A How are electronic records containing ePHamtained?
Location:
Security mechanisms:

A Who has access to paper or electronic records containing PHI or ePHI (list all individuals or
organizations)?
For all the individuals listed above, indicate relationship (e.g. employee, contractor, etc.) and
reasa for permitting access.

A Who receives PHI or ePHI from you (list all individuals or organizations)?
For all individuals listed above, indicate relationship and reason for disclosure.

A Who has the right to modify or change PHI or ePHI in your practice?

o

How is PHI or ePHI disposed of or destroyed?

A What policies (if any) do you currently have in place related to the confidentiality or use and
disclosure of patient information?

Once you have completed the process of documenting how PHI and ePHI flowmwithin, and out of
your office, you will be in a much better position to determine the steps you will need to take to close the
gaps between your current practices and the HIPAA Privacy and Security Standards.
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Prepare a Notice of Privacy Practices

To asure that clients know their rights, HIPAA requires that you provide clients a Notice of Privacy
Practices (NPP) at the time of the first session, and maintain documentation that you provided the NPP.

The NPP represents your public statement regarding ioovu ~ wi | | handl e your <clien
HIPAA not only requires that you post and provide this document to your clients, but also that you comply

with its terms. Although you may choose to use a form such as the one provided in this Manual@isd on

to develop your NPP, it is critical that you take time to thoroughly review and understand the terms of your

NPP, and make any changes in order to ensure the notice is consistent with your current practices and
state law in your jurisdiction.

We hawe provided a sample Notice of Privacy Practices in this Manual and on Disc. We have provided a
sample that has both required and optional parts. Most of the optional parts are less stringent than
practices we suggest, yet are compliant with HIPAA reguistio

Business Associase

Business Associaeare individuals or organizations that are themselvesGmtered Entitiebut who may
have access to your PHI. Disclosures of PHI may be madBlesioess Associaeonly when aBusiness
AssociateContract is irplace.

Go through your weekly, monthly and yearly routines and determine who has access to your PHI and in
what manner that is disclosed.

Be sure to have those who you identifyBigsiness Associaesign theBusiness Associateontract as soon
as you lecome aCovered Entity

We have included two sampBusiness Associatggreements in this manual. The one entitlBdsiness
AssociateAgreement is to be used when you do not already have a written agreement in place with a
Business Associat&ection 2.1of the Business Associatgreement has a place for you to list the duties

for which you are hiring someone. For example, if you have someone who does your billing and you have
never formalized your arrangement with a written agreement, you would put (&litesays [list purposes])

a description of the biller’s reason for reviewin
and maintaining records and copies of such bills.”

The secondusiness Associafggreement is entitledusiness Assot@Amendment to Agreement. This is

to be used when you do have an existing written agreement wiBusiness Associat&ou can keep the
existing agreement and add this as an amendment to that agreement. The reference to the original
agreement is addressdd the first four lines of the amendment.

Breach Notification Timeline:

A Covered Entity must notify patiesithin 60 days of breach discovery.

A Business Associate must notify Covered Entity within 60 days of breach discovery.

A Covered Entity mustatify HHS of all breaches within 60 days of #al of each calendar year
through the HHS web site
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If the breach involves 500 or more individuals, the Covered Entity must also:

A Notify HHS wthin 60 days of breach disvery, including breaches by business asates and
subcontractorsand

A Notify appropriate media outlets within 60 days of breach discovery
Adopt Policies & Procedures That Apply HIPAA Regulations to Your Practice

The need to write and adopt policies is a somewhat foreign concept for mostidodl mental health
practitioners. However, for purposes of HIPAA compliance it is a necessary step to take. The policies and
procedures we have provided are a guideline and will still require you to do some work. They are
compliant with federal HIPAA gealations, but do not include accommodations to state laws and to
individual practice styles. The parts you will need to provide are those parts that pertain to your state and
your individual practice.

HIPAA sets minimum requirements for privacy and dgcuBome state laws go beyond these minimum
requirements. I n those situations, the |l aw that
individual practices that are more stringent than either or both federal and state laws. Take the time to
review and modify, as appropriate, the policies and procedures. The compact disc included in some
versions of this manual allows you to customize the policies and procedures to fit your state and practice.
Sentences that appear in italics are optional arat required by HIPAA but are ones we suggest for
appropriate, ethical practices. You may add privacy practices that you will adhere to as long as they either
allow clients more access to their record or are more restrictive as to releases of information.

One note of caution, if you are going to write a policy that is different than those suggested, be sure that
you can always adhere to that policy. You will place yourself at more risk for a complaint if you have a
written policy that you do not adhere tdhan if you have a less restrictive policy that you always adhere
to.

Finally, since your Notice of Privacy Practices is your public statement about your policies, make sure that
any changes you make in your NPP are reflected in your Policies and Pescethd vice versa.
Furthermore, if you do make changes in your NPP, you are required to post the new NPP in your waiting
room and on your website if you have one.

Educate and Train Employees

HIPAA requires that you train your staff members at the timehioihg or in preparation for HIPAA
implementation and annually thereafter. Have employees sign documentation of completion of initial and
updated training. You should keep records of attendance of all training and assure that all staff are trained
and updated. See Volume 1 for further elaboration on training requirements for employees.

40 {CFM1070926.DOC;5/99910.002222/}
© 2014 Clinical Social Work Association



FORMS

(All Forms in this Manual were prepared with the assistanc®gden Murphy Wallackaw firm, Seattle,
Washington, but should not be considered legal consutaji

This section contains the following forms:

1.

2.

Privacy and Security Policies and Procedures

Notice of Privacy Practice§lo be given to all clients); Acknowledgement of Receipt of Notice of
Privacy Practicesmust be signed by patient and cliniciartsfisst meeting and kept as part of the
patient’s record.

Acknowledgement of Receipt of Notice of Privacy Practices

Business Associatdgreement— for use with anyone who has access to your PHI who is not
themselves &overed Entity

Business Associatdgreement Amendment-for use when you already have a BAA agreement in
place and want to modify that agreement without-v&iting the entire agreement

Authorization to Release Health Care Informatiehfor use in all situations that require client
authoriztion to release information

Revocation of Consent for Use and Disclosure of Health Care Informatitmrevoke disclosure
of information which either requires client authorization, or is covered by TPO exceptions.

These forms are available on the CMicrosoft Word format so that you can modify them as necessary to
suit your practice.
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Policies and Procedures

These Policies and Procedures are educational only and do not constitute legal advice. They cover only
federal law, not state law

Note: Sentences that appear in italics are optional and not required by HIPAA. They are included as
examples of policies we feel are consistent with good clinical practice.

Applicability and Effective Date

Having determined tat | am aCovered Entityas a “heal th care provider W
information in electronic form in connection wit
Procedures are in force in my practice: The information contained in this Manllide in effect beginning

April 14, 2003, or at such time that | becom€avered Entity

Uses and Disclosures of Protected Health Information
1. Permissible Uses and Disclosures without Written Authorization

I may use and disclose PHI and ePHI withiiten authorization, excluding Psychotherapy Notes,
for certain purposes as described below.

1. Treatment: | may use and disclose PHI and ePHI in order to provide treatment to clients.

2. Payment: | may use or disclose PHI or ePHI so that services argrgiety billed to, and
payment is collected from, health plans.

3. Health care Operations: | may use and disclose PHI or ePHI in connection with health care
operations, including quality improvement activities, training programs, accreditation,
certification, licensing or credentialing activities.

4. Required or Permitted by Law: | may use or disclose PHI when | am required or permitted to do
so by law. For example, | may disclose PHI to appropriate authorities if | reasonably believe
that a client is a possi victim of abuse, neglect, or domestic violence or the possible victim of
other crimes. In addition, | may disclose PHI to the extent necessary to avert a serious threat to
the health or safety of a client or the health or safety of others. Other dismgspermitted or
required by law include the following: disclosures for public health activities; health oversight
activities including disclosures to state or federal agencies authorized to access PHI or ePHI;
disclosures to judicial and law enforcemeuifficials in response to a court order or other
lawful process; disclosures for research when approved by an institutional review board; and
disclosures to military or national security agencies, coroners, medical examiners, and
correctional institutions ootherwise as authorized by law.
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Note: HIPAA allows you to do many things that we have not included here. These include
disclosures for purposes of reminding clients of their appointments, sending them information
about treatment alternatives or otherdalth related services, disclosures to family members or

ot her persons involved in a client’s care or
raising purposes. If you intend to do any of these things, you must include these disclosures in
both your NPP and policies and procedures. You must also include an explanation of the

client’”s right to object to such disclosures.
uses and disclosures must be modified to the extent state law is maregiive of client

health information (e.g., “State |l aw require:
health information for payment purposes. ”). F

in this section to reflect your individual praotis that may be more restrictive than what
federal and state law allow.

5. Records of Disclosure. Records of disclosure of PHI or ePHI without client authorization will be
maintained in the case record as required by HIPAA standards.

Records of disclosureilvinclude:

A description of the information to be disclosed;

Who (individual or organization) is making the request;

Expiration date of the request;

A statement that the individual has the right to revoke the request;

A statement that information may bgubject to redisclosure by the receiving party;
Signature of the client or their representative and date;

If signed by a representative, a description of their authority to make the disclosure.

Do Do Do Po Po Do Do

Records of disclosure will be maintained for at least sary from April 14, 2003. (Note: The
sixyear requirement is just for the records of disclosure, not for the length of time you keep
your clinical records. HIPAA does not address how long you keep your records. Refer to state
law for length of time you aresquired to keep records.)

2. Uses and Disclosures Requiring Written Authorization

1. Psychotherapy Notes: Notes documenting the contents of a counseling session
(“"Psychot herapy Notes”) wil!/l not be used or d

Note: HI PAA requires Psychotherapy Notes to be
medi cal record.” I n addition, if you operate
obtain HIV/AIDS testing, or other highly sensitive information protectgd skate law,
applicable authorization requirements should be added here.

2. Marketing CommunicationsPHI and ePHI will not be used for marketing purposes without
written authorization.

3. Other Uses and Disclosuretises and disclosures other than those désat in Section A
above will only be made with written client authorization. Clients may revoke such
authorizations at any time.
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Notice of Privacy Practices

A. Every attempt will be made in the first session to explain my Privacy Policy, address aniaestri
to PHI and obtain a signature confirming receipt of NPP. In those situations where a signature is
not possible, | will document my attempts to obtain the signature and the reasons for not doing so.

B. Existing clients will receive my Notice of PrivAcgctices (NPP) immediately.

1. A copy of my NPP will be posted in my waiting room and on my website (if applicable) and
updated as policies change. Any client or potential client may have access to a written copy of
my Privacy Policy.

C. | reserve the righto make changes in my Privacy Policies and Procedures. Language supporting
this right will appear in my NPP. In those situations where changes are made to my Privacy Policies
and Procedures, | will post those changes in my waiting room and on my webaijipl{table).

D. | will obtain a written consent from all clients to release any and all information including TPO
except when required by law.

Access to Protected Health Information
A. Right to Inspect and Copy.

Clients may request access to their medreglord and billing records maintained by me in order to

review and/or request copies of the records. All requests for access must be made in writing.
Under limited circumstances, | may deny access to those records. | may charge a fee for the costs

of copyhg and sending any records requested. [Note: State law may regulate such charges]. A
parent or | egal guardian of a minor wil/l not h
record. [Note: Examples should be included consistent with state lagv, (eecords related to

mental health, drug treatment, or family planning services)]. Access will be granted within a
reasonable time frame and no later than 30 days. [Note: State law may vary on this.] In those
situations where | determine that accesstteir PHI or ePHI would be harmful to the client, | will
restrict the client’s access to the record. Thi
agreed upon by both the client and me. The decision of that party will be binding. [Note: This
provision needs to be checked against state law.]

B. Right to Request Amendment.

Clients have the right to amend their record by including a statement in the case file. The original
documentation will remain in the file alongside the amendment. All cliequests to access case
records wil/ be recorded in their file. The cl
the information should be amended. | may deny requests under certain circumstances, but | will
accommodate any reasonable writteequest to receive PHI or ePHI by alternative means of
communication or at alternative locations.

C. Minimum Necessary.With the exception of release of information for treatment purposes, any
disclosure of PHI or ePHI will provide only the minimum necesstammation to comply with the
request.
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D. Security of RecordsAppropriate safeguards will be taken to protect the security of PHI and ePHI
and reasonably protect it from intentional or unintentional disclosures.

E. Right to Request RestrictionsClientshave the right to request a restriction on PHI or ePHI used
for disclosure for treatment, payment or health care operations. Clients must request any such
restrictions in writing addressed to the Privacy Officer. | am not required to agree to any
restrictions clients may request.

F. Right to Obtain Notice.Clients have the right to obtain a paper copy of my NPP by submitting a
request to the Privacy Officer.

G. Questions and ComplaintsClients who require further information about their privacy rights or
have concerns that | have violated their privacy rights may contact the Privacy Officer. Clients may
also file written complaints with the Director, Office for Civil Rights of the U.S. Department of
Health and Human Services.

Business Associase

A. Itis my wlicy to obtain aBusiness Associateontract with any individual or organization who has
access to PHI or ePHI in my possession and who is@otered Entityuinder HIPAA or a member
of my workforce.

B. All Business Associatgontracts will include languagthat reasonably assures that thHgusiness
Associatewill appropriately safeguard and limit their use and disclosure of PHI or ePHI that |
disclose to them. In the event | learn of a breach of Business Associateontract by theBusiness
Associatel will immediately take reasonable steps to correct the problem, including termination of
the contract with theBusiness Associa@nd reporting to the Secretary of the Department of
Health and Human Services.

C. Business Associatgéontracts will be in place oor before April 14, 2003 or at such time that |
become aCovered Entity

D. Business Associaewill be held liable directly for unauthorized disclosures of PHI or ePHI and
subject to enforcement sanctions.
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Administrative Requirementg Privacy Official Complaints and Grievances

A. is the designated privacy officer and contact person for
my practice. Questions and concerns about violations of HIPAA requirements can first be directed
to me.

B. In the event a breach of congdtiality is reported, | will review the complaint and compare the
action | took against HIPAA regulations. In this process | will take reasonable steps to obtain expert
opinion and review of my practice to determine if a breach has occurred. If | finéthieeach has
occurred | will take immediate steps to come into compliance with HIPAA regulations.

C. dients will be informed in my NPP of the proper procedure for filing a complaint. At no time will |
intimidate, threaten, coerce, discriminate or reti against anyone making a complaint against
me, nor will clients be asked to waive their rights to receive treatment for filing a complaint against
my practice.

D. As changes in HIPAA regulations are implemented, | will update my policies, practicegieesl no
to comply with the new regulations. Changes will be posted in my waiting room and on my
website.

E. All policies pertaining to HIPAA will be retained by my practice for at least six years from the date
they are written or the date they are in effecthiechever is later, even if policies and procedures
change.

Preemption of State Law

A. 1 will comply with all state laws pertaining to my practice. In the event that a state law conflicts
with HIPAA regulations, | will adhere to the regulation or law th&erefclients more stringent
protection of PHI or ePHI.

Policies Pertaining to Employees

A. All employees will be trained in the use and disclosure of PHI, with and without authorization, at
the time of hiring and annually thereafter. Employees will signudantation of completion of
training.

B. All employees will sign a confidentiality agreement.

C. All employees will be trained to understand the concept of minimum necessary in disclosure of PHI
or ePHI. Employees will be given access only to that PHI omeélsary to complete their job
duties. Any employee who violates these policies and procedures will be subject to disciplinary
action up to and including termination of employment.
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D. Employees are encouraged to report any potential conflict between HiBdulations and practice
procedures. No employee will be punished for reporting infractions. Employees are not required to
participate in a practice that they feel, in good faith, is illegal.

E. Employees will be trained in security awareness.

F. Policy and Rrcedure Manuals will be available to all staff. All previous policy manuals will be
available to employees for at least six years from the date of creation or date when the policy was
last in effect, whichever is later.

G. All employees will be trained in PIAA implementation timelines.

H. Employees are encouraged to respond to and cooperate with requests from DHHS for information.
Employees will be trained in the procedures for responding to an investigation.

Breach Notification Policy

In the event of a breezh of unsecured protected health information it is my policy to:

A. Conduct a assessment to determinavhether there is a low probability that the PHI was
compromised | will retain documentation of thassessmen&ind response to the breach, including
the raionale for a decision not to notify the client.

B. If | determine that there is not a low probability that the PHI was compromibedil:

1. Notify each individual whose unsecured protected health information has been, or believed to
have been, accessed,@dred, used, or disclosed as a result of a breach as soon as possible
and no later than 60 days from the time the breach is discovered

2. Include in the notification a description of what happened, the date of the breach, what
information was released, sps | am taking to investigate the breach and minimize harm to
the individual(s), and steps the individuals can take to protect themselves from harm. | will also
provide contact procedures for individuals to ask questions or learn additional information.

3. Notify the individual in writing, by first class mail or by electronic mail if given permission.

a. If I do not have current contact information and less than 10 individuals are involved, | will
make every effort to find current contact information and prowidotification by whatever
means | am able to find.

b. If I do not have current contact information and 10 or more individuals are involved, | will
develop a substitute method of notification that conforms to the Breach Notification Rule
(45 CFR Parts 160chth64)
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c. If the breach involves 500 or more individuals, | will inform appropriate media outlets and
the Secretary of HHS.

d. 1 will maintain a log of breaches of less than 500 individuals and report those annually to
the Secretary of HHS.

C. Honor requests bylaw enforcement official(s) to delay notification of a breach due to
impediment of a criminal investigation or that may cause damage to national security.

D. Adhere to all administrative requirements.
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[LCSW Name and Address]
NOTICE OF PRIVACY PRACTICES

THIS NOTICE DESCRIBES HOW MEDICAL INFORMATION ABOUT YOU MAY BE USED AND DISCLOSED
HOW YOU CAN GET ACCESS TO THIS INFORMATION. PLEASE REVIEW IT CAREFULLY.

| am required by law to maintain theipacy of your health information. | am also required to give you this
Notice about my privacy practices, legal obligations, and your rights concerning your health information
("Protected Health Information" or "PHI"). | will follow the privacy practites are described in this
Notice. If | amend this Notice, | will provide you with the amended Notice for your information and
signature.

For more information about my privacy practices, or for additional copies of this Notice, please let me
know yourquestions as soon as they arise.

l. USES AND DISCLOSURES OF PROTECTED HEALTH INFORMATION

A. Permissible Uses and Disclosures Without My Written Authorizatidnmay use and disclose your
PHI without your written authorization for certain purposes as diésct below. The examples
provided in each category are not meant to be exhaustive, but instead are meant to describe the
types of uses and disclosures of your mental health information that are legally permissible.

1. Treatment: | may use and disclose yoBHI to other clinicians involved in your care in order
to better provide integrated treatment to you. For example, | may discuss your diagnosis and
treatment plan with your psychiatrist or nurse practitioner. In addition, | may disclose your PHI
to other health care providers in order to provide you with appropriate care and continued
treatment.

2. Payment: | may use or disclose your PHI for the purposes of determining coverage, billing,
claims management, and reimbursement. For example, a bill sepouo health insurer may
include some information about our work together so that the insurer will pay for the
treatment. | may also inform your health plan about a treatment you are going to receive in
order to determine whether the plan will cover thestatment.

3. Health Care Operations:| may use and disclose your PHI in connection with health care
operations, including quality improvement activities, training programs, accreditation,
certification, licensing or credentialing activities. For, examplejaly disclose disguised
information about our work for training purposes.

4. Required or Permitted by Law:l may use or disclose your PHI when | am required or
permitted to do so by law. For example, | may disclose your PHI to appropriate authorities if |
reasonably believe that you are a possible victim of abuse, neglect, domestic violence, or the
possible victim of other crimes. In addition | may disclose your PHI to the extent necessary to
avert a serious threat to your health or safety or the healthsafety of others. Other
disclosures permitted or required by law include the following: disclosures for public health
activities; health oversight activities including disclosures to state or federal agencies
authorized to access your PHI; disclosurepiticial and law enforcement officials in response
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to a court order or other lawful process; disclosures for research when approved by an
institutional review board; di sclosures for
military or national searity agencies, coroners, medical examiners, and correctional
institutions as authorized by law.

B. Permissible Uses and Disclosures That May Be Made Without My Authorization, But For
Which You Have An Opportunity to Object.

1. Fundraising: | may use your IRl to contact you in an effort to offer you new services. |
may also disclose PHI to any foundation with which | am connected so that the foundation
may contact you in an effort to raise money for its operations. Any fundraising
communications with you ¥ include a description of how you may opt out of receiving
any further fundraising communications.

2. Family and Other Persons Involved in Your Caftenay use or disclose your PHI to notify,
or assist in the natification of (including identifying oocéting) your personal
representative, or another person responsible for your care, location, general condition, or
death. If you are present, then | will provide you with an opportunity to object prior to
such uses or disclosures. In the event of ynaapacity or emergency circumstances, | will
disclose your PHI consistent with your prior expressed preference, and in your best interest
as determined by my professional judgment. | will also use my professional judgment and
my experience to make reasoriabinferences of your best interest in allowing another
person access to your PHI regarding your treatment with me.

3. Disaster Relief Efforts.| may use or disclose your PHI to a public or private entity
authorized by law or its charter to assist in disasrelief efforts for the purpose of
coordinating notification of family members of your location, general condition, or death.

C. Uses and Disclosures Requiring Your Written Authorization.

1. Psychotherapy Notes! will not disclose the records of owork that | keep separate from
the medical record for my personal use, known as psychotherapy notes, except as
permitted by law.

2. Marketing Communications; Sale of PHImust obtain your written authorization prior to
using or disclosing your PHI forarketing or the sale of your PHI, consistent with the
related definitions and exceptions set forth in HIPAA.

3. Other Uses and DisclosuresUses and disclosures other than those described in this
Notice will only be made with your written authorizatiorFor example, you will need to
sign an authorization form before | can send your PHI to your life insurance company or to
your attorney. You may revoke any such authorization at any time by providing me with
written notification of such revocation.
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[I. MYINDIVIDUAL RIGHTS

A. Right to Inspect and CopyYou may request access to your medical records and billing records
maintained by me in order to inspect and request copies of the records. All requests for access
must be made in writing. Under limited aimmstances, | may deny access to your records. | may
charge a fee for the costs of copying and sending you any records requested.

B. Right to Alternative CommunicationsYou may request, and | will accommodate, any reasonable
written request for you to reeive your PHI by alternative means of communication or at
alternative locations.

C. Right to Request RestrictionsYou have the right to request a restriction on your PHI that | use or
disclose for treatment, payment or health care operations. You magiest any such restriction
in writing addressed tfLCSW Name and Contact Information] am not required to agree to any
such restriction you may request, except if your request is to restrict disclosing your PHI to a health
plan for the purpose of caying out payment or health care operations, the disclosure is not
otherwise required by law, and the PHI pertains solely to a health care item or service which has
been paid in full by you or another person or entity on your behalf.

D. Rght to Accountng of Disclosures. Upon written request, you may obtain an accounting of
disclosures of your PHI made by me in the last six years, subject to certain restrictions and
limitations.

E. Right to Request AmendmentYou have the right to request that | amegdur PHI. Your request
must be in writing, and should explain why the information should be amended. | may deny your
request under certain circumstances.

F. Right to Obtain Notice.You have the right to obtain a paper copy of this Notice by submitting a
request to[LCSW Name and Address]any time.

G. Right to Receive Notification of a Breach.am required to notify you if | discover a breach of your
unsecured PHI, according to requirements under federal law.

H. Questions and Complaints.If you desire further information about your privacy rights, or are
concerned that | have violated your privacy rights, please contact nleG8W Phone Number]
You may also file a written complaint with the Director, Office for Civil Rights of the U.S.
Departmen of Health and Human Services. | will not retaliate against you if you file a complaint.

lll. EFFECTIVE DATE AND CHANGES TO THIS NOTICE

A. Hfective Date This Notice is effective on

B. Changes to this Noticel may change the terms of this Notice at any time. If | change this Notice, |
may make the new notice terms effective for all PHI that | maintain, including any information
created or received prior to issuing the new notice. If | change this Notice,posilthe revised
notice in the waiting area of my office and on my websiteve¢lisite addres§ You may also
obtain any revised notice by asking me directly.
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[LCSW Name and Address]
ACKNOWLEDGEMENT OF RECEIPT OF
NOTICE OF PRIVACY PRACTICES

By my sigature below I, , acknowledge that | received a copy of her Notice of Privacy
Practices.

Printed name otlient

Signatureof client Date

Signatureof LCSW Date

If this acknowledgment is signed by a personal representative on behalf of the client, detapthe
following:

Personal Representative’s Name:

Relationship to Client

For Office Use Only

| attempted to obtain writen acknowledgement of receipt of our Notice of Privacy Practices, but
acknowledgement could not be obtained because:

Individual refused to sign

Communications barriers prohibited obtaining the acknowledgement
An emergency situation prevented us from olsialg acknowledgement
Other (Please Specify)

ook w

This form will be retained in your medical record
by the Miller Nash Law Firm
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[LCSW Name and Address]
BUSINESS ASSOCIATE AGREEMENT

Thi s Business Associate Agreement eén‘[Hagne oefeEmigyht " ) [
(“Covered Entity”) and , (“Busine

, 20__ (“Effective Date”).

RECITALS

WHEREAS, the parties contemplate one (1) or more arrangements (collectively, the
“Argement”) whereby Business Associate provides se¢
creates, receives, maintains, transmits, or has access to Protected Health Information in order to provide
those services;

WHEREAS, Covered Entity is subjecthe Administrative Simplification requirements of the

Heal th I nsurance Portability and Accountability
thereunder, including the Standards for Privacy and for Security of Individually Identifiable Health
Information codified at 424 o0ode of Feder al Regul ati ons (“CFR")

Regul ations and “Security Regulations”);

WHEREAS, the Privacy Regulations and Security Regulations require Covered Entity to enter into a
contract with Busiass Associate in order to mandate certain protections for the privacy and security of
Protected Health Information, and those Regulations prohibit the disclosure or use of Protected Health
Information by or to Business Associate if such a contract iswylace;

AGREEMENT

NOW, THEREFORE, in consideration of the foregoing, and for other good and valuable
consideration, the receipt and adequacy of which is hereby acknowledged, the parties agree as follows:

DEFINITIONS

“Designated Record Set s h a lalgroum ef @enords maintained by or for Covered Entity that is
(a)the medical records and billing records about individuals maintained by or for Covered Entibge (b)
enrollment, payment, claims adjudication, and case or medical management record sysi@mained by
or for a health plan; or (@)sed, in whole or in part, by or for Covered Entity to make decisions about
individual s. As used herein, the term “Record” me
includes PHI and is maintaid, collected, used, or disseminated by or for Covered Entity.

“Di scl ose” a’'ndme*abni,s cwiotshur eespect to Protected
transfer, provision of, access to, or divulging in any other manner, of Protected Health Inforroatside
Business Associate’s internal operations, or to p

engaged in internal operations.
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“Protected Health Informatioch o r “PHI " means i nformati on, i ncl
that (a)relates to the past, present, or future physical or mental health or condition of an individual, the
provision of health care to an individual, or the past, present, or future payment for the provision of health
care to an individual; (bylentifies the individal (or for which there is a reasonable basis for believing that
the information can be used to identify the individual); i&cyeceived by Business Associate from or on
behalf of Covered Entity, or is created, received, maintained, or transmitted byeBasikssociate, or is
made accessible to Business Associate by Covered Entity; aadréjsmitted or maintained in any form
or medium.

“Electronic Protected Health Informatibn o r “EPHI " means the subset 0
electronic media bmaintained in electronic media.

“Security Incideit means the attempted or successful u
modification, or destruction of information or interference with system operations of an information
system.

“Use dJses “ mme with respect to PHI, the sharing, employment, application, utilization,
examination, or analysis of such information withi

Terms used, but not otherwise defined, in this Agreement shall have the same mearimgse in
45CFR 160, 162, and 164.

OBLIGATIONS OF BUSINESS ASSOCIATE

Permitted Uses and Disclosures of PHixcept as otherwise limited in this Agreement, Business
Associate may Use and Disclose PHI to perform functions, activities, or services dor,behalf of,
Covered Entity as specified in the written documents describing the Arrangement, provided that such Use
or Disclosure of PHI would not violate the Privacy Regulations or Security Regulations if done by Covered
Entity. Business Associateregs not to Use or Disclose PHI other than as permitted or required by this
Agreement, or as required by law.

Adequate Safeqguards for PHBusiness Associate warrants that it shall implement and maintain
appropriate safeguards to prevent the Use ordlisure of PHI in any manner other than as permitted by
this Agreement or as required by law.

Adequate Safeguards for EPHBusiness Associate warrants that it shall implement and maintain
administrative, physical, and technical safeguards that reasgnaild appropriately protect the
confidentiality, integrity, and availability of any EPHI that it creates, receives, maintains, or transmits on
behalf of Covered Entity. Business Associate further warrants that it shall comply with the HIPAA Security
Reguhtions, where applicable, with respect to EPHI to prevent the use or disclosure of EPHI other than as
provided for by this Agreement.

Reporting NorPermitted Use, Disclosure, or Breach

Business Associate shall immediately in writing notify Covereitly Eritany Use or Disclosure of
PHI not provided for by this Agreement of which Business Associate becomes aware.
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Business Associate shall report to Covered Entity any Security Incident of which it becomes aware
as follows: (a) reports of successful utfzorized access shall be made immediately; and (b) reports of
attempted unauthorized access shall be made in a reasonable time and manner considering the nature of
the information to be reported.

Business Associate shall report to Covered Entity a bredchnsecured Protected Health
I nformation without unreasonable del ay, but not I
discovery of such breach, where such report will include the identification of each individual whose
Unsecured PHI hasebn or is reasonably believed to have been breached and other information as
requested by Covered Entity. For purposes of t
acquisition, access, use, or disclosure of PHI in a manner not permitted underIB¥®A Privacy
Regulations which compromises the security or privacy of such information, as further defined in 45 CFR
Section 164.402.

Availability of Internal Practices, Books and Records to Government AgemBlisfness Associate
agrees to make its ietnal practices, books, and records relating to the Use and Disclosure of PHI received
from, or created or received by Business Associate on behalf of Covered Entity available to the Secretary of
the federal Department of Health and Human Services for puspe s o f determining C
compliance with the Privacy Regulations. Business Associate shall immediately in writing notify Covered
Entity of any requests made by the Secretary and provide Covered Entity with copies of any documents
produced in esponse to such request.

Access to and Amendment of PHWithin ten (10) days of receiving a request from Covered Entity
for access to PHI about an individual contained in a Desighated Record Set, Business Associate shall:
(a)make the PHI specified iyovered Entity available to the individual(s) identified by Covered Entity as
being entitled to access and copy that PHI, andr(dke PHI available to Covered Entity for amendment
purposes and incorporating such amendments into the PHI. Business Assdw@itprovide such access
and incorporate such amendments within the time and in the manner specified by Covered Entity.

Accounting of Disclosuresin accordance with 45 CFR 164.528, and Section 13405(c) of Title XIlI,
Subtitle D of the Health Informatin Tec hnol ogy for Economic and Clini
at 42 U.S.C. § 17932, Business Associate agrees to: (a) document Disclosures of PHI and information
related to such Disclosures; (b) provide such documentation to Covered Entityinme eand manner
designated by Covered Entity; and (c) permit Covered Entity to respond to a request by an individual for an
accounting of Disclosures of PHI. Within ten (10) days of receiving a request from Covered Entity, Business
Associate shall providéo Covered Entity an accounting, as referenced in 45 CFR 164.528, of each
Disclosure of PHI made by Business Associate or its employees, agents, representatives, or subcontractors.

Any accounting provided by Business Associate under this S€ctiwall include: (athe date of
Disclosure; (bjhe name, and address, if known, of the entity or person who received the Pllp(mf
description of Disclosed PHI; and édprief statement of the purpose of Diesure. For each Disclosure
that could require an accounting under this SectiprBusiness Associate shall document the information
specified in (a) through (d), above, and shall securely retain this docuti@nfar six (6) years from the
date of Disclosure.
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Use of Subcontractors and Agent8usiness Associate may disclose PHI to a subcontractor, and
may allow the subcontractor to create, receive, maintain, or transmit PHI on its behalf, provided by
Business Associate obtains satisfactory assurances that the subcontractor will appropriately safeguard the
information. Without limiting the generality of the foregoing, Business Associate shall require each of its
subcontractors that create, receive, maintaor,transmit PHI on behalf of Business Associate to execute a
written agreement obligating the subcontractor to comply with all terms of this Agreement and to agree to
the same restrictions and conditions that apply to Business Associate with respeetRith

Business Associathall not be in compliance with the Privacy Regulations if Business Associate
knew of a pattern of activity or practice of a subcontractor that constituted a material breach or violation
of the subcont r ac teowitters agreemeént with Busineas Assaciite, runlesshBusiness
Associate took reasonable steps to cure the breach or end the violation, and if such steps were
unsuccessful, terminate the contract, if feasible.

Agreement to Mitigate Business Associate agseto mitigate, to the extent practicable, any
harmful effect that is known to Business Associate of a Use or Disclosure of PHI by Business Associate in
violation of the requirements of this Agreement, and to promptly communicate to Covered Entity any
actions taken pursuant to this paragraph.

Business Associate Practices, Policies and Procedures Busi ness Associ ate’ s
policies and practices shall meet current standards set by applicable state and federal law for the
protection of PHIncluding, without limitation, user authentication, data encryption, monitoring and
recording of database access, internal privacy standards and a compliance plan, all designed to provide
assurances that the requirements of this Agreement are met.

Compliarce with Covered Entity Obligation§ o the extent Business Associate carries out Covered
Entity’ s obligations under the Privacy Regul ations
with the requirements of such regulations that apply tov€red Entity in the performance of such
obligations.

HITECH Act CompliancBusiness Associate will comply with the requirements of the HITECH Act,
codified at 42 U.S.C. 88 17941954, which are applicable to business associates, and will complylwith a
regulations issued by the Department of Health and Human Services (HHS) to implement these referenced
statutes, as of the date by which business associates are required to comply with such referenced statutes
and HHS regulations. Further, Business éias® will comply with Section 13402 of the HITECH Act,
codified at 42 U.S.C.1§932, and will comply with all regulations issued by HHS to implement this statute,
as of the date by which business associates are required to comply with such referertogéesstad HHS
regulations. Business Associate agrees to indemnify Covered Entity for any and all costs and expenses
incurred by Covered Entity which are directly or i
with the HITECH Actandthe HICH Act ' s i mpl ementing regul ations ir
imposed and expenses incurred related to notifying individuals of a breach caused by Business Associate or
its subcontractors in compliance with the HIPAA breach notification reougints set forth at 42 U.S.C.

§17932..
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ADDITIONAL PERMITTED USES

Except as otherwise limited in this Agreement or the Arrangement, Business Associate may use PHI
for the following additional purposes:

Use of Information for Management, Administratiand Legal ResponsibilitieBusiness Associate
may Use PHI for the proper management and administration of the Business Associate or to carry
out the legal responsibilities of the Business Associate.

Disclosure of Information for Management, Adminisipa and Legal ResponsibilitiesBusiness
Associate may Disclose PHI for the proper management and administration of the Business
Associate or to carry out the legal responsibilities of the Business Associate if the Disclosure is
required by law, or Buséss Associate obtains reasonable assurances from the person to whom
the information is Disclosed that it will be held confidentially and Used or further Disclosed only as
required by law or for the purpose of which it was Disclosed, and the person ndifisiness
Associate of any instances of which it is aware where confidentiality of the information has been
breached.

TERM AND TERMINATION

Term and Termination This Agreement shall commence as of the Effective Date and shall continue
in effect unless ad until terminated by Covered Entity under this Sectlbn  Covered Entity may
terminate this Agreement, wi t hout cause or penal¢
Associate. In additionhits Agreement may be terminated by Covered Entity immediately and without
penalty upon written notice by Covered Entity to Business Associate if Covered Entity determines, in its
sole discretion, that Business Associate has violated any material termisofAgreement. Business
Associate’s obl i @ald 0 10,0, OuandlCaf thiS Ageeenient rstrll survive the
termination of this Agreemnt.

Disposition of PHI upon TerminationUpon termination of this Agreement, Business Associate
shall either return or destroy, in Covered Entity’
Covered Entity, all PHI maintained in any fdsynBusiness Associate or its agents and subcontractors, and
shall retain no copies of such PHI unless directed to do so by Covered Entity. However, if Covered Entity
determines that neither return nor destruction of PHI is feasible, Business Associgtaetaan PHI
provided that Business Associate: (a) continues to comply with the provisions of this Agreement for as long
as it retains PHI, and (b) limits further Uses and Disclosures of PHI to those purposes that make the return
or destruction of PHI iefsible.
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GENERAL TERMS

No Third Party Beneficiaried here are no third party beneficiaries to this Agreement.

Relationship to Agreement Provision#n the event that a provision of this Agreement is contrary
to a provision of any other agreement lvgten the parties, the provisions of this Agreement shall control.

Indemnification Business Associate will indemnify, hold harmless and defend Covered Entity from
and against any and all claims, losses, liabilities, costs, and other expenses insuareesalt or arising
directly or indirectly out of, or in connection with (a) any misrepresentation, breach, offuibiiment of
any undertaking on the part of Business Associate under this Agreement; (b) any claims, demands, awards,
judgments, actionsand proceedings made by any person or organization, arising out of or in any way
connected with Business Associate’s obligations ul
caused by Business Associate or its subcontractors or agents. Wltimiting the generality of the
foregoing, Business Associate agrees to indemnify Covered Entity for any and all costs and expenses
incurred as a result or arising directly or indir-r
breach notificéion requirements set forth at 42 U.S.C. § 17932.

Insurance Business Associate shall obtain and maintain during the term of this Agreement and at
any time in which it retains PHI, privacy and security liability insurance covering common law claims,
breach notification expenses, data theft, and coverage related to the violation of state or federal
information privacy and security laws or regulations. The policy limits for such coverage shall not be less
than $1,000,000 per claim, and $5,000,000 in thgragate. Such insurance shall name the Covered Entity
as an additional named insured. A copy of such policy or a certificate evidencing the policy shall be
provided to the Covered Entity upon written request.

Data Ownership Business Associate acknogdes and agrees that Covered Entity owns all rights,
interests, and title in and to its data, including all PHI, and title shall remain vested in Covered Entity at all
times.

Legal Compliance; Amendment The parties hereto shall comply with applicablevdaand
regulations governing their relationship, including, without limitation, the Privacy Regulations, the Security
Regulations, and any other federal or state laws or regulations governing the privacy, confidentiality, or
security of patient health inflanation, including without limitation, the Washington Uniform Healthcare
Information Act, RCW Ch. 70.02. If a provision of this Agreement is held invalid under any applicable law,
such invalidity will not affect any other provision of this Agreement et be given effect without the
invalid provision. Further, all terms and conditions of this Agreement will be deemed enforceable to the
fullest extent permissible under applicable law, and, when necessary, the court is requested to reform any
and all tems or conditions to give them such effect. Business Associate shall comply with applicable state
and federal statutes and regulations as of the date by which business associates are required to comply
with applicable statutes and regulations. Any ambigim this Agreement shall be resolved to permit
Covered Entity to comply with the Privacy Regulations, the Security Regulations, the HITECH Act, RCW ch.
70.02 and other federal or state laws or regulations governing the privacy, confidentiality or pewfurit
PHI. Upon request by Covered Entity, Business Associate agrees to promptly enter into negotiations with
Covered Entity concerning the terms of an amendment to this Agreement embodying written assurances
consistent with the standards and requirememthe Privacy Regulations, Security Regulations, or other
applicable laws. Covered Entity may terminate this Agreement upon thirty (30) days written notice to
Business Associate in the event: Rapiness Associate does not promptly enter into negatietito
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amend this Agreement when requested by Covered Entity pursuant to this Section, Bus{bgss
Associate does not enter into an amendment of this Agreement providing assurances regarding the
safeguarding of PHI that Covered Entity, in its soleelien, deems sufficient to satisfy the standards and
requirements of the Privacy Regulations, Security Regulations, or other applicable laws.

Independent Contractor Business Associate and Covered Entity are and shall be independent
contractors to one mother, and nothing herein shall be deemed to cause this Agreement to create an
agency, partnership, or joint venture between the parties. No acts performed or words spoken by either
party with respect to any third party shall be binding upon the othery And all obligations incurred by
either party in connection with the performance of any of its obligations hereunder shall be solely at that
party's own risk, and the other shall not be obligated in any way therefore except as specifically provided
for herein to the contrary. Each party agrees that it shall not represent itself as the agent or legal
representative of the other for any purpose whatsoever.

IN WITNESS WHEREG#e parties hereto have executed this Agreement effective as of the
Effective Date

Business Associate: Covered Entity:

By: By:

Print Name: Print Name:

Title: Title:

Dated: Dated:
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[LCSW Name and Address]
Business Associatdtmendment to Agreement

By agreementof the parties, { Covdanrteidand” )

( Business Associdte) whose signatures have
the Ageement for Services,
dated,20_,( “ Agreement ” ), is hereby amended as set fort

effective as of20__ or such earlier date as this Amendment is fully signed by the partte€ f f e c’t)i.ve Da
RECITALS

WHEREAS, the parties have executed an agreement wh@&ebiyess Associatprovides services to
Covered EntityandBusiness Associateceives, has access to or creates Protected Health Information in
order to provideméhobse; services (“Agree

WHEREASCovered Entityis subject to the Administrative Simplification requirements of the Health
l nsurance Portability and Accountability Act of 1
including the Standards for Privacy of Indially Identifiable Health Information codified at 45 Code of
Feder al Regul ations Parts 160 and 164 (“Privacy Re

WHEREAS, the Privacy Regulations redlingeered Entityo enter into a contract wittBusiness Associate

in order to mandate cedin protections for the privacy and security of Protected Health Information or
electronic Protected Health Information, and those Regulations prohibit the disclosure to or use of
Protected Health Information or electronic Protected Health InformatiorBbginess Associatié such a
contract is not in place;

NOW, THEREFORE, in consideration of the foregoing, and for other good and valuable consideration, the
receipt and adequacy of which is hereby acknowledged, the parties agree as follows:

DEFINITIONS
21 “Di scl ose” and “Disclosure” me an, wi t h respect
transfer, provision of access to, or divulging in any other manner of Protected Health Information or
electronic Protected Health Information outsidsiness Ass@e’ s i nt er nal operati c
than its employees.
22 “"Protected Health I nformation” or “PHI"” and el

means information, including demographic information, that (i) relates to the past, present or future
physical or mental health or condition of an individual; the provision of health care to an individual,
or the past, present or future payment for the provision of health care to an individual; (ii) identifies
the individual (or for which there is a reassle basis for believing that the information can be used
to identify the individual); and (iii) is received Bysiness Associateom or on behalf of Covered
Entity, or is created bfusiness Associagter is made accessible ®usiness Associatey Coveed
Entity.

62 {CA1070926.DOC;5/99910.002222/}
© 2014 Clinical Social Work Association



23 “Services” has the same meaning as in the Agree

24 " Use” or “Uses” me an, with respect to Protecte
application, utilization, examination or analysis of such information witBusiness Associdge
internal operations.

2.5 Terms used, but not otherwise defined, in this Amendment shall have the same meaning as those in
45 CFR 160.103 and 164.501.

OBLIGATIONS @GBEISINESS ASSOCIATE

(1) Permitted Uses and Disclosures of PHI and eBk#iness Associateay Use and Disclose PHI and
ePHI to perform functions, activities, or services for, or on behalCofiered Entityas specified in
the Agreement provided that such use or disclosure would not violate the Privacy Regulations if done
by the Covered EntityBusness Associatagrees not to use or further disclose PHI other than as
permitted or required by the Agreement, this Amendment, or as required by law

(2) Adequate Safeguards for PHI and ePBilsiness Associat@arrants that it shall implement and
maintain appropriate safeguards to prevent the Use or Disclosure of PHI and ePHI in any manner
other than as permitted by the Agreement and this Amendment.

(3) Reporting NorPermitted Use or Disclosur®usiness Associathall immediately in writing notify
Covered Htity of each Use or Disclosure, of which it becomes aware, that is madgubyess
Associateits employees, representatives, agents or subcontractors that is not specifically permitted
by this Amendment.

(4) Availability of Internal Practices, Books andccétds to Government AgencieBusiness Associate
agrees to make its internal practices, books and records relating to the Use and Disclosure of PHI
available to the Secretary of the federal Department of Health and Human Services for purposes of
determining Covered Entty s compl i ance with Budiness Asociatshaly Re g
immediately notifyCovered Entitpf any requests made by the Secretary and pro@deered Entity
with copies of any documents produced in response to such request.

(5) Access to and Amendment of PHI and ePHI. Within ten (10) days of receiving a request from the
Covered EntityBusiness Associatehall: (a) make the PHI or ePHI specifieddmyvered Entity
available to the individual(s) identified yovered Entityas being efitled to access and copy that
PHI or ePHI, and (b) make PHI or ePHI availal@evered Entityor the purpose of amendment and
incorporating such amendments into the PHI or eMBtisiness Associathall provide such access
and incorporate such amendmenwithin the time and in the manner specified 6pvered Entity
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(6)

(7)

(8)

(9)

(10)

(11)

Accounting of Disclosures. Within ten (10) days of receiving a request fronCdliered Entity

Business Associathall provide toCovered Entityan accounting of each Disclosure of BHEPHI

made byBusiness Associatar its employees, agentsepresentatives or subcontractor&usiness

Associatds not required to provide an accounting of Disclosures that are necessary to perform the
Services when such Disclosures are for the purposéise Covered Entity s t r eat ment , pa)
health care operations. Any accounting providedBusiness Associatender this Section 2.6 shall

include:

(a) the date of the Disclosure; (b) the name, and address if known, of the entity or person who
received the PHI or ePHI; (c) a brief description of the PHI or ePHI disclosed; and (d) a brief statement
of the purpose of the Disclosure. For each Disclosure that could require an accounting under this
Section 2.6Business Associaghall document the infanation specified in (a) through (d), above,

and shall securely retain this documentation for six (6) years from the date of the Disclosure.

Term and Termination. The term of this Amendment shall be the same as the term of the
Agreement. In addition to andotwithstanding the termination provisions set forth in the
Agreement, both this Amendment and the Agreement may be terminatedCbyered Entity
immediately and without penalty upon written notice by Covered Fomusiness Associate
Amendment to AgreemenEntity to Business Associatié Covered Entitydetermines, in its sole
discretion, thatBusiness Associateas violated any material term of this Agreement, as amended.
Business Associdtes o bl i gati ons under Sect i ohisAmehdmént 2. 4,
shall survive the termination or expiration of the Agreement.

Disposition of PHI or ePHI upon Termination or Expiration. Upon termination or expiration of the
Agreement and this AmendmenBusiness Associateshall either return or destroyin Covered

Entity s sol e discretion and i nCoaered Bntitgalh PHI @ eRMiin h a n
the possession or control @&usiness Associate its agents and subcontractors. Howevedvered

Entity determines that neither return or destruction of PHI or ePHI is feasilieisiness Associate

may retain PHI provided th&usiness Associafa) continues to comply with the provisions of this
Amendment for as long as it retains PHI or ePHI, and (b) limits further Uses and Disclbfitesro

ePHI to those purposes that make the return or destruction of PHI or ePHI infeasible.

No Third Party Beneficiaries. There are no third party beneficiaries to this Agreement.

Use of Subcontractors and AgentBusiness Associatshall require ach of its agents and
subcontractors that receive PHI froBusiness Associate execute a written agreement obligating
the agent or subcontractor to comply with all the terms of this Amendment.

Relationship to Agreement Provisions. In the event thatavision of this Amendment is contrary to
a provision of the Agreement, the provision of this Amendment shall control. Otherwise, this
Amendment shall be construed under, and in accordance with, the terms of the Agreement.
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(12) Indemnification.Business Assaate will indemnify, hold harmless and defer@@bvered Entityfrom
and against any and all claims, losses, liabilities, costs, and other expeogesd as a result or
arising directly or indirectly out of or in connection with (a) any misrepresentabiozach or non
fulfillment of any undertaking on the part &usiness Associatender this Amendment; and (b) any
claims, demands, awards, judgments, actions and proceedings made by any person or organization,
arising out of or in any way connected wBlsiness Associates o bl i gati ons wunder

IN WITNESS WHEREOF, the parties hereto have executed this Agreement effective as of the date stated
above.

Business Associate: Business Associate:

By: By:

Title: Title:

Date: Date:
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[LCSW Name and Address]
Authorization to Release Health Care Information

Client name: Date ofbirth:

SSN: Previaus name:

Please release health care information to:

Name and Organization:

Address:

City, State: Zip Code:

Release the following information:

A Health care information relating to the following treatment or condition:

A Health care information for the date(s):

A All health care information:

A Other.

This authorization ends:
A in 90 days; or
A when the following occurs (but not longer than 90 days):

I may cancel this authorization in writing as allowed by [Bis would not affect any actions already taken
based upon my original request. There are three ways to cancel this authorization:
(1) Sign and date a revocation form. This form is available from (clinician); or
(2) Write, sign and date a letter to the (cliniciahnician) to cancel the authorization; or
3Sign, date and write “CANCEL” on this origina

Once the (clinician) gives out the information, the (clinician) has no control over it. The recipient might re
disclose it. Privacy laws may no longer proiect

| also agree to the release of health care information regarding testing, diagnosis, and/or treatment for:
HIV (AIDS virus), Sexually transmitted diseases, Psychiatric disorders/mental health, or Drug and/or alcohol
use.

Patient or legally authorized individual signature Date Time

Relationship to patient if signed on behalf of the patient by parent, legal guardian, personal representative,
etc.:
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Revocation of Consent for
Use and Disclosure of Health Care Information

Client name: Date of birth:

SSN:; Previous name;

I no longer want (clinician) to use and disclose health care information about me for treatment, billing and
payment, and health care operations.

| understand that:
A This request applies after | sign this document.

A (Clinician) may have already taken action based upon my earlier permission.
A (Clinician) is allowed, by law, to use and disclose my health care information to complete
treatment, billing and paymen and health care operations already in progress. | agreed to this

when | signed the “Consent for Use and Discl os

A (Clinician) is allowed or required by law to release health care information without my permission
under cetain situations.

A (Clinician) does not have to provide any further health care services to me.

Client or legally authorized individual signature Date Time

Relationshigo patient if signed on behalf of the patient by parent, legal guardian, personal representative,
etc.:

Signature: Date:
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APPENDICES

This section contains the following Appendices:

Appendix 1:Frequently Asked Questions

Appendix 2:Clinical Social Work Association Code of Ethics, Confidentiality Section
Appendix 3: Enforcement of HIPAA Violations (OCR, October, 2010)
Appendix 4:HIPAA Regulations URL

Appendix 5:Matrix for GAP Analysis

Appendix 6:Matrix for Security Risk Assessment.

Appendix 7:Ten Years Later: A New Initiative for Expanding Enfonseme
Appendix 8:HCF Enforcement, Collections, & Transfers to Medicare
Appendix 9:HIPAA Examples of Enforcemé&oim 20162012

Appendix 10: Jurisdiction/State Privacy Laws (2012)

Appendix 11: Consumer Health Information Bill of Rights
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Appendix I Frequently Asked Questions (FAQout the
HIPAA Privacy and Security Standards (September, 2008)

1. Generally what do the HIPAA Privacy and Security Standards require clinicians to do?

Clinicians must 1) Notify pgants of their privacy rights with the Notice of Privacy Practice (NPP); 2)
Develop privacy policies; 3) Designate a Privacy Officer; 4) Keep all records, paper and electronic,
secured, i.e., locked file cabinets and password and/ or encrypted compBle®evelop
Authorization Forms anBusiness Associategreements; and 6) Complete a Risk Assessment and
Risk Management Plan; and 7) Notify patients if any PHI or ePHI is disclosed without authorization
by the clinician or 8usiness Associate

2. Which cliricians must become HIPAA compliant?

TheHt !' ! t NR @I O& | yR { SOdzN&Boiteted Eniitigs/®R I/ Ny Goided dztal i N
Entitiesunder HIPAA only if they conduct any HIPAA covered transactions (see definition below)
electronically. If a clinian does not conduct one of the covered transactions electronically,
technically he or she does not need to be in compliance with HIPAA standards. However, it is
advisable for all clinicians to become familiar with HIPAA standards as they are liketpitodithe

basis for standard practice in all areas of health information confidentiality.

3. When do clinicians need to be HIPAA compliant with the Privacy and Security Standards?
Any clinician who is, or becomesCavered Entitypy completing a covered tngaction must be in
compliance with the HIPAA Privacy and Security Standards.

4. 2 KI G Codred Entity K

A Covered Entitys any health plan, health care clearinghouse or any health care provider who
conducts HIPAA covered transactions in electronin.for

5. What is Protected Health Information (PHI) and electronic Protected Health Information
(ePHI?

Protected Health Information (PHI) is health information that is identifiable to a specific
individual and that is maintained or transnetl by aCovered Entityn any form, whether in oral,

paper, or electronic form and subject to the HIPAA Privacy Standards. Electronic Protected Health
Information (ePHI) which is stored electronically is therefore subject to the HIPAA Security
Standards.
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2KId FNB 6O2@0SNBR (N¥yalOlirzyaéKkK

A covered transaction is any computercomputer or computeto-fax transmission of healthcare

claims, payment and remittance, benefit information, or health plan eligibility information. There

are eight covered transacins in all. The covered transactions most commonly used by clinicians

include:

A Health Care Claims (request for reimbursement by a provider to a health plan for health care
services);

A Eligibility for Treatment (request for information by a provider to altheplan about eligibility,
coverage limits, and/or benefits in a health plan for a client or potential client);

A Authorization for Treatment (request made to a health plan for authorization of mental health
treatment by a mental health provider); and

A Heath Care Claims Status (request by a mental health provider to a health care plan).

2Kl G R2S4 GYAYAYdy ySOS&aaINBE YSIY Ay RAZOf2&AY

GaAyAYdzyY ySOSaalNRé Aad | RSAONARLIIAZ2Y 2F GKS LS
authorizatoni 2 R2 &42® ¢KAa YSIya GKIG GKS AYyF2NXNIFGAZ2
the specific disclosure, i.e., information being disclosed for payment purposes does not require
AYF2NXYEFGA2Y | 0o2dzi GKS GNBFGYSY(d LINR IWNSEAE DA [¢NKES
principle is when the treatment itself is being discussed, i.e., in supervision or consultation.
Minimum necessary does not apply to releases with proper authorization to release PHI or ePHI.

2 K| (i Businesk AsdociafeK

Stated generallya Business Associaie a person or entity who performs certain functions or
activities that involve the disclosure of PHI or ePHI. Employees or volunteers serving at the
direction of a clinician are not considerBdsiness AssociaeExamples dushess Associateare

a third-party billing company, an accountant, or a transcription service that transcribes information
for a clinician.

Sa¢ Obtto

O

2KIFG Aa UKS db20AO0S 2F t NAGIFO& t NI OUA

The Notice of Privacy Practices informs a patient about the pripeactices of the clinician. The
NPP must include information about how the clinician may disclose PHI about the patient; the
rights of the patient to have access to the record; who is responsible for the development and
implementation of the NPP; and théght of the patient to correct the record, among other
information. The patient must sign the NPP at the first date of service except in emergency
situations.
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The HIPAA Privacy Standards define Psychotherapy Noteseasracorded by a mental health
professional documenting or analyzing the contents of conversalimimg a counseling session

FYR GKFG IITNB aSLINXYGSR FTNRBY (GKS NBald 2F GKS )
definition of psychotherapy notes méin additional protection under the Privacy Standards.
Disclosures of psychotherapy notes to third parties require prior patient authorization.

11. Can patient information be disclosed for marketing purposes?

Patient information cannot be disclosed for nketing purposes without an Authorization form
AaA3dYySR o0& GKS LI GASYyGd ¢KS t NAR@IFOe {dFyRIFINRa O
which contains a number of significant exceptions. These exceptions permit communications by a
health care povider about his or her own services and those related to the treatment of the
individual. Use of health information for other communications that encourage the purchase of a
product or service, or the sale of information to a third party for marketinggses clearly falls

within the definition of marketing and is not permitted without prior patient authorization.

12. What is TPO (Treatment, Payment, and Health Care Operations)?

Treatment, Payment, and Health Care Operates, are terms in the HIPAA Praratar@& which

define the general scope of permissible uses and disclosures of health information that may be
made without a specific authorization from the patient. Specifically, these terms are defined as
follows:

A @& ¢ NB | (t¥oSpyrposes of coordingfid 2 NJ O2yadz GAy3 2y |+ LI GASy
patient for treatment;

A Gt | @ Y&igripérposes of obtaining reimbursement for treatment provided, collections,
utilization review activities, or determining eligibility; and

A al St GdK [/ I Nfor putpSesloficangugting administrative, legal or other functions
necessary to support treatment and payment including audits, quality assessment, or
assessment of benefit plans.

There are certain types of highly confidential information such ashp8yerapy notes (see
definition above) and drug treatment information that require prior authorization from the patient,
even if the disclosure is for purposes of TPO. Also note that although a formal authorization may
not be required for uses and disclossi of information that fall within the scope of TPO, clinicians
must comply with the requirements for distribution of a Notice of Privacy Practice.

13. What is Electronic Data Interchange (EDI)?

Electronic data interchange (EDI) is any comptdgezomputer transmission of routine business
information using publicly available standards. The HIPAA EDI standards will permit clinicians to
exchange data electronically and process the information on computers with less human
interaction.
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14. Are telephone calls andifES & | 62dzi LI GASydia O2y&aARSNBR G2 o

15.

16.

17.

18.

19.

F2N)¥EK

¢St SLK2yS OFftta FyR LI LISN FHESa INB y2i O02ya&aiRr
LJdzN132 4Sa 2F RSGUSNNAYAY3I g KCoueke8 Bitity dgySPEMN(EEe O NB
above). However, regulators appear to be treating faxes sent by computer as communications in
electronic form and thus, to the extent a clinician engages in one of the covered transactions by
such means, such clinician is probabyowvered Entt

Are special kinds of software necessary to comply with the HIPAA Privacy Standards?

No. The Privacy Standards do not specifically require special software in order to achieve
compliance. However, the Privacy Standards do reqQiogered Entitieso have in place
GFLIINBLINREFGS FTRYAYAAOANr A0S G§SOKYyAOIfS I|yR LI
AYF2NXYEFGA2YyDE 91 OK Ot AYAOALY YdzaAG FLILX @& GKAA °
environment. Simple steps such as utilizing thesywasd or encryption features built into existing

software and operating systems may be sufficient. In other cases, particularly where patient
information is transferred via the Internet, more elaborate measures may need to be taken in order

G2 YSS{OLNKISNAG IS al FS3dzZ NRa¢ adlkyRFNR® {dzOK Y
installation of firewalls, antvirus software, or other mechanisms to protect patient data.

What effect will HIPAA Standards have on privacy standards in general?

The impact of HRAA Standards on what will be considered reasonable privacy practices cannot be
underestimated. HIPAA Standards will become expected practice for all clinicians, whether they are
HIPAA compliant or not.

What are the penalties for HIPAA violations?

Civil penalties are $100 for each violation up to $25,000 per year. Criminal penalties are up to
$250,000 in fines and up to 10 years in jail.

What Federal agency has oversight of HIPAA standards and receives complaints?

The Department of Health and Human $ees (HHS) has overall responsibility for implementation

of HIPAA Privacy Standards. The Office of Civil Rights (within HHS) maintains the enforcement
responsibility. The Transaction and Code Set Standards fall under the Center for Medicare and
Medicaid Sevices (CMS).

Are the Security Standards and Privacy Standards the same in the kinds of communications they
cover?

No. The Security Standards apply only to electronic transmissions or data storage of electronic
Protected Health Information (ePHI). Thiv&y Standards apply to verbal, written and electronic
transmission of Protected Health Information (PHI).

74

{CFM1070926.D0OC;5/99910.002222/}
© 2014 Clinical Social Work Association



20. Do | have to comply with Security Standards if | am ndCavered EntityfCE)?

No. The Security Standards apply only to clinicians wh&averedEntities i.e., who have sent
Protected Health Information electronically at least once.

21. What is the purpose of the Security Standards?
To maintain the confidentiality of ePHI; to prevent changes to ePHlI, i.e., maintain the integrity of
the electronic dta); to maintain availability to ePHI; to prevent unidentified electronic access to
ePHI; and to prevent physical access by unidentified personnel to areas and computers holding
ePHI.

22.L48 4aSYONRLIIA2YEé NBIdANBR (2 LINRGESOG lye StiL {Gf
No.Encryption is a computer program that disguises all ePHI that was originally required as part of
the Security Standards but is optional at this time. Both the sender and receiver must have the
same program to use encryption. Some insurers may use emerygid supply providers with the
program they use.

23. What kinds of security procedures are used by insurers for protecting ePHI if encryption is not?

az2dald AyadZNBENBR IINB o0S3IAYyyAy3d G2 dz&aS daSOdzNBE a SN
on toa secure website with passwords and exchange information there, e.g., Office Ally.

242 KI'G Aa GKS RATFSNBYOS 06Si6SSy aNBIldANBRE YR

GwSljdZANSR¢ |NBlFa YdaAad o06S O20SNBR A easimkySbe wi a i
covered in the Risk Management Plan, but are optional.

25. What is a Risk Assessment?

A Risk Assessment is an evaluation of 39 required and 4 optional items which are identified in the
Security Standards.

26. What is a Risk Management Plan and isi@cessary to have one to be compliant?
A Risk Management Plan is the documentation of how required Security Standards will be
implemented. AllCovered Entitieseed to have conducted a Risk Assessment and develop a Risk
Management Plan to be compliant WiHIPAA Security Standards.

27. Is external auditing of the Risk Management Plan necessary?

b2 o6dzi Ad YI& 0SS O2yRdzZOGSR o0& ljdzr f ATASR NBEJA
responsibility for compliance from the CE.
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28.

29.

30.

31.

32.

33.

34.

35.

36.

Lad A0 ySOSdalaqd NBEf fG 25tWolr @y RA&AO 2N /5 G2 6S 02YL

Yes.

If ePHI is lost due to theft or natural disaster, is that considered a violation of the Security
Standards?

Yes, if reasonable precautions according to the Security Starteardsiot been followed.
La Iy WFEdzZRAG GNI AT Q NBIJdANBR ¢gKSy (2 RAaOf2as
No, but a record of all disclosed ePHI is required. An audit trail would be considered a best practice.

Are a firewall, passcode (i.e., password), and other computer secuntgtams needed to be
compliant with the Security Standards?

Yes.

Is it necessary to regularly change computer passwords to be compliant with Security Standards?
Yes.

What are the civil and criminal penalties for violating the Security Standards?

The ciil penalties are up to $25,000 per year for every violation with a $1.5 million dollar cap for
identical violations. The criminal penalties for purposeful violations are up to 10 years in prison and
$250,000.

How many times does a provider need to send HPelectronically, when it is a covered
transaction, to be considered &overed Entity What forms of transmission are considered
covered transactions?

If a provider sends ePHI which is a covered transaction electronically once, the provicievescal

Entity. Covered transactions include computer to computer transmissions; computer fax to
computer or paper fax transmissions, and key pad telephone transmissions. Covered transactions
do not include paper to paper faxes or voice mail transmissions.

What happens if aCovered Entityloses ePHI through computer error or inadequate security
procedures?

TheCovered Entitis responsible for the security of all ePHI and may be found in violation of HIPAA
Security Standards.

Does a provider need to guarantee éhconfidentiality of a paper to paper fax?
While the Security Standards do not specifically address this issue, they do require that ePHI be kept

confidential. Also note that the Privacy Standards apply to all forms of PHI. There@ogeied
Entityshauld ensure the privacy of PHI sent on paper to paper faxes.
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37. What are the security risks &overed Entityshould consider in doing a Risk Assessment?

A Risk Analysis should include risks to the computer systems containing ePHI, and all PHI generated
in paper or electronic form from computer systems, which may be unintentional or intentional. The
risks considered include administrative, technical and physical risks to the confidentiality and
integrity of ePHI.

38.1s a Covered Entityrequired to notify a patient if any PHI or ePHI is released without
authorization?

Yesunless the Covered Entity can show that there is a low probability that the PHI or ePHI has been
compromised Otherwise, detter must be sent to the patient which explains all the information
that was disclosed without authorization, when it was disclosed and to whom.

39.1s a Covered Entityrequired to notify a patient if any PHI or ePHI is released without
authorization by aBusiness Associat

Yes, unless the Covered Entity can show that tikeadow probability that the PHI or ePHI has been
compromised. Otherwise, a letter must be sent to the patient which explains all the information
that was disclosed without authorization, when it was disclosed and to whom.
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Appendix2 G/ 2y FARSYGAl tAG@¢ { St
| Tt AYAOLFE {20AIft 22NJ ! aaz20Al (A

Confidentiality

Clinical social workers have a primary obligation to maintain the privacy of both current and former clients,
whether living or deceased, and to maintain the confidentiality of material that has been transmitted to
them in any of their professional roles. Exceptions to this responsibility will occur only when there are
overriding legal or professional reasons and, wénar possible, with the informed consent of the client(s).

(a) dinical social workers discuss fully with clients both the nature of confidentiality, and potential limits to
confidentiality that may arise during the course of their work. Confidentialrinédion should only be
released, whenever possible, with the written permission of the client(s). As part of the process of
obtaining such a release, the clinical social worker should inform client(s) about the nature of the
information being sought, the yrpose(s) for which it is being sought, to whom the information will be
released, how the client(s) may withdraw permission for its release, and the length of time that the release
will be in effect.

(b) Ginical social workers know and observe both legatl professional standards for maintaining the
privacy of records, and mandatory reporting obligations. Mandatory reporting obligations may include, but
are not limited to: the reporting of abuse or neglect of children or of vulnerable adults; the dugkéo

steps to protect or warn a third party who may be endangered by the client(s); and, the duty to report the
misconduct or impairment of another professional. Additional limits to confidentiality may occur because
of parental access to the records ofranor; the access of legal guardians to the records of some adults;
access by the courts to mandated reports; and access by third party payers to information for the purpose
of treatment authorization or audit. When confidential information is released third party, the clinical
social worker will ensure that the information divulged is limited to the minimum amount required to
accomplish the purpose for which the release is being made.

(c) Qinical social workers treating couples, families, and gsospek agreement among the parties
involved regarding each individual's right to col
confidentiality of information shared by other parties to the treatment. Clients involved in this type of
treatment dould, however, be informed that the clinical social worker cannot guarantee that all
participants will honor their agreement to maintain confidentiality.

(d) When confidential information is used for purposes of professional education, research, argpioinij

the primary responsibility of the clinical social worker is the protection of the client(s) from possible harm,
embarrassment, or exploitation. When extensive mateisalised for any of these purposes, the clinical
social worker makes every effaxd obtain the informed consent of the client(s) for such use, and will not
proceed if the client(s) denies this consent. Whether or not a consent it obtained, true identity of the
client. Any such presentation will be limited to the amount necessanti@ptofessional purpose, and will

be shared only with responsible individuals.
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(e) The development of new technologies for the storage and transmission of data poses a greater danger
to the privacy of individuals. Clinical social workers take speciahptieas to protect the confidentiality of
material stored or transmitted through computers, electronic mail, facsimile machines, telephones,
telephone answering machines, and all other electronic or computer technology. When using these
technologies, disoure of identifying information regarding the client(s) should be avoided whenever

possible.

From the Clinical Social Work Association Code of Ethicg; Q997 .
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Appendix 3 Enforcement of HIPAA Violations
(From the Offce of Civil Rights Enforcement Statistics for
HIPAA ViolationsDecember, 2018

http://www.hhs.gov/ocr/privacy/hipaa/enforcement/highlights/index.html

Enforcement Highghts
(As of December 31, 2013)

The HIPAA Privacy Rule is a set of federal standards to protect the privacy of patients' medical records and
other health information maintained by covered entities: health plans, which include many governmental
health pragrams, such as the Veterans Health Administration, Medicare and Medicaid; most doctors,
hospitals and many other health care providers; and health care clearinghouses. These standards provide
patients with access to their medical records and with significantrol over how their personal health
information is used and disclosed. Compliance with the standards was required as of April 14, 2003 for
most entities covered by HIPAA. On that date, OCR began accepting complaints involving the privacy of
personalhealth information in the health care system.

The HIPAA Security Rule establishes national standards for the security of electronic protected health
information. The final rule adopting HIPAA standards for security was published in the Federal Register o
February 20, 2003. This final rule specifies a series of administrative, technical, and physical security
procedures for covered entities to use to assure the confidentiality of electronic protected health
information. The standards are delineated intother required or addressable implementation
specifications. Compliance with the standards was required as of April 20, 2005, for most entities covered
by HIPAA. The authority to administer and enforce the Security Rule was transferred to OCR on July 27,
2009.

Enforcement Results as of the Date of This Summary

A HHS / OCR has investigated and resolved over 22,026 cases by requiring changes in privacy practices
and other corrective actions by the covered entities. Corrective actions obtained by HHS fran thes
entities have resulted in change that is systemic and that affects all the individuals they serve. HHS has
successfully enforced the HIPAA Rules by applying corrective measures in all cases where an
investigation indicates noncompliance by the coveretitgnOCR has investigated complaints against
many different types of entities including: national pharmacy chains, major medical centers, group
health plans, hospital chains, and small provider offices.

A In another 9,899 cases, our investigations fomadviolation had occurred.
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A In the rest of our completed cases (52,629) HHS determined that the complaint did not present an
eligible case for enforcement. These include cases in which:

0 OCR lacks jurisdiction under HIPAAsuch as a complaint alleging \aolation prior to the
compliance date or alleging a violation by an entity not covered by HIPAA;

o the complaint is untimely, or withdrawn or not pursued by the filer

o the activity described does not violate the Rulesuch as when the covered entity$ disclosed
protected health information in circumstances in which the Rules permits such a disclosure.

A In summary, since the compliance date in April 2003, HHS has received over 90,001 HIPAA complaints.
We have resolved ninetfipur percent of complaintseceived (over 84,554): through investigation and
enforcement (over 22,026); through investigation and finding no violation (9,899); and through closure
of cases that were not eligible for enforcement (52,629).

From the compliance date to the present,ethcompliance issues investigated most are, compiled
cumulatively, in order of frequency:

Impermissible uses and disclosures of protected health information;

Lack of safeguards of protected health information;

Lack of patient access to their protected hbahformation;

Uses or disclosures of more than the minimum necessary protected health information; and
Lack of administrative safeguards of electronic protected health information.

arwNPE

The most common types of covered entities that have been required ® takrective action to achieve
voluntary compliance are, in order of frequency:

Private Practices;

General Hospitals;

Outpatient Facilities;

Health Plans (group health plans and health insurance issuers); and,
Pharmacies.

arwWNE

Security Rule Enforcement Resslilas of the Date of This Summary

A With regard to the subset of complaints specifically pertaining to the Security Rule, since OCR began
reporting its Security Rule enforcement results in October 2009, HHS has received approximately 777
complaints alleging violation of the Security Rule. During this period, we closed 584 complaints after
investigation and appropriate corrective action. As of December 31, 2013, OCR had 258 open
complaints and compliance reviews.
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Appendix 3

Enforcement Results by GWSCSW States/Juriszhs (12/31/10)

Enforcement Results Washington DC Enforcement Results Virginia
April 14, 2003 through December 31, 2010 April 14, 2003 through December 31, 2010
::}
[T — NN [ — m— ]

Resolved After Intake and Review Resolved After Intake and Review

Corrective Action Obtained Corrective Action Obtained
No Violation No Violation

Enforcement Results Maryland

April 14, 2003 through December 31, 2010

T — T
Resolved After Intake and Review
Corrective Action Obtained
No Violation
{CFM1070926.DOC;5/99910.002222/} 83

© 2014 Clinical Social Work Association



Appendix 2

B Number of Complaints

Complaints Received by Calendar Year

T——

| 11,250 10443

2012

2011

8,764

2010

7,587

2009

7,362
6,866
6,534
II |\ 3,742
2006

—*

8,221

2007 2005 2004 Partial 2003
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Appendix 4

U.S. Department of Health and Human Services
Office for Civil Rights [found on disc]

Standards for Privacy of Individually Identifiable Health Information (45 CFR Parts 160 and 164)
Regulation Text (Decembe822000) as amended:
Part 160 (May 31, 2002)

Parts 160, 164 (August 14, 2002)
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Appendix 5 Matrix for GAP Analysis

HIPAA Privacy Requirement: _
YES NO Secion Reference

GAP Analysis and Timeline

1. Have you designated, in writing, a Privacy Official to carry
the requirements of the HIPAA privacy standards?

2. Have you designated, in writing, an individual as the conta
person for complaints and for providing privacy informatio

3. Do you have a process that assures Notices of Privacy
Practices is available to each appropriate individual?

4. Have you developed a process that acknowledges receip
the Notice of Privacy Practices (NPP) document in writing

5. Have you includethnguage in your Notice of Privacy
Practices stating the right to change a privacy practice? If
do you have a policy for how to distribute changes in privg
practice?

6. Do your existing consent and authorization to release
information forms referese the NPP and are you aware of
the types of information you can release without consent
authorization forms?

7. Do you have a method for carefully reviewing the Use an
Disclosure of Protected Health Information (PHI) in the fir
meeting with cliens? Are you familiar with the rights of
clients to restrict the use of PHI? Finally do you understar

that you are not necessarily required to agree with the
ractrictinn?
8. Does your Authorization document contain all the require

elements for Disclosuref PHI? This includes:

A A specific description of the information to be disclosg

A The name or other specific identification of the persor
making the request

A Expiration date (note Research)

A A statement of the Indiyvy

A Statement that ifiormation Used or Disclosed may be
subject to redisclosure

A Signature and date

A If signed by a representative, a description of the

authority.

9. Does your NPP clearly state that you may disclose limiteg
but must allow individual to object under limitde
circumstances?

10. Are you familiar with the special circumstances that woul
allow for the Disclosure of PHI without Authorization and
you have policies that outline these restrictions?

11. Are clients notified of uses and disclosures that may bdean
routinely or without Authorization?
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HIPAA Privacy Requirement:

GAP Analysis and Timeline

YES NO Section Reference

12.

HIPAA allows release of limited PHI without authorization
fundraising. Do you have a policy and disclosure informat
that addresses this issue?

13.

Do you have an optut procedure allowing clients to
withdraw their information form fund raising activities?

14.

Do you currently maintain a record of disclosure of PHI in
case record?

15.

Have you identified youBusiness Associaend determine
where a contract must be in place?

16.

Do you maintain recomslfor at least six years?

17.

Do you have language in your NPP that clients have the
to access their PHI along with policies about accessing th
information?

18.

Are you aware of your rights and obligations when individ
requests an amendment ttheir case record?

19.

Do you have a process in place for clients to amend their
record?

20.

Can you accommodate clients who request to receive PH
an alternative location or by alternative means?

21.

Do you understand the HI P4
Necssary” for PHI di scl osu

22.

Are you aware odf dehe¢i conad
19 identifiers, the absence of which frees PHI for disclosu

23.

Do you understand what a Limited Data Set is and when
Disclosure is permissible?

24.

Do you keepecords of HIPAA training sessions?

25.

Do you keep attendance records of those training sessiot|

26.

Do you have policies that deal with breaches in
confidentiality?

27.

Are you aware of the consequences of violating breacheg
confidentiality?

28.

Do you have a procedure for handling complaints regardir
your policies and procedures.

29.

Do you have language in your NPP that says clients will 1
asked to waive their rights to file a complaint as a conditic
of treatment?

30.

Have you included langga in your NPP notifying clients o
their right to file a complaint with the Department of Healt
and Human Services?

31.

Have you included language in your NPP about the proce

for filing a complaint and the timeline for doing so?
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HIPAA Privacy Requirement:

GAP Analysis and Timeline

YES NO Section Reference

32.

Are you aware thiaa Covered Entitynay not intimidate,
threaten, coerce, discriminate or retaliate against a client
filing a complaint?

33.

Do you have policies that restrict access to PHI?

34.

Are you (and your staff) aware of the importance of the
consistent handlig of PHI in all aspects (such as telephon
faxing, file handling, public conversations etc.) of practice

35.

Do you have a security policy in place to protect electroni
PHI?

36.

Is there someone designated to develop and implement
Policies and Proceduseo carry out the requirements of thg
HIPAA privacy standards?

37.

Is there someone designated to maintain and update Pol
and Procedures and to carry out the requirements of the
HIPAA Privacy standards as they change?

38.

Are your policies and procedes managed in a way that
would allow employees access to them for the last six ye

39.

Do you have date sensitive standards for all documentati
written or electronic form?

40.

l's staff educated on the ¢
timeline, which provides for a transition period for using
existing consents and Authorizations?

41.

Do you have an action plan for contacting payers to
determine their HIPAA readiness prior to the implementat
date?

42.

Are you familiar with the laws of your $¢aregarding medic
records and other health information?

43.

Does your organization have a process in place to respot
requests for information and documentation from the
Secretary of HHS?

44.

Are employees trained on their responsibility to cooperatg
with the Secretary of HHS regarding all
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Have you designated a Privacy Official to carry out the requirements of the HIPAA privacy standards?

Covered Entitiesnust designate a Privacy Official who is responsible for the development and
implementationof the Policies and Procedures of tbevered Entitand a contact person or office to
receive complaints and provide further information about@wvered Enti@ & LINA @1 O& LINI O A

Is there an employee among your staff designated as the contact perfom complaints and
providing privacy practice information?

Covered Entitiesnust designate a Privacy Official who is responsible for the development and
implementation of the Policies and Procedures ofGleered Entitand a contact person or office to
receive complaints and provide further information about@mvered Enti@ a LINA @1 O& LINI O A

Are you familiar with the requirements regarding Notices of Privacy Practices and do you have a
process for assuring that this information is available toexy appropriate Individual?

Openly display privacy notice in waiting areas. Have copies available. Create or update current policies
to include privacy policy. Post on website if you have Goeered Entitiesnust provide Individuals

with Notice of Privay Practices at the time of first delivery of service after the compliance date. A
Covered Entitynust document compliance with the notice requirements by retaining a copy of each
version of notices issued and, if applicable, any written acknowledgmemézeipt of the notice or
documentation of good faith efforts to obtain such written acknowledgment and reasons why it was
not obtained.

If you are a Direct Treatment Provider have you developed an acknowledgement of receipt of the
Notice of Privacy Praates document and process?

Acknowledgement must be in writing. If you cannot get written acknowledgement, document why you
cannot.

Except in an emergency Treatment situation, a Direct Treatment Provider must make a good faith effort
to obtain a written @&knowledgment of receipt of the notice provided and, if not obtained, document its
good faith efforts to obtain such acknowledgment and the reasons why the acknowledgment was not
obtained.

Are you familiar with the section of the HIPAA privacy regulatioregarding your rights to change
privacy practices and the notification required to do so?

Include language stating the right to change privacy practice. Have a policy for how to distribute
changes in privacy practice, i.e., how will you get it out toppedf aCovered Entithas not reserved
its right to change a privacy practice described in the NoticeCthesred Entitis bound by the privacy
practices stated in the Notice with respect to PHI created or received while the Notice is in effect.
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6. Areyou aware of the Uses and Disclosures of PHI allowed by the regulations to carry out Treatment,
Payment or Health Care Operations (TPO)?

Update existing forms and add language referencing the NPP. Update P&P to include requirements for
obtaining authorizéions. Privacy regulations allow Uses and Disclosure of PHI for TPO, but require
written authorization for almost all other Uses or Disclosures not required by law.

7. Do you fully understand your rights and those of patients who may request restrictionsle Use
and Disclosure of their PHI?

Carefully review uses and disclosure of PHI in first meeting with client. Ask patient to identify
restrictions on PHI. Include language in NPP that patients have the right to request in writing
restrictions on the useand disclosure of PHI and th@bvered Entitys not required to agree with the
restriction. Evaluate you system to determine if the requested restriction is possible given your
information systems. If not, address this inability in the notice.

A CoveredEntity must allow an Individual to request that th@overed Entityestrict the use and
disclosure of PHI:

A Uses or Disclosure for TPO, and
A S5Aa0f2adaNBa LISNXYAGGSR T2N Ay@2ft @SYSyd Ay (GKS L
A TheCovered Entitis notrequired to agree to the restriction.

8. Does your Authorization document contain all the required elements for Disclosure of PHI?

Specify the intended use of PHI in an authorization form. Indicate in the document that authorizations
are for release of igrmation that is not TPO. In general, but with specific exceptions, written
Authorization is required for any Use or Disclosure of PHI not for TPO. Core elements of an
Authorization are:

A specific description of the information to be disclosed

The name pbother specific identification of the person(s) making the request

Expiration date (note Research)

I A0F0SYSyd 2F (GKS LYRA@GARZ £ Qa NARIKG (2 NBEO?
Statement that information Used or Disclosed may be subjectdisctosure

Signature and date

If signed bya representative, a description of the authority.

B Do Do Do Do Do Do

9. Is your Notice of Privacy Practices documentation written to clearly illustrate the limited situations
where an Individual has the right to agree or object to the disclosure of information, and is this
information displayed in a visible location?

Update NPP to state that facilities may disclose limited PHI but must allow individual to object under
f AYAGSR OANDdzvyaidl yoSaod al 1S &adz2NBE &2dzNJ agaidsSy Ol y
PHI maybe disclosed by Govered Entitg A § K2 dziT GKS LYRA@GARdzZ £ Q& ! dzi K2 N
directories (for clergy and other visitors), or to update family members and others involved in the
LY RAGARdZE £ Q& OF NBZ LINE JA RIS i advdnée tolopjeRth OA Rdzk £ A a 3 A
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10. Is your Workforce familiar with the special circumstances that would allow for the Disclosure of PHI
without Authorization?

Develop detailed policies outlining each of these uses and disclosures with elements necessary for
conpliance. Include in NPP organizations duty to use and disclosure other than TPO without
authorization in limited circumstances pursuant to HIPAA standar@overed Entitynay (must) use

or disclose PHI without written Authorization of the Individuahgndertain limited circumstances, such

as those required by law or public health activities.

11. Are patients notified of uses and disclosures that may be made routinely or without Authorization?

Develop detailed policies outlining each of these uses amibslises with elements necessary for
O2YLX Al yOSe® LyOftdzRS Ay (GKS btt GKS 2NHIFIYATIIGA2YC
authorization in limited circumstances.Govered Entitynay (must) use or disclose PHI without written
Authorizationof the Individual in the certain limited circumstances, such as those required by law or
public health activities.

12. Do you know what PHI may be used for Furaising activities?

Inform individuals of their right to opt out of this by including a statetr@nchoice. Include policy.
Covered Entitiemmay use limited PHI (demographics and dates of service), without Authorization, for
Fundraising activities.Covered Entitiesnay use or disclose to Business Associater to an
institutionally related foundabn, PHI for the purpose of raising funds.

13. Do you have an opbut procedure that allows patients to withdraw their information from Fund
raising activities?

Inform individuals the right to opt out of fundraising activiti€overed Entitiemnay use limied PHI
(demographics and dates of service), without Authorization, for faisdhg activitiesCovered Entities
may use or disclose to Business Associata to an institutionally related foundation, PHI for the
purpose of raising funds.

14. Are you currenly documenting medical record disclosures on your patients?

Maintain records of disclosures of PHI outside of TPO. Include dates of release, description of info
released and to whom it was released. Incorporaty R A @igh dalrdcava record of dissure of

PHI in NPP for six years beginning April 14, 2003. An Individual has the right to receive an accounting of
the Disclosures of their PHI made by tbevered Entityn the six years prior to the request with
exceptions for TPO and certain othecginstances.

15. Can you identify the situations where Business Associat€ontract must be in place?
Identify BA and contact them to determine HIPAA awareness. Revise or create contracts to include

HIPAA requirements for PHI. H&siness Associaesign ontracts. Disclosures of PHI may be made
to Business Associaevhere aBusiness Associa@ontract is in place.
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16. Are your medical files and/or management system data retained for at least 6 years?

The individual has a right to inspect and copy his ophatected health information (PHI), in whole or

in part, for as long as th€overed Entitynaintains the information. Include language in NPP that
clients have right to access PHI. Record requests to access information in the file. Develop P&P for
handling requests for access including review process if access is denied. Develop P&P for access to
electronic information.

17. Are your medical files and/or patient information systems managed in a way that allows for patient
inspection and/or release of files?

Include language in NPP that clients have the right to access their PHI. Record requests must be
R20dzyYSyGdSR Ay (GKS AYRAODGARdzZ ft Qa FTAESP® ¢KS AYRADAF
health information (PHI), in whole or in part, for amd as theCovered Entitymaintains the
information.

18. Are you aware of your obligations and rights should an individual request amendments be made to
PHI in the Designated Record Set?

An Individual has the right to haveGovered Entitamend his or hert in a Designated Record Set for
as long as th€overed Entitynaintains the information.

19. If yes, do you have a process in place for doing so?

An Individual has the right to haveCGovered Entitamend his or her PHI in a Designated Record Set for

as lng as theCovered Entity Ay il Ayad GKS AYyF2N¥IFGA2Yyd LyOf dzRS
NPP and indicate process for making this change. Implement procedures to approve or deny
amendments to Designated Record Sets or to resolve disputes andetdcapproval or denial in the

record.

20. Do you have a mechanism in place to accommodate those Individuals that may request to receive
communications of PHI by an alternative means or at an alternative address?

A Provider must permit Individuals to requesind must accommodate reasonable requests by
Individuals to receive communications of PHI by the Provider by alternative means or at alternative
locations. Verify contact information. Include in P&P when you are willing to provide health information
to analternative address or by alternative means.
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21,52 @&2dz FYRKk2NJ @2dzNJ adl¥F KF@S | O2YLX SGS  dzyRS|
bSOSaal NBEé¢ TFT2NJ OF NA2dza 5Aa0f2adNBa 2F t1 LK

A Covered Entitymust limit Use or Disclosure of PHI to the Minimum Necedsaparry out the

intended purpose of the request. Establish level of access each individual in workforce has to PHI to

complete job. Establish access levels to PHI using passwords and logins as determined by job duties.

Update policies governing use andaosure of PHI, such as for claims payment limiting info to that

required for a specific billing event. Use examples to train employees on Minimum Necessary

requirements. Make sure manuals have P&P for dealing with infractions. Develop procedures

implemerting the Minimum Necessargquirement eg ensure that reports that are sent outside agency

have only the MN information to comply with the nature of the request.

22. Are you aware of the 19 identifiers that dalentify PHI data and frees the data for disclag®?

a. Individual health information loses its HIPAA protections and may be used or disclosed freely if it
cannot be used to identify an individual. Implement a policy that requires senior level authorization
for release of dédentified PHI. Develop a chéisk of the 19 identifiers for dientifying PHI.
Review existing reports to see if any of the 19 identifiers are present. Evaluate recipients need for
the information. If identifiers are present determine need and create BA relationship. Find out if
software vendors provide déentifiers as a feature.

Other requirements relating to uses and disclosures of protected health information.

Standard: dedentification of protected health information. Health information that does not
identify an individual ad with respect to which there is no reasonable basis to believe that the
information can be used to identify an individual is not individually identifiable health information.

Implementation specifications: requirements foridentification of protectechealth information.
A Covered Entitymay determine that health information is not individually identifiable health
information only if:

1. A person with appropriate knowledge of and experience with generally accepted statistical and
scientific principles anchethods for rendering information not individually identifiable:

2. Applying such principles and methods, determines that the risk is very small that the
information could be used, alone or in combination with other reasonably available
information, by an aticipated recipient to identify an individual who is a subject of the
information; and

3. Documents the methods and results of the analysis that justify such determination; or

94 {CFM1070926.DOC;5/99910.002222/}
© 2014 Clinical Social Work Association



b. The following identifiers of the individual or of relatives, employers, oreinmld members of the
individual, are removed:

A
A

o

Do Do Do Po Po Do Do o o o o Jo Do Po Po

Names;

All geographic subdivisions smaller than a State, including street address, city, county, precinct,
Zip code, and their equivalent geocodescept for the initial three digits of a zip code fif,
accordng to the current publicly available data from the Bureau of the Census:

A The geographic unit formed by combining all zip codes with the same three initial digits
contains more than 20,000 people; and

A The initial three digits of a zip code for all suchggaphic units containing 20,000 or fewer
people is changed to 000.

All elements of dates (except year) for dates directly related to an individual, including birth
date, admission date, discharge date, date of death; and all ages over 89 and all elefments
dates (including year) indicative of such age, except that such ages and elements may be
aggregated into a single category of age 90 or older;

Telephone numbers;

Fax numbers;

Electronic mail addresses;

Social security numbers;

Medical record numbers;

Health plan beneficiary numbers;

Account numbers;

Certificate/license numbers;

Vehicle identifiers and serial numbers, including license plate numbers;

Device identifiers and serial numbers;

Web Universal Resource Locators (URLS);

Internet Protocol (IP) addss numbers;

Biometric identifiers, including finger and voice prints;

Full face photographic images and any comparable images; and

Any other unigue identifying number, characteristic, or code except as permitted by paragraph
(c) of this section; and

c. TheCovered Entitgdoes not have actual knowledge that the information could be used alone or in
combination with other information to identify an individual who is a subject of the information.
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23.

24.

25.

26.

27.

28.

Do you and your staff understand what constitutes a Limited Bafet and when Disclosure is
permissible?

A Covered Entitynay use or disclose a Limited Data Set if @fowered Entitgnters into a Data Use
Agreement with the Limited Data Set recipienCévered Entitynay use or disclose a limited data set

only of he CE obtains satisfactory assurance in the form of a Data Use Agreement. It must include the
requirement that the recipient use or disclose the PHlIlifoited purposes. This remains PHI and
protected by privacy regulations and MN restrictions but it dozsneed to be tracked for accounting

to the individual.

Do you currently hold training sessions (or staff meetings) to facilitate PHI training?

A Covered Entitynust train members of its Workforce about ti@overed Enti@a t 2f A OA Sa
Procedures foPHI and document that training has been provided. Provide training to personnel about
PHI. Identify P&P that deal with PHI and cover those policies. Document training employees have taken.
Conduct PHI training upon hiring and provide annual updates. Hapgees sign documentation of
completion of update training.

Do you maintain records of those in attendance at training sessions?

A Covered Entitymust train members of its Workforce about ti@overed Enti@ad t 2f A OA S &
Procedures for PHI and docurhéimat training has been provided.

Do you have a policy in place designed to handle a breach in confidentiality?

A Covered Entitynust have and apply appropriate sanctions against its employees who fail to comply
with the Covered EntiQa LINRK O¢ &nd Procedirdsh tBe regulations. Specify in employee
manual penalties for privacy infractions. Review at hiring and refresher trainings.

I NB @2dz FyR @2dz2NJ 2FFAOS adlFF ¢ NB 2F GKS NI YAT
new Standads?

A Covered Entitynust have and apply appropriate sanctions against its employees who fail to comply
with the Covered Enti® & LINA @ O& t 2f AOAS&a |yR t NPOSRdzZNBa 2NJ
at hiring and retraining.

Does your organizatin currently have a course of action for complaints?
A Covered Entitynust provide a process for individuals to make complaints concerning its Policies and

Procedures regarding its compliance with the requirements of the regulation. Include steps im NPP t
file complaints. Be sure to document complaints and their nature.
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29.

30.

31.

32.

33.

Do you convey objective behavior and/or opinions regarding complaints?

A Covered Entitynay not require an individual to waive his or her right to file a complaint with the
DHHS as a odition of Treatment, Payment, and enrollment in a Health Plan, or eligibility for benefits.

Include language in Policies and Procedures and in the NPP that clients will not be asked to waive rights
to receive treatment.

Have you included in your Noticef Privacy Practices the right for Individuals to file a complaint with
the Secretary of HHS?

Any person who believes that@overed Entitys not complying with the applicable requirements of
HIPAA may file a complaint with the Secretary of HHS. Inaladetion in NPP on complaints.

Have you included in your Notice of Privacy Practices the process by which individuals may file a
complaint with the Secretary of HHS?

A complaint must be filed within 180 days of when the complainant knew or should hawe khat

the act or omission complained of occurred unless the HHS Secretary for good cause shown waives the
time limit. Be sure to include time frame for filing a complaint, the fact that it must be in writing and
AyOf dzRS GKS SydAaiteqQa yrYSo

Is your staf encouraged to report areas of potential neeompliance with the new Standards?
A Covered Entitynay not intimidate, threaten, coerce, discriminate or retaliate against an Individual.

LyOfdzRS Ay GNIAYAY3AI Yyl 3SYSoniptvacy. T o &taffliik & 2 F
make sound decisions, to follow procedures and report to privacy officer any problems. You cannot take
action against anyone who files complaint (employee) or is participating in an investigation. Individuals

can choose ndb participate in any action they believe is illegal as long as it is reasonable and does not
involve a disclosure of PHI that is unlawful.

Do you have policies in place to secure and restrict access to PHI consistent with HIPAA
requirements?

A Covered ity must have in place appropriate administrative, technical, and physical safeguards to
protect the privacy of PHI and reasonably safeguard PHI from any intentional or unintentional Use or
Disclosure, or violation of the requirements of the regulatitave staff sign confidentiality
agreements. Include security awareness as part of initial training and update. Lock file cabinets
containing PHI. Train staff to limit conversations containing PHI to private locations.
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34.

35.

36.

37.

38.

39.

Is your staff aware of the importane of consistent confidentiality practices when handling files,
answering the phone, faxing, etc.?

A Covered Entitynust have in place appropriate administrative, technical, and physical safeguards to
protect the privacy of PHI and reasonably safeguardffdi any intentional or unintentional Use or
Disclosure, or violation of the requirements of the regulation. Use logins and passwords, secure
computers, and assure that natectronic PHI is secured.

Do you have a security policy to protect electronic dieal information?

A Covered Entitynust have in place appropriate administrative, technical, and physical safeguards to
protect the privacy of PHI and reasonably safeguard PHI from any intentional or unintentional Use or
Disclosure, or violation of thequirements of the regulation. Againse logins and passwords, make
sure computers are secured from unauthorized use, and assure that accessdteatmmic PHI is
secured.

Is there an employee among your staff designated to develop and implement Radicand
Procedures to carry out the requirements of the HIPAA privacy standards?

A Covered Entitynust develop and implement Policies and Procedures relating to PHI that are designed
to comply with the elements of the regulations. Standards are scalabksgure that Policies and
Procedures are relevant to the organization and the amount of PHI contained therein.

Is there an employee among your staff designated to maintain and update Policies and Procedures
and to carry out the requirements of the HIPARrivacy and Security Standards?

A Covered Entitynust revise its Policies and Procedures as necessary and appropriate to comply with
changes in the law or regulations, when it changes a privacy practice that is stated in its Notice of
Privacy Practicesyavhen a security practice changes.

Are your policies and procedures managed in a way that would allow employees access to them for
the last six years?

A Covered Entitynust maintain its Policies and Procedures in written or electronic form for six years
from the date of its creation or the date when it last was in effect, whichever is later. Make copies
available to employees and update annually. Make electronic copy available when possible and index in
such a way that employees can tell which is cutrent

Do you have date sensitive standards for all documentation in written or electronic form?
A Covered Entitynust retain documentation required by regulation for six years from the date of its

creation or the date when it last was in effect, whichever is Gt SNX» / 2y &aA RSNJ & LJdzNEB S
electronic documentation at six years unless state law requires you to keep it longer.
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40.L a4 @2dzNJ ait+FF SRdzOFGSR 2y (GKS 2NBFYATFGA2YyQa | L
transition period for usingexisting consents and Authorizations?

ACovered Entity @ O2y lUAydzS (42 dzaS 2NJ RAaoOft2asS |y AYRAQD
Authorization prior to the compliance date of the regulation. Train employees to understand this.

41. Do you have an etion plan for contacting payers to determine their HIPAA readiness prior to the
implementation date?

Health Care Providers, Clearinghouses, and most Health Plans must comply with the regulations no
later than 24 months after the effective date of thealinule as published in the Federal Register. While
sole practitioners who are ndovered Entitieare not required to comply with HIPAA rules, prudent
clinicians will educate themselves and be in compliance.

42. Are you familiar with the laws of your Stateegarding medical records and other health information?

Conflicting State Law is preempted, with certain restrictions. In particular, State Laws that are More
Stringent than the regulations may take precedence. There are four exceptions to this gdaeral ru

A The Secretary of HHS determines that the State Law, regulation, or rule is necessary to prevent
fraud and abuse related to the provision of or payment for health care;

A To ensure appropriate State regulations of insurance and Health Plans to the expeassly
authorized by statute or regulations;

A For State reporting on Health Care delivery or cost; and

A For purposes of serving a compelling need related to public health, safety, or welfare or if the
Secretary of HHS determined that an intrusion privacy is warranted as determined by the need.

¢tKS OoONRIFIRSalG 2F G(GkKSasS SEOSLIiAzZ2ya Aa GKS SEOSLIIA
regulation. A State Law is More Stringent when it (1) prohibits or restricts a Use or Disclosure that the
NEJdzt F §A2y g2dzf R LISNXYAGT 6w0 ANFYyGA INBIFGSNI NAIK
(3) provides for a greater amount of information to be disclosed to an Individual upon request; (4)
requires more narrowly focused or limited consentauthorization; (5) requires more detailed record

keeping; or (6) provides any other greater privacy protection.

Be aware of state laws. Consult with an attorney to determine which laws are more stringent.
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43.

44,

Does your organization have a process in plaae respond to requests for information and
documentation from the Secretary of HHS?

Covered Entitieare required to keep records of HIPAA compliance and submit compliance reports in
such time and manner and containing such information as the Secret&tli®fmay determine to be
necessary to enable the Secretary to ascertain whethe€theered Entithas complied or is complying

with the applicable requirements of the regulations. Develop summary document that outlines HIPAA
activities of the organizatiorMaintain all documentation in the event of a request from HHS.

Are employees trained on their responsibility to cooperate with the Secretary of HHS regarding all
investigations or compliance reviews?

It is the responsibility of @overed EntityCE) tacooperate with the Secretary of HHS in investigations

or compliance review of policies, procedures, or practices of a CE. A CE must permit access by the
Secretary of HHS during normal business hours to its facilities, books, records, accounts, and other
saurces of information, including PHI, that are pertinent to ascertaining compliance with the General
Administrative Requirements of the HIPAA privacy rule (Part 160 of the regulation) and the standards,
requirements, and implementatiomspecifications of Rracy of Individually Identifiable Information
provisions of the regulations (Part 164, Subpart E of the regulation). If the Secretary determines that
exigent circumstances exist, such as when documents may be hidden or destr@mered Entity

must pernit access by the Secretary at any time and without notice. Organizations need to be prepared
to provide accurate and updated documentation of all HIPAA privacy related policies, requests, use, and
disclosures, etc. in the event that a patient files a camplwith the Secretary of HHS. Inform
employees of their need to cooperate with HHS.
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Appendix 6
Matrix for Risk AssessmergtHIPAA Privacy
and Security Rules

REQUIREMENTS FOR IMPLEMENTATION

Chain of trust partner agreement

Contingency plan (alklied 1 Applications and data criticality analysis. Data backu
implementation features must be plan.

implemented). . .
P ) 91 Disaster recovery plan. Emergency mode operation

plan. Testing and revision.

Formal mechanisms for processing

records:
Information access aurol (all listed Accessuthorization. Access establishment. Access
implementation features must be modification.

implemented)

Internal audit

Personnel security (all listed 1 Assure supervision of maintenanpersonnel by
implementation features must be authorized, knowledgeable person.
implemented _ o
P ) 1 Maintenance of record of access authorizations.
1 Operating, and in some cases, maintenance personn
have proper access authorization. Personnel
clearance procedure.

9 Personnel security policy/procedure. Systasers,
including maintenance personnel, trained in security.

Security configuration mgmt. (all listed 1 Documentation.
implementation features must be

implemented) 1 Hardware/software installation & maintenance review

and testing for security features.

1 Invertory. Security Testing. Virus checking.

Security incident procedures (all listed Report procedures. Response procedures.
implementation features must be
implemented)

Security management process (all 1 Rik analysis.
listed implementation features must

be implemented) 1 Risk management. Sanction policy.

9  Security policy.
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REQUIREMENTS FOR IMPLEMENTATION

Termination procedures (all listed 1 Combination locks changed. Removal from access lis
implementation features must be

implemented) 1 Removal of user accous).

1 Turn in keys, token or cards that allow access.

Training (all listed implementation 1 Awareness training for all personnel (including mgmt)
features must be implemented) - . .
91 Periodic security reminders.
1 User education concerning virus protection. User
education in importance of monitoring log in
success/failure, and how to report discrepancies.

9 User education in password management.

PHYSICAL SAFEGUARDS TO GUARD DATA INTEGRITY,
CONFIDENTIALITY, AND AVAILABILITY

Assigned security responsibility

Media ®ntrols (all listed 1 Access control.
implementation features must be A tability (tracki hani Data back
implemented) i ccountability (tracking mechanism). Data backup.

9 Data storage. Disposal.

Physical access controls (limited 1 Disaster recovery. Emergency mode operation.
access) (all listed implementation

features must be implemented) 1 Equipment control (into and out of site). Facility

security plan.

1 Procedures for verifying access authorizations prior t
physical access. Maintenance records.

1 Needto-know procedures for personnel access.
9 Signin for visitors and escort, if appropriate.

I Testing and revision.

Policy/guideline on work station use

Secure work station location

Security awareness training
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REQUIREMENTS FOR IMPLEMENTATION

TECHNICAL SECURITY SERVICES TO GUARD DATA INTEGRITY,
CONFIDENTIALITY, AND AVAILABILITY

Access control (The following
implementation feature must be
implemented: Procedure for
emergency access. In addition, at least
one of the following three
implementation features must be
implemented: Contexbased access,
Rolebased access, Usbased access.
The use of Encryption is optional)

1 Contextbased access. Encryption.

1 Procedure for emergency access. Rodesed access.

1 Userbased access.

Audit controls

Authorization control (At least one of
the listed implementtion features
must be implemented)

Rolebased access. Usbased access.

Data Authentication

Entity authentication (The following
implementation features must be
implemented: Automatic logoff,
Unique user identification. In addition,
at least one of thether listed
implementation features must be
implemented)

=A =4 =4 =4

Automatic logoff. Biometric.

Password. PIN.

Unique user identification.

Telephone callback. Token.

TECHNICAL SECURITY MECHANISMS TO GUARD AGAINST UNAUTHORIZED
DATA THAT IS TRANSMITTMER A COMMUNICATIONS NETWORK

1.Communications/network controls (The
following implementation features must be
implemented:

2.Integrity controls, Message authentication.

3.If communications or networking is
employed, one of the following
implementation featuresnust be

the following four implementation features
must be implemented:

implemented. In addition, if using a network,

= =4 -4 -4 -8 -a -9

Access controls. Alarm.

Audit trail. Encryption.

Entity authentication. Event reporting.
Integrity controls. Message authentication.
Access controls, Encryption. Alarm.

Audit trail.

Entity authentication Event reporting.
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Appendix 7

HIPAA Ten Years Latéx:New Initiative for Expanding Enforcement
United States Attorneys Bulletin, July, 2007

PaulJ. McNulty Deputy Attorney General
Department of Justice William W. Mercer
Acting Associate Attorney General

I. Executive summary

As we commemorate ten remarkably successful year
implementation of the Health CarFraud and Abuse Control program included in the Health Insurance
Portability and Accountability Act of 1996, Pub. L.-104, the Department is launching a renewed
commitment to its critical health care adtiaud effort. Over the course of the past &&n months, the

leadership of the Department has been focused on aggressively pursuing new sources of funding for our
health care fraud and pharmaceutical fraud enforcement efforts. This memorandum will outline the results

of those efforts and chart the cwse for the reinvigoration and expansion of our work in this important

area of law enforcement.

We wi | | provide funding for thirteen civil l'itiga
Civil Division, and up to three civil litiges for the Office of Consumer Litigation. The addition of these

new civil litigators will help our districts and divisions address and resolve pending False Claims Act (FCA)
and other civil health care and pharmaceutical fraud cases. We are also sstiitegseparate additional
funding for civil health care fraud Ilitigation su
Division.

On the criminal front, we will provide additional funding for criminal health care fraud litigation support
expenses for al | u. S. Attorneys’ of fices. We wi | |
Attorneys’ of fices involved in the three Strike F
Strike Forces will target areas of theuotry experiencing high levels of health care fraud, including

durable medical equipment suppliers engaged in fraud and home health care providers engaged in fraud.

The Office of Consumer Litigation will also receive two additional criminal prosecutmskoon pending

Food and Drug Administration cases and other pharmaceutical fraud matters.

We will provide funding for the Civil Rights Division to continue its monitoring and enforcement work
involving publicly run nursing homes and hospitals. We vatl abntinue our support for the Elder Justice

and Nursing Home Initiative by funding nurse consultants to support our faifucare cases and funding
ongoing research projects that are makingportant contributions to the field of elder abuse. Finalllge
Federal Bureau of Investigation (FBI) will receive new funding and resources for their health care fraud
investigations.
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By giving the districts and our components an immediate infusion of new funding and resources, we will
build on our past accomghments and continue to grow our efforts to protect the financial integrity of our
publicly funded health care programs and continue to ensure the safety of the medical products and
services we receive.

I. Ten years of accomplishments

The HIPAA establied the Health Care Fraud and Abuse Control Program (HCFAC), a comprehensive
program to combat fraud and abuse in health care. The Program was designed to be jointly administered
by the Attorney General and the Secretary of the Department of Health andakuservices (HHS) to
ensure the agencies coordinate their efforts in fighting fraud. HIPAA annually appropriates monies from
the Medicare Trust Fund to an expenditure account, called the HCFAC account, for use in HHS and
Department antifraud efforts. Befoe the funds are disbursed, the Attorney General and the HHS Secretary
must jointly certify that the funds are being distributed and used in a manner consistent with the intent
and purposes of HIPAA. What was revolutionary about HIPAA from an enforceenspégtive was that it
established mandatory funding streams for the Department and the FBI to support dedicated prosecutors,
litigators, and investigators pursuing health care fraud cases. HIPAA provided the appropriated funds which
would grow each yearntil 2003. This meant that, until 2003, the Department could count on increasing
resources to pursue health care fraud and pharmaceutical fraud cases and keeping expanding its
enforcement efforts.

The growth the Department experienced in health care frauk since 1997 is remarkable. Over the last

ten years since the HCFAC program was created, the Department has significantly increased the number of
civil and criminal matters it is pursuing. In FY 2006, the Department convicted 547 defendants of health
care fraud offenses, the highest number to date. This represents about a 50% increase in convictions since
the start of the HCFAC program in 1997.

On the civil side, last year the Department filed or intervened in 217 new civil health care fraud cases,
which represents an increase of about 155% since the program started in 1997. Last year was also a record

year for civil recoveries. The u. S. Attorneys’
settlements totaling over $3.2 billion in fraud re@ies. Of that amount, $2.2 billion came from health
care fraud cases. I n the past seven year s, attorn

recovered over $5 billion in pharmaceutical matters, including over $1.2 billion in fismak986 alone.
This included

$704 million obtained from the Swiss biotechnical corporation, Serono, S.A., in a series of cases involving
off-label marketing and kickbacks. The Department also obtained $435 million to resolve sirAidredff

claims withScheringP | ou g h . Heal th Care continues to be the
litigation under the FCA, accounting for more than 53% of the 5,643 qui tam cases filed since 1986 overall.

In the past three years, healthre recoveries have averageti% of the total FCA recoveries the
Department sees each year.
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[I. The importance of our health care fraud work

Heal th <care fraud remains one of the Department’
enforcement, involving each of its ninetgu r U. S. Attorneys’ of fices, t he
the Civil Division, the Civil Rights Division, and the FBI. Our efforts are essential to preserving the financial
integrity of our nation’s healt hputdhe health efps titkems and
in jeopardy. This work requires close cooperation with our partners at the Department of Health and
Human Services Office of Inspector General (OIG) and the Centers for Medicare and Medicaid Services.

The kinds of cases thBepartment has pursued over the last year alone reflect the breadth of law
enforcement work the Department routinely undertakes. We are prosecuting individuals operating sham
durable medical equipment companies that are literally stealing money from tbdiddre program—
money that could otherwise be spent on providing health care for our elders. We are keeping
pharmaceutical companies accountable by ensuring that they follow the law in the way they market and
distribute their drugs and refrain from payikdickbacks to doctors in exchange for writing prescriptions.
We are keeping hospitals accountable by ensuring that they do not fraudulently submit inflated bills to the
Medicare program through upcoding or by requesting outlier payments (special payméesied to
defray the expense of the most costly cases) for all their patients. We are investigating nursing homes
where residents are dying from malnutrition and infected bedsores, and we are prosecuting the nursing
home owners who fail to provide adequatare for the residents.

In every case, our paramount concern is patient harm. Many of the fraud schemes we see are being
perpetrated by people who have no regard for the health of the beneficiaries and are willing to put lives at
risk in order to line tkir pockets. We saw this with the doctor who was diluting chemotherapy drugs being
administered to cancer patients. We saw this with the infusion therapy scams whegositie patients

were being given diluted medication or no medication at all. Thesscwpulous people mar what is
otherwise an honorable and needed serwieearing for the elderly and sick.

Finally, health care fraud is still perceived as a low risk/high reward crime. Playing the odds, the worst that
most people defrauding the system mte can happen to them is they get their provider number taken

away or they have to pay back the money they stol e
continue to test the system and try to find vulnerabilities to exploit unless theaerézal threat of criminal
prosecution.
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Appendix 8
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Appendix 9
Examples of HIPAA Enforcemez@10-12

These case examples of HIPAA Enforcement were retrieved from thartDent f Health and Human
Services website on October 5, 2009 at http://www.hhs.gov/ocr/privacy/hipaa/
enforcement/examples/allcases.html.

They represent the kind of problems for private practitiocnand mental health centers that can result in a
warning or sanction from the Office of Civil Rights.

Entity Rescinds Improper Billing for Medical Record Copies
Covered EntityPrivate Practice Issue: Access

A patient alleged that &overed Entityfailed to provide him access to his medical records. After OCR
notified the entity of the allegation, the entity
him $100.00 for a “records review feeépemistheel | a
imposition of a reasonable cebiised fee that includes only the cost of copying and postage and preparing

an explanation or summary if agreed to by the individual. To resolve this matterCdéivered Entity
refunded the $22W0 fE®E.“records revi

Private Practice Implements Safeguards

Covered EntityPrivate Practice
Issue: Safeguards; Impermissible Uses and Disclosures

A staff member of a medical practice discussed HIV testing procedures with a patient in the waiting room,
thereby dis@osing PHI to several other individuals. Also, computer screens displaying patient information
were easily visible to patients. Among other corrective actions to resolve the specific issues in the case,
OCR required the provider to develop and implementigies and procedures regarding appropriate
administrative and physical safeguards related to the communication of PHI. The practice trained all staff
on the newly developed policies and procedures. In addition, OCR required the practice to reposition its
computer monitors to prevent patients from viewing information on the screens, and the practice installed
computer monitor privacy screens to prevent impermissible disclosures.
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Private Practice Revises Process to Provide Access to Records

Covered EntityPrivate Practices
Issue: Access

A private practice failed to honor an individual?’
record. OCR’s investigation determined that the pr
a Cowered Entityto provide a summary of the record. OCR provided technical assistance otrered

Entity, explaining that the Privacy Rule permit€avered Entityo provide a summary of patient records

rather than the full record only if the requestingdinidual agrees in advance to such a summary or
explanation. Among other corrective actions to resolve the specific issues in the case, OCR required the
Covered Entityo revise its policy. In addition, theovered Entitforwarded the complainant a compke

copy of the medical record.

Private Practice Revises Process to Provide Access to Records

Covered EntityPrivate Practices
Issue: Access

At the direction of an insurance company that had requested an independent medical exam of an
individual, a priate medical practice denied the individual a copy of the medical records. OCR determined

that the private practice denied the individual access to records to which she was entitled by the Privacy
Rule. Among other corrective actions to resolve the sped#fsues in the case, OCR required that the
private practice revise its policies and procedur e
of access regardless of payment source.

Privacy Practice Revises Access Policy

Covered EntityPlivate Practice
Issue: Access

A private practice denied an individual access to
record was created by a physician not associated with the practice. While the amendment provisions of the
Privacy Rle permit aCovered Entity o deny an individual s r@ugewedst f o]
Entity did not create that the portion of the record subject to the request for amendment, no similar
provision | imits indivi dedahealth informatmpri WArmongt other ateps s st |
resolve the specific issue in this case, OCR required the private practice to revise its access policy and
procedures to affirm that, consistent with the Privacy Rule standards, patients have access to their reco
regardless of whether another entity created information contained within it.
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Mental Health Center Corrects Process for Providing Notice of Privacy Practices

Covered EntityOutpatient Facility
Issue: Notice

A mental health center did not provide r@otice of privacy practices (notice) to a father or his minor
daughter, a patient at t he center . lhealthrcentep o n s e
acknowledged that it had not provided the complainant and his daughter with a notice prior toémal

health evaluation. To resolve this matter, the mental health center revised its intake assessment policy and
procedures to specify that the notice will be provided and the clinician will attempt to obtain a signed
acknowledgement of receipt of theotice prior to the intake assessment. The acknowledgement form is

now included in the intake package of forms. The center also provided OCR with written assurance that all
policy changes were brought to the &atdrecand themn o f
disseminated to all staff affected by the policy change.

Private Practice Revises Access Procedure

Covered EntityPrivate Practice
Issue: Access

A complainant alleged that a private practice physician denied her access to her medardky because
the compl ainant had an outstanding balance for
investigation, the physician confirmed that the complainant was not given access to her medical record
because of the outstanding balance. G&8&vided technical assistance to the physician, explaining that, in
general, the Privacy Rule requires thafavered Entitprovide an individual access to their medical record
within 30 days of a request, regardless of whether or not the individual hiaglance due. Once the
physician learned that he could not withhold access until payment was made, the physician provided the
complainant a copy of her medical record.

Private Practice Ceases Conditioning of Compliance with the Privacy Rule

Covered Entjit Private Practice
Issue: Conditioning Compliance with the Privacy Rule

A physician practice requested that patients sig
to Maintain Privacy.” The agr ee memdtly pphlishihgiobairinge d t
commentary about the physician, his expertise,
compliance with the Privacy Rul e. A patient’s

r
patient’ s a gCoeredrisntity ACoweretd Entittas obl i gati on to comply
of the Privacy Rule cannot be condi tCowwredcEhtito n t h
cease using the ©patient agreement ththeaRrivacy dRolel i t i
Additionally, OCR required ti@overed Entityo revise its Notice of Privacy Practices.
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Appendix 10
Jurisdiction/State Privacy Laws (2012)

[These laws were collected by the Georgetown UrsingrPrivacy Project and are summarized here. For
more information, go to  Http://ihcrp.georgetown.edu/privacy/pdfs/statereportl.pdf and
http://ihcrp.georgetown.edu/privacy/pdfs/statereport2.pdf-LWG]

District of ColumbigD.C. Code Ann. §81205.14(a)(16)]

Patient Access-The District of Columbia does not have a general statute that grants patients access to
their health information or medical records. The jurisdiction does statutorily grant access to mental
health records.

Patient Bill of Rights— The D.C. Bill of Rights provides that individual privacy regarding health records
must be protected by laws prdhiting disclosure that may result in a violation of individual privacy.
[D.C. Code Ann., Art. I, Bill of Rights 84.]

Sanctions—A health professional who willfully breaches a statutory, regulatory, or ethical requirement
of confidentiality with respect t@ person who is a patient or client of the health professional, unless
ordered by a court, may be subject to disciplinary action by the pertinent licensing board. [D.C. Code
Ann. § 31205.14(a)(16).]

Mental Health Records-The District of Columbia recogai a physician and mental health care
professionaipatient privilege which allows a patient, in a legal proceeding, to refuse to disclose and to
prevent others from disclosing confidential information that the professional acquired in his
professional capaty that was necessary to enable him to act in that capacity. [D.C. Code Ann. 887
1201.01 (defining mental health professional as including psychiatrists, psychologists, social workers,
and others); 14307.]

Right to Sue-HMOs and their employees who wrgiully disclose confidential health care information
while acting in good faith and without negligence may not be liable for civil damages. [D.C. Code Ann.
831-3426(c).]

Penalties for Privacy Violatiors{HMO) If the commissioner of insurance after follogvappropriate
procedures, determines that an HMO has substantially failed to comply with these provisions, he may

suspend or revoke the HMO's certificate of autho

$1,000 a day for each cause of susgien or revocation. (Individual) Any District of Columbia resident
injured by a violation may institute a civil action to recover actual damages, the costs of the action, and

reasonabl e attorney’'s fees. Act ual ncddinghpaineasd s h al

suffering. [D.C. Code Ann. §3419.]

Copying Feesno regulation
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8.

10.

Privilege—The District of Columbia recognizes a physician and mental health care profegsitiaat
privilege which allows a patient, in a legal proceeding, to refasdisclose and to prevent others from
disclosing confidential information that the professional acquired in his professional capacity that was
necessary to enable him to act in that capacity. [D.C. Code AnAlZBI/01 (defining mental health
professioral as including psychiatrists, psychologists, social workers, and othef®)714

Privacy and HMOsEx cepti ons to the gener al rul e all ow di
carry out the purposes of the statutory provisions governing HMOs; wiseded for the conduct of

the HMO' s business (including to state I|icensing
order for the production of evidence or the discovery thereof; and, to the extent pertinent, in the

event of a claim or litigion between an enrollee/applicant and the HMO. [A] $10,60$50,000
administrative penalty may be imposed if the HMO fails to correct the violation within a reasonable

time of receiving written notice.

Breach Notificatior—none beyond HIPAA ruléHt Aper son’ s first name or fir
or phone number, or address, in combination with one of the following: (1) Social Security number; (2)
driver’s |icense number or District of Columbi a
debit card number; or any other number or code or combination of numbers or codes, such as account
number , security code, access code, or passwor d
financial or credit account.

Maryland

1.

Patient Access-Maryland statutorily grants patients the right of access to their medical records
maintained by health care providers, health care institutions, insurance entities, health maintenance
organizations and other specified entities. [Md. Code Ann., Héadth. 84-301, et. seq.] The records

of mental health patients are subject to additional protections beyond the general requirements for
medical records contained in the Confidentiality of Medical Records Act. The attending provider may
refuse to disclose to thegpt i ent any portion of the medical rec
primary provider of mental health services,” bel
of a patient. [Md. Code Ann., Heal(®en. 88 4303(a); 4304.]

Patient Billof Rights—see #1 and #4

Sanctions—A physician may be disciplined, including revocation or suspension of license, for failing to
provide details of a patient’s medical record t ¢
Ann., Health Occ. § 1404] Similarly, a podiatrist may be disciplined for failing to provide the details

of the medical records of a patient to a licensed health care practitioner or institution or an authorized
insurance carrier on proper request. [Md. Code Ann., Health Occ382.6
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4. Mental Health Records-The CMRA applies to medical records maintained by health care providers, a
term which is defined as including physicians, physician assistants, osteopaths, audiologists, speech
pathologists, licensed nutritionists, dietitiangharmacies, physical therapists, occupational therapists,
acupuncturists, optometrists, chiropractors, registered or licensed nurses, dentists, podiatrists,
psychologists, electrologists, licensed or certified social workers and professional therapistselors
and their agents, employees, officers and directors. [Md. Code Ann., Heahlh 88 4304; 4301(h)

(defining “health care provider” as those | icen:
Health Occupations Article) and Md. Code AhtealthOcc. 8-1 01, et . seq.] The def
care provider?” also includes health care facild.@i

laboratories, outpatient clinics and HMOs. [Md. Code Ann., H&adth. § 4301(h).] Mentahealth

records may also be disclosed without the authorization of the patient in certain other circumstances
including: to the director of a juvenile or adult correctional facility if the recipient has been
involuntarily committed and disclosure is necaigsfor the proper care and treatment of the recipient;

as provided in Md. Code Ann., Cts & Jud. Pro68%by a health care facility to a law enforcement

agency under certain circumstances; by a health care facility to a parent, guardian, next obtiaror
specified individuals to confirm or deny the rec
of process or court order on a facility. Mental health records may be disclosed to family members or
close friends of the patient without ceent unless the patient requests confidentiality. [Md. Code

Ann., HealthGen. § 4305(b)(7).]

5. Right to Sue—Patients have the right to sue and to recover actual damages from health care providers
who knowingly violate the Confidentiality of Medical Recofds. [Md. Code Ann., HealBen. § 4
309(f).] A provider who knowingly refuses to provide a patient access to his own medical records
within a reasonable time (ho more than 21 days after the request) may be liable for actual damages.
[Md. Code Ann., HedltGen. § 4309(a).]

6. Breach Notificatior—Notification is not required if after a goefdith, reasonable and prompt
investigation the entity determines that the personal information of the individual was not and will not
be misused as a result of the breadhafter the investigation is concluded, the entity determines that
notification is not required, the entity shall maintain records that reflect its determination for three
years after the determination is made.

7. Penalties for Privacy ViolatiorsA provicer who knowingly and willfully violates the Confidentiality of
Medical Records Act is guilty of misdemeanor and, on conviction, subject to a fine not exceeding
$1,000 for the first offense, and $5,000 for subsequent convictions. [Md. Code Ann.,-Bealth 4
309(d).]

8. Copying FeesA provider may require the patient to pay a copying fee of 50¢ per page prior to
furnishing the requested material. [Md. Code Ann., Health Gen-3®44c) and (d).] In addition,
providers may impose a fee not to exceed $15 ierichl costs for medical record retrieval and
preparation, as well as the actual cost for postage and handling of the medical record. [Md. Code Ann.,
Health Gen. § 804(c).] These fees are applicable to a medical bill if requested by the patient. [Md.
Coce Ann., Health Gen. 83D4 (amended by 2001 Md. Laws Ch. 265).]

9. Privilege—no specific regulation

10. Private Action—Consumers may bring actions under Title 13 of the Maryland Code, the Unfair and
Deceptive Trade Practices Act.
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11. PHHinclude tax ID number a@HI along with 19 other areas not to be disclosed without permission or
for TPO purposes.

12. Attorney General Notificatior—The Attorney General must be notified prior to notification of
individuals.

Virginia

1. Patient Access-Virginia statutorily requiretiealth care providers to furnish patients a copy of their
medical records. [Va. Code Ann. 83227 . 1: 03.] This requirement appl
that includes physicians, hospitals, dentists, pharmacists, registered or licensed practiaes, nurs
optometrists, podiatrists, chiropractors, physical therapists, physical therapy assistants, clinical
psychologists, clinical social workers, professional counselors, licensed dental hygienists and health
maintenance organizations. [Va. Code Ann. 881322 7. 1: 03 ( B) (def i-88ll ng “p
(defining “health care provider”).] It encompa
or electronically recorded material maintained by a provider in the course of providing health services
to a patient concerning the patient and the ser
substance of any communication made by a patient to a provider in confidence during or in connection
with the provision of health services to a patient. [M@ode Ann. 88 32:127.1:03(B) (defining
“record”) . ]

2. Patient Bill of Rights—see #1
3. Sanctions—o specific monetary or ethical sanctions

4. Mental Health Records-A person who is admitted to a hospital or other facility operated, funded, or
licensed by the Dmartment of Mental Health, Mental Retardation and Substance Abuse Services has
the right of access to his medical and mental records, consistent with his condition and sound
therapeutic treatment. [Va. Code Ann. 8§ 3B4 . 1 ( A) ( 8) ; see a |S&te “Pat
Government,” above.] A patient who is the subje
request and is entitled to receive from the payor a statement as to the substance of the information,
unless the professional or treatment fagilitor both, advise the payor that providing such information
to the patient wi || adversely affect the patien
payor must provide the information to the attorney designated by the patient. [Va. Code8ABint

230.]

5. Right to Sue-A person whose rights under this statute are violated has the right to file a civil action
seeking equitable relief within two years from the date the alleged violation is or should have been
discovered. [Va. Code Ann. 83827 . ] The <court may award costs an
the prevailing party. [Id.]

6. Penalties for Privacy Violatiorsno specific penalties
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7. Copying FeesAn insurance company, HMO or other insurance entity must permit the individual to
inspect aml copy his personal information in person or obtain a copy of it by mail, whichever the
individual prefers, within 30 business days of receiving a written request and proper identification from
an individual. [Va. Code Ann. 8 3®@3(A).] If the personahformation is in coded form, an accurate
translation in plain language must be provided in writing. [Va. Code Ann. 8688(2)(2).] The
insurance entity can impose a reasonable fee to cover copying costs. [Va. Code Anr6@B8B)J

8. Privilege—Virgnia recognizes a number of health care provigatient privileges, which allow a
person, in a legal proceeding, to refuse to disclose and to prevent any other person from disclosing
confidential communications with the health care provider made for theppse of diagnosis or
treatment of a physical or mental condition. [Va. Code Ann. 888019 ( physi cian and o
practitioner o patienth &014002a(licensed pradesstorsgal’ counselor, clinical social
worker or psychologistlient).] Medical records maintained by health care providers are the property
of the provider, or the employer if the health care provider is employed by another health care
provider. [Va. Code Ann. § 54103.3.] Patient records may not be transferredhwihe sale of a
professional practice until an attempt is first made to notify patients of the pending transfer, by mail,
at the patient’s | ast known address, and by p u
circulation wi t hicerarea The notice musti irdoent patientspthrataat their written
request, within a reasonable time, records or copies can be sent to anothenelikgated provider of
the patient’s choice or-2405stroyed. [Va. Code Ann

9. Private Action—Though geerally enforced by the Attorney General, nothing in the data breach
notification statute will preclude recovery of economic damages.

10. Breach Notificatior—Medical Information Breach Notification Statute: For an authority, board,
bureau, commission, disti or agency of the state or of any political subdivision of the state, or

agencies in the state supported wholly or princi
Breach Notification statute may apply. The statute applies to Medical infarroah . “Medi ce
information” means the first name or first initi
any information regarding an individual’'s medi c

condition, or medical treatment or diagnoss by a heal th care profession:
insurance policy number or subscriber identification number, any unique identifier used by a health

i nsurer to identify the individual, @ims hastory, i nf or
including any appeals records. Notification required if the entity reasonably believes that such a breach

has caused or will cause identity theft or other fraud to any resident of the Commonwealth.

11. PHI—see #10

12. Attorney General Notificatior—Personal Information Breach Notification Statute: The Office of the
Attorney General must be notified following discovery of a breach of personal information. Medical
Information Breach Notification Statute: The Office of the Attorney General and the @smoner of
Health must be notified following discovery of a breach of medical information. The entity must notify
both the subject of the medical information and any affected resident of the Commonwealth, if those
are not the same person.
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Appendix 11
Consumer Health Information Bill of Rights

American Health Irformation
Management Association®

AHIMA 18 news

FOR IMMEDIATE RELEASE

For more information, please contact:
Bridget Stratton

Public Relations

312-233-1097

bridget. stratton{@ahima.org

New guidelines, consumer tips from California help

professionals, patients guard against medical identity theft
AHIMA part of coalition to develop new resources

Chicago — Nov. 20, 2013 — Mew guidelines on preventing and remedying medical identity theft
released by the Office of the Attorney General in California offer best practice recommendations
for the healthcare industry and tips for consumers. The American Health Information
Management Association (AHIMA) contributed to the development of the guidelines, “Medical

Identity Theft: Recommendation for the Age of Electronic Medical Records.”

Key recommendations for healthcare providers include:
« |mplementing an identity theft response program with clear written policies and
procedures for investigating a flagged record
= Offering patients who believe they may be victims of medical identity theft a free copy of
the relevant portions of their medical records to review for signs of fraud

“Medical identity theft has been called the privacy crime that can kill," said California Attorney
General Kamala D. Harris. “As the Affordable Care Act encourages the move to electronic
medical records, the healthcare industry has an opportunity to improve public health and
combat medical identity theft with forward-looking policies and the strategic use of technology.”

The report for the industry focuses on the effect of identity theft on the accuracy of medical
records.

“Health information management (HIM) professionals play a key role in safeguarding health
information, and helping address issues when questions of identity theft occur,” said AHIMA
CEO Lynne Thomas Gordon, RHIA, MBA, CAE, FACHE, FAHIMA. “AHIMA is proud to have
contributed to this important guide to engage the entire industry and to help consumers learn
what they should watch for and how to deal with concerns about the protection and accuracy of
their health information.”

A piece for consumers, “First Aid for Medical Identity Theft," describes the signs of medical
identity theft and provides tips on how to respond. These signs can include notice of a data
breach from a healthcare provider, an unknown item on an Explanation of Benefits statement
from an insurer, a call from a debt collector about an unfamiliar medical bill and questions on
identity or health conditions at a doctor's office or hospital.

“AHIMA is dedicated to offering consumers guidance about how to keep track of their health
information,” said Thomas Gordon. "At our website, MyPHR.com, we offer links to these
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innovative, important tips and tools from California, as well as other resources for consumers
and other stakeholders. We're also focused on making sure our members and the HIM
community knows best practices are available.”

B

About AHIMA

Celebrating its 85" anniversary this year, the American Health Information Management
Association (AHIMA) represents more than 71,000 educated health information management
professionals in the United States and around the world. AHIMA is committed to promoting and
advocating for high quality research, best practices and effective standards in health information
and to actively contributing to the development and advancement of health information
professionals worldwide. AHIMA's enduring goal is quality healthcare through quality
information. www.ahima.org

http://www.ahima.org/~/media/AHIMA/Files/PR/n131112%20california%20med%20id.ashx
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